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1.
Introduction

During the 3GPP RAN5#46 meeting in San Francisco, RAN5 reviewed two classmark verification documents, R5-1000034 [1] and R5-1000038 [2]. Both of these documents have their genesis in an LS from PTCRB to GERAN WG3 requesting that two existing test cases (3GPP TS 51.010-1, 26.6.11.2 and 26.6.11.3) be modified to serve as an audit of device functionality reported to the serving network vis a vis that which is included in the device’s PICS/PIXIT. While these two contributions specifically pertain to GERAN (and are therefore outside the preview of RAN5), we believe that the classmark audit concept associated with these documents should be extended to all 3GPP-compatible devices regardless of airlink technology.
2. Discussion
Over the years, 3GPP has developed a very comprehensive suite of conformance tests for virtually all aspects of devices designed for operation in 2G, 3G and 4G networks. These test suites, which form the basis for world-wide device certification, have proven invaluable to manufactures and network operators for the purpose of validating device conformance with the 3GPP specifications. 

Conformance testing is a complex process, and in order for a conformance test suite to maintain its value, the test results must be traceable. Typically, traceability is thought of in terms of the test scripts themselves (e.g. are the test scripts certified to be compliant with their associated test requirements) or in terms of instrument calibration (e.g. has the test equipment been certified to comply with the relevant measurement standards). While these traceability aspects are certainly important, there is a third aspect to traceability, that being the need to ensure that the conformance tests verify the functionality actually supported by the DUT. It is this area where we see a weakness, as devices today are only tested to the extent described by the manufacturer’s PICS/PIXIT declaration.
As devices grow in feature complexity, it becomes increasingly important for network operators to have a high level of confidence that the device functionality tested in the lab matches the device functionality reported to the network. For example, the documents cited in [1] and [2] were prepared after a network operator discovered that a device was reporting to its serving network that it supported AGPS when, in fact, it did not. As a result, the device’s serving network would invoke AGPS procedures which ultimately failed, resulting in wasted network resources and unnecessary network error conditions. Although this example represents a case in which the device claimed to support functionality that did not exist, the opposite situation can also occur. In this scenario, the device’s PICS/PIXIT indicates that certain features or functions are not present, so the tests associated with them are deemed not applicable by the test lab. However, if the features or functions which were not declared in the PICS/PIXIT are actually present in the DUT and are reported to the network as present, then conformance with the 3GPP specification cannot be assured and the 3GPP specification itself is compromised. Thus, we’ve lost one very important aspect of test result traceability that is vital to a thorough conformance test campaign.
3. Proposal
We recommend that RAN5 develop a set of standardized device audit test cases which will be executed just before the DUT begins conformance testing and again just before the DUT exits conformance testing. These test cases will compare the features and functions reported in the DUT’s classmark and capability messages to those declared in its PICS/PIXIT statement. By executing these tests as the very first and last step of conformance testing, any errors in the device’s classmark or capability messages vis a vis those declared in the PICS/PIXIT will be captured. In addition, the results of these conformance tests, along with the manufacturer-supplied PICS/PIXIT, become a “watermark” for the DUT. With this watermarked information, a network operator can verify feature conformance with the DUT’s PICS/PIXIT by simply executing these audit test cases in the field. If no changes have been made to the DUT since it went through conformance testing, it will pass these audit test cases. In so doing, device conformance with the 3GPP specification and test result traceability have been ensured
4. Conclusion
Based on the discussion above, this document proposes that RAN5 agree to open a Work Item which will investigate writing new test cases and/or modifying existing test cases which will ensure that all device capability and classmark information signaled to the network matches the declarations in the DUT’s PICS/PIXIT. These tests would be updated as necessary to ensure that the audit includes all the appropriate information elements for the DUT’s declared release. The results of these tests, along with the DUT’s PICS/PIXIT, would become a feature “watermark” for the device.
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