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4.5.2.3
Procedure

Table 4.5.2.3-1: UE registration procedure (state 1 to state 2)

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	
	<--
	RRC: SYSTEM INFORMATION (BCCH)

	2
	UE transmits an RRCConnectionRequest message.
	-->
	RRC: RRCConnectionRequest

	3
	SS transmit a RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits a RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the Attach procedure by including the ATTACH REQUEST message. The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST
	-->
	RRC: RRCConnectionSetupComplete
NAS: ATTACH REQUEST

NAS: PDN CONNECTIVITY REQUEST

	5
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.
	<--
	RRC: DLInformationTransfer 

NAS: AUTHENTICATION REQUEST

	6
	The UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION RESPONSE

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security.
	<--
	RRC: DLInformationTransfer
NAS: SECURITY MODE COMMAND

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	RRC: ULInformationTransfer
NAS: SECURITY MODE COMPLETE

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration;

the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred after NAS SECURITY MODE COMPLETE message.
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options.
	<--
	RRC: DLInformationTransfer
NAS: ESM INFORMATION REQUEST

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options.
	-->
	RRC: ULInformationTransfer
NAS: ESM INFORMATION RESPONSE

	10
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits an UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits an UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	
	

	
	

	
	
	
	


	
	
	
	


	-
	EXCEPTION: Steps 14a1 to 14b1 describe behaviour that depends on condition 
	-
	-

	
	
	
	

	14a1
	IF this procedure is called with condition CombinedAttach THEN the SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message with condition CombinedAttach. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	14b1
	ELSE The SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	15
	The UE transmits a RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	17
	The SS transmits a RRCConnectionRelease message to release RRC connection and move to RRC_IDLE (State 2).
	<--
	RRC: RRCConnectionRelease


4.5.2.4
Specific message contents

All specific message contents shall be referred to clause 4.6 and 4.7 with the exceptions below.

Table 4.5.2.4-1: RRCConnectionRequest (Step 2)
	Derivation Path: Table 4.6.1-16

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity
	Any allowed value
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	


4.5.2A
UE Registration, UE Test Mode Activated (State 2A)

Editor’s Note:
· It needs to be defined what the default bearer is in terms of its characteristics.(step 14). 
4.5.2A.1
Initial conditions

System Simulator:
-
1 cell, default parameters.

-
The procedure shall be performed under ideal radio conditions as defined in clause 5

User Equipment:

- 
The Test USIM shall be inserted.

4.5.2A.2
Definition of system information messages
The default system information messages are used.
4.5.2A.3
Procedure

Table 4.5.2A.3-1: UE registration with test mode activation procedure (state 1 to state 2A)

	Step
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1 to 9a2
	Same procedure for steps 1 to 9a2 as specified in the procedure in clause 4.5.2.3 
	-
	-

	9b
	The SS transmits an ACTIVATE TEST MODE message to activate UE radio bearer test mode procedure.
	<--
	RRC: DLInformationTransfer 

TC: ACTIVATE TEST MODE

	9c
	The UE transmits an ACTIVATE TEST MODE COMPLETE message.
	-->
	RRC: ULInformationTransfer
TC: ACTIVATE TEST MODE COMPLETE

	10
	The SS transmits a SecurityModeCommand message to activate AS security.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits an UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits an UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	-
	EXCEPTION: Steps 14a1 to 14b1 describe behaviour that depends on condition 
	-
	-

	14a1
	IF this procedure is called with condition CombinedAttach THEN the SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message with condition CombinedAttach. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	14b
	ELSE The SS transmits a RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0) according to 4.8.2.2.1.1.
This message includes the ATTACH ACCEPT message. The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	15
	The UE transmits a RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	17
	The SS transmits a RRCConnectionRelease message to release RRC connection and move to RRC_IDLE (State 2A).
	<--
	RRC: RRCConnectionRelease


4.5.2A.4
Specific message contents

All specific message contents shall be referred to clause 4.6 and 4.7 with the exceptions below.

Table 4.5.2.4-1: RRCConnectionRequest (Step 2)
	Derivation Path: Table 4.6.1-16

	Information Element
	Value/remark
	Comment
	Condition

	RRCConnectionRequest ::= SEQUENCE {
	
	
	

	  criticalExtensions CHOICE {
	
	
	

	    rrcConnectionRequest-r8 SEQUENCE {
	
	
	

	      ue-Identity
	Any allowed value
	
	

	    }
	
	
	

	  }
	
	
	

	}
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