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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is 3rd part of a multi-part conformance test specification for UE and is valid for 3GPP Release 5. The specification contains a TTCN design frame work and the detailed test specifications in TTCN for the UE conformance at the Gm reference point.

3GPP TS 34.229-1 [Error! Reference source not found.] contains a conformance test description in prose for UE at the Uu interface.

3GPP TS 34.229-2 [Error! Reference source not found.] contains a pro-forma for the UE Implementation Conformance Statement (ICS). 
3GPP TS 34.229-3 the current document.
1
Scope

The present document specifies the protocol conformance testing in TTCN for the 3GPP User Equipment (UE) at the Gm interface.

The present document is the 3rd part of a multi-part test specification, 3GPP TS 34.229. The following TTCN test specification and design considerations can be found in the present document:

· the overall test suite structure;

· the testing architecture;

· the test methods and PCO definitions;

· the test configurations;

· the design principles, assumptions, and used interfaces to the TTCN tester (System Simulator);

· TTCN styles and conventions;

· the partial PIXIT proforma;

· the TTCN.MP and TTCN.GR forms for the mentioned protocols tests.

The Abstract Test Suites designed in the document are based on the test cases specified in prose (3GPP TS 34.229‑1 [Error! Reference source not found.]).

The present document is valid for UE implemented according to 3GPP Release 1999, 3GPP Release 4 or 3GPP Release 5.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

-
For a Release 1999 UE, references to 3GPP documents are to version 3.x.y, when available.

-
For a Release 4 UE, references to 3GPP documents are to version 4.x.y, when available.

-
For a Release 5 UE, references to 3GPP documents are to version 5.x.y, when available.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 34.123-1: "User Equipment (UE) conformance specification; Part 1: Protocol conformance specification".

[3]
3GPP TS 34.123-2: "User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) proforma specification".

[4]
3GPP TS 34.123-3: "User Equipment (UE) conformance specification; Part 3: Abstract Test Suites (ATS)".
[5]
3GPP TS 34.229-1: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification ".

[6]
3GPP TS 34.229-2: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) proforma specification".

[7]
3GPP TS 34.108: "Common test environments for User Equipment (UE) conformance testing".

[8]
ISO/IEC 9646-1: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 1: General concepts".

[9]
ISO/IEC 9646-7: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 7: Implementation Conformance Statements".

[10]
ETSI ETS 300 406 (1995): "Methods for testing and Specification (MTS); Protocol and profile conformance testing specifications; Standardization methodology".

[11]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[12]
ETSI ES 201 873: “Methods for Testing and Specification (MTS); The Testing and Test Control Notation version 3”.
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and 3GPP TS 34.229-1[5] apply.
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and 3GPP TS 34.229-1[5] apply.
4
Requirements on the TTCN development

A number of requirements are identified for the development and production of TTCN specification for 3GPP UE at Uu interface.

1.
Top-down design, following 3GPP 34.229-1 [5], 3GPP TS 34.123-1 [2], 3GPP TS 34.108 [7].

2.
A unique testing architecture and test method for testing all protocol layers of UE.

3.
Uniform TTCN style and naming conventions.

4.
Improve TTCN readability.

5.
Using TTCN-3 (ES 201 873-1 [12]).
6.
TTCN specification feasible, implementable and compilable.

7.
Test cases shall be designed in a way for easily adaptable, upwards compatible with the evolution of the 3GPP core specifications and the future Releases.

8.
The test declarations, data structures and data values shall be largely reusable.

9.
Modularity and modular working method.

10.
Minimizing the requirements of intelligence on the emulators of the lower testers.

11.
Giving enough design freedom to the test equipment manufacturers.

12.
Maximizing reuse of RFC BNF definitions from the relevant IETF core specifications.
In order to fulfil these requirements and to ensure the investment of the test equipment manufacturers having a stable testing architecture for a relatively long period, a unique testing architecture and test method are applied to the 3GPP UE protocol tests.

5
ATS structure

5.1
Modularity

5.1.1
Module structure

5.1.2
Contents of the modules

6
Test method and test model
6.1
Test method

6.2
IMS CC test modelThe test model  is shown in figure 3.
6.2.1
Ports interfacing to SS

In TTCN-3, ports are defined in all test components and in the Test System Interface. This is the equivalent of PCOs in TTCN-2. These ports then have to be mapped, or connected, together at the start of each test.

No parallel test components (ptc) have yet been defined, therefore only the ports in the main test component (mtc) shall be mapped to the test system interface (system) at the start of the test (only those ports used during the test case need to be mapped).

6.2.1.1
Data ports

IMS_CC ATS in TTCN-3 simulates the SIP behaviour at the P_CSCF side. The scripts of SIP signalling in TTCN-3 communicate with the UE under test through four data ports and the emulations beneath. In case of MO testing, the SIP server port and SIP secure server port are applied. In case of MT testing, the SIP client port and SIP secure client port are applied. Each port shall be able to distinguish the use of one of the dual protocol stacks of IPv4 / IPv6. The security ports shall be used by the TTCN-3 authors when a security association has been established.

6.2.1.1
Control ports

IMS_CC ATS also controls the SS configuration and passes necessary parameters to the various emulation entities in the SS. This is done by ASPs through an IP-CAN control port and an IP configuration port.

From the protocol stack point of view, SIP is an application layer protocol located above transport layer UDP which in turn uses the services provided by the IP/IPsec layer. The IP packages are transmitted via the connected IP-CAN bearer, the UTRAN bearer or the GERAN bearer. The emulations of these protocol layers in the SS shall be compliant with the relevant core specifications (3GPP and IETF).
The IP-CAN bearers are created, configured modified and released though the ASP at the IP-CAN control port. The TTCN-3 codes shall also be able to control the UDP/IP/IPsec configurations and provide necessary parameters through the control ASPs.

[image: image2.wmf]UDP / TCP

SIP TTCN

-

3 codec

SigComp

IPv4/v6/IPsec

SAD

IF0

IF1

IF2

…

NAS

RRC

PDCP

RLC

RLC

MAC

PHY

GMM

SNDCP

LLC

GRR

RR

L2

RLC/MAC

L1

IP

-

CAN

Control port

IP

Config

port

DNS

server

port

DHCP

server

port

SIP

client

port

SIP

server

port

SIP

Secure

client port

SIP

Secure

server port

IMS_CC ATS

(TTCN

-

3 codes)

MTC

MMI

UE

(SUT)

UTRAN

GERAN

RF cable to UE

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

Other IP

-

CAN

SigComp

Control port

UDP / TCP

SIP TTCN

-

3 codec

SigComp

IPv4/v6/IPsec

SAD

IF0

IF1

IF2

…

NAS

RRC

PDCP

RLC

RLC

MAC

PHY

GMM

SNDCP

LLC

GRR

RR

L2

RLC/MAC

L1

IP

-

CAN

Control port

IP

Config

port

DNS

server

port

DHCP

server

port

SIP

client

port

SIP

server

port

SIP

Secure

client port

SIP

Secure

server port

IMS_CC ATS

(TTCN

-

3 codes)

MTC

MMI

UE

(SUT)

UTRAN

GERAN

RF cable to UE

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

..

Other IP

-

CAN

SigComp

Control port


Figure 3 IMS CC test model

6.2.2
SAD

Security Association Database (SAD) shall be made accessible by the IPsec entity and contain sets of parameters corresponding to each security association. During registration/authentication, the UE and the SS will negotiate these parameters for setting up a security association. As the negotiation is carried out on SIP level (through SIP message exchanges), the resulting security parameters are obtained and stored in IMS_CC ATS. A number of ASPs are defined to convey these parameters from TTCN-3 codes to SAD. ASPs manipulating the SAD are also defined.

6.2.3
Network interface

Similar to the majority of TCP/IP stack implementations, a network interface (IF0, IF1, IF2, ...) structure is used to connect the IP-CAN bearer to IP protocol entity. When the ASP for setting up an IP-CAN bearer is called via the IP-CAN control port, the SS shall connect the established radio access bearer to the relevant IF structure, in order to provide the radio bearer connectivity to the IP/IPsec layer.
6.2.4
SigComp and related control port

SIP Compression is mandatory (subclause 8 of  TS 24.229) and Signalling compression (RFC3320, RFC3485, RFC 3486) protocol is used for SIP compression. The SigComp entity in the model is used to carry out the compression/decompression functions. In the receiving direction of the SS, the SigComp entity will detect whether the incoming SIP message is compressed and, if so, decompress it. In the sending direction of the SS, the TTCN controls whether the outgoing SIP message is compressed through the SigComp control port.
6.2.5
SIP TTCN 3 Codec

SIP is a text-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 ATS the messages are structured to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance of the ATS easier. When the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts the structured message to the corresponding character string then transfers it to the UE. When the SS receives a message from the UE, the TTCN-3 codec converts the received character string to the structured message and passes it to the TTCN-3 ATS. 

6.2.6
DHCP and DNS data ports

The DHCP port is used for receiving the DHCP requests from the UE under test, and sending corresponding responses to the UE. The DNS port is used for receiving domain name resolution requests from the UE and sending the results back to the UE. The TTCN which implements the required DHCP and DNS server functions (only the functions necessary for testing purposes, not full functionality) will receive and send on these ports. If these functions are implemented elsewhere in the SS, not in the TTCN, these two ports are not necessary.
6.3
Upper Tester (UT)

6.4
TTCN-3
TTCN is used as specification language. ETSI ES 201 873[12] (TTCN-3) is applied to the notation.
7
ASP definitions
7.1
Control ASP

ASPs for configuring/controlling the SS are defined to operate in a pair of ASPs, Req (request) ASP and Cnf (Confirm) ASP of the blocking mode. The TTCN-3 execution after sending a Req ASP shall wait (be blocked) for the Cnf ASP.
Because the IMS Test Suite is radio access technology independent, few parameters are passed from the TTCN-3. Therefore the exact configuration procedures used are determined by the implementation.

The PIXIT px_RANTech (see below) is set by the operator and is passed through the TTCN to the SS.  This is defined as an enumerated type and is used to specify which platform the test is to be run on (e.g. GERAN or UTRAN).

7.1.1
Cell Control

	Name
	CreateCellReq

	Port
	IPCANctl

	Comment
	ASP type for creating a cell

	Parameter Name
	Parameter Type
	Comment

	ranTech
	RANTech
	


	Name
	CreateCellCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of CreateCellReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	ReleaseCellReq

	Port
	IPCANctl

	Comment
	ASP type for releasing resources allocated to the cell

	Parameter Name
	Parameter Type
	Comment


	Name
	ReleaseCellCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of ReleaseCellReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	RANTech

	Type
	enumerated

	Parameters
	GERAN, UTRAN_FDD, UTRAN_TDD, dummy1, dummy2

	Comment
	Indicates the radio access network technology used for transport of SIP signalling messages over the air interface


	Name
	Status

	Type
	enumerated

	Parameters
	success, failure, inconclusive

	Comment
	Indicates the status result of the requesting ASP


7.1.2
IdleUpdated

	Name
	IdleUpdatedReq

	Port
	IPCANctl

	Comment
	ASP type which requests the SS to bring the UE into an idle updated state and both GMM and MM registered

	Parameter Name
	Parameter Type
	Comment


	Name
	IdleUpdatedCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of IdleUpdatedReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


7.1.3 PDPContext

	Name
	ActivatePDPContextRequest_Req

	Port
	IPCANctl

	Comment
	ASP type which sets up a radio connection and waits for the Activate PDP Context Request and sends the Radio Bearer Setup message (if required). The ProtocolConfigurationOptions IE received in the ActivatePDPContextRequest is sent back in the Cnf.

ActivatePDPContextAccept_Req must be called after this to complete the procedure

	Parameter Name
	Parameter Type
	Comment

	pdpContextId
	integer
	

	bearerInfo
	integer
	


	Name
	ActivatePDPContextRequest_Cnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of ActivatePDPContextRequest_Req.  The contents of the ProtocolConfigurationOptions IE received in the ActivatePDPContextRequest are included here

	Parameter Name
	Parameter Type
	Comment

	configOptList
	ConfigOptList
	

	status
	Status
	


	Name
	ActivatePDPContextAccept_Req

	Port
	IPCANctl

	Comment
	ASP type which sends the Activate PDP Context Accept message with the ProtocolConfigurationOptions IE specified.

ActivatePDPContextRequest_Req and Cnf must be called before this

	Parameter Name
	Parameter Type
	Comment

	pdpContextId
	integer
	

	configOptList
	ConfigOptList
	


	Name
	ActivatePDPContextAccept_Cnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of ActivatePDPContextAccept_Req.  

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	ActivateSecondaryPDPContextReq

	Port
	IPCANctl

	Comment
	ASP type which activates a second PDP context 

	Parameter Name
	Parameter Type
	Comment

	pdpContextId
	integer
	

	bearerInfo
	integer
	


	Name
	ActivateSecondaryPDPContextCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of ActivateSecondaryPDPContextReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	ModifyPDPContextReq

	Port
	IPCANctl

	Comment
	ASP type which modifies PDP context 

	Parameter Name
	Parameter Type
	Comment

	pdpContextId
	integer
	

	bearerInfo
	integer
	


	Name
	ModifyPDPContextCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of ModifyPDPContextReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	DeactivatePDPContextReq

	Port
	IPCANctl

	Comment
	ASP type which requests the SS deactivate the indicated PDP context.  A value of pdpContextId = 0 indicates that all existing PDP contexts are to be deactivated.

	Parameter Name
	Parameter Type
	Comment

	pdpContextId
	integer
	


	Name
	DeactivatePDPContextCnf

	Port
	IPCANctl

	Comment
	ASP type which returns the result of the execution of DeactivatePDPContextReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	BearerInfo

	Type
	integer

	Comment
	References the RAB to be configured.  This is RAN independent and can be added to/reduced as required


This is simply a list of RAB identifiers. It is expected, in the future, for these identifiers to equate to specific RAB requirements, for all available radio access technologies. For example :

	BearerInfo
	RANTech = UTRAN_FDD
	RANTech = GERAN

	1
	34.108, clause 6.10.2.4.59
	51.010, clause a.a.a

	2
	34.108, clause 6.10.2.4.60
	51.010, clause b.b.b

	3
	34.108, clause 6.10.z.z.z
	51.010, clause c.c.c


	Name
	ConfigOptList

	Type
	set of ConfigOpt

	Comment
	Used to contain the protocol configuration options IE used in the PDP context messages


	Name
	ConfigOpt

	Type
	octetstring 

	Parameter Name
	Parameter Type

	ContainerId
	octetstring [2]

	ContainerLength
	octetstring [1]

	ContainerContents
	octetstring       optional


7.1.4
IP Configuration

	Name
	InstallKeyReq

	Port
	IPconf

	Comment
	ASP type which installs the keys into the IP layer in the SS

	Parameter Name
	Parameter Type
	Comment

	MD5_96Key 
	bitstring
	length (128)

	SHA_1_96Key 
	bitstring
	length (160)

	DES_EDE3_CBCKey 
	bitstring
	length (192)

	AES_CBCKey 
	bitstring
	length (128)


	Name
	InstallKeyCnf

	Port
	IPconf

	Comment
	ASP type which returns the result of the execution of InstallKeyReq

	Parameter Name
	Parameter Type
	Comment

	Status
	status
	


	Name
	AssignIPaddrReq

	Port
	IPconf

	Comment
	ASP type which assigns the IP address to the IP layer in the SS

	Parameter Name
	Parameter Type
	Comment

	p_CSCFaddrv6
	IPv6Addr       
	optional

	p_CSCFaddrv4
	IPv4Addr       
	optional


	Name
	AssignIPaddrCnf

	Port
	IPconf

	Comment
	ASP type which returns the result of the execution of AssignIPaddrReq

	Parameter Name
	Parameter Type
	Comment

	Status
	status
	


	Name
	IPv6Addr 

	Type
	charstring

	Comment
	in colon separated format


	Name
	IPv4Addr 

	Type
	charstring

	Comment
	in dotted decimal format


	Name
	SignallingCompressionReq

	Port
	SigComp

	Comment
	ASP type which starts/stops signalling compression of messages

	Parameter Name
	Parameter Type
	Comment

	startCompression
	boolean
	


	Name
	SignallingCompressionCnf

	Port
	SigComp

	Comment
	ASP type which returns the result of the execution of SignallingCompressionReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


7.1.4 SA Database

	Name
	SingleAddSADCnf

	Port
	IPconf

	Comment
	ASP type which returns the result of the execution of SingleAddSADReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	DoubleAddSADReq

	Port
	IPconf

	Comment
	ASP type which sets two entries of SAD in the SS

	Parameter Name
	Parameter Type
	Comment

	sa1
	SA
	

	sa2
	SA
	


	Name
	DoubleAddSADCnf

	Port
	IPconf

	Comment
	ASP type which returns the result of the execution of DoubleAddSADReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	DelSADReq

	Port
	IPconf

	Comment
	ASP type which deletes the SAD entries

	Parameter Name
	Parameter Type
	Comment

	spi1
	SPI
	

	spi2
	SPI
	optional

	spi3
	SPI
	optional

	spi4
	SPI
	optional

	spi5
	SPI
	optional

	spi6
	SPI
	optional

	spi7
	SPI
	optional

	spi8
	SPI
	optional

	spi9
	SPI
	optional


	Name
	DelSADCnf

	Port
	IPconf

	Comment
	ASP type which returns the result of the execution of DelSADReq

	Parameter Name
	Parameter Type
	Comment

	status
	Status
	


	Name
	SA

	Port
	IPconf

	Comment
	ASP type which sets a single entry of parameters for a security association in the SS 

	Parameter Name
	Parameter Type

	spi
	SPI

	srcIPaddr
	IPAddr

	desIPaddr
	IPAddr

	srcUDPport
	integer

	desUDPport
	integer

	intAlgo
	IntAlgo

	ciphAlgo
	CiphAlgo


	Name
	IntAlgo

	Type
	enumerated

	Parameters
	hmac_md5_96, hmac_sha_1_96

	Comment
	Integrity algorithms


	Name
	CiphAlgo

	Type
	enumerated

	Parameters
	des_ede3_cbc, aes_cbc, nociph

	Comment
	Ciphering algorithms, "nociph" means no ciphering


	Name
	SPI

	Type
	integer (0..4294967295)

	Comment
	security parameter index for IPsec


7.2
IMS-CC Ports and ASP definitions
7.3
Ut PCO and ASP definitions

8

Codec definition

8.1.
Introduction  

SIP is a text-based protocol, thus the message exchange between the UE and the SS are pure character strings. In the TTCN-3 ATS the messages are structured and optimized to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance of the ATS easier. 

Every time the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts (Encode) the structured message given as template to the corresponding character string before transferred to the UE.

When the SS receives a message from the UE, the TTCN-3 codec converts (Decode) the received character string to the structured message template and passes it to the TTCN-3 ATS.

8.2.
TCI/TRI Interface Specification

8.2.1
TCI - Required and Provided Interface Methods 

Reference to TCI Standard [ETSI ES 201 873-6] 
chapter 7.3.2.2 TCI-CD provided


8.2.2
TRI - Overview of TA 
Reference to TRI Standard [ETSI ES 201 873-5]


8.3.

Requirements on Types 

8.3.1
Type definition - Syntax / Semantic aspects

All given defined BNF grammars (e.g. the BNF of RFC 3261) are unique. Thus the syntax tree for each syntactically correct message derived with these grammars are unique too and the parts of a message can be uniquely identified (represented) by the terminal phrase belonging to a non terminal symbol and its derivation path in the syntax tree.

The syntax tree of all given messages can be used to uniquely identify and describe the parts of the messages. The leaves are the part of every message and the nodes from the root to the leaves represents the sequence of rules to be applied to derive that part

The complete IMS/SIP message is an ordered structured type which is represented as a record type in TTCN-3.  For each grammar rule of the BNF a TTCN-3 record type is declared with the specific name of the rule. The following rules are applied to the fields within a record:

· A non-terminal symbol is declared as a record type for this symbol

· The order of the symbols in the rule are represented by an equal order of the fields

· Repetitions are declared as ‘set of’ or ‘record of’ types

· Options are declared as optional 

· Alternatives are declared as union types

Deviations of the type definition semantic

· Most of the “Literals” of a message (for example: the string "Via" or "v" in the message header fields) are not represented. Otherwise it is declared as type charstring with a specific field name.

· All of the delimiters allowed by the grammar to separate the parts of a message are not represented. Otherwise it is declared as type charstring.

STAR    =  SWS "*" SWS ; asterisk

      SLASH   =  SWS "/" SWS ; slash

      EQUAL   =  SWS "=" SWS ; equal

      LPAREN  =  SWS "(" SWS ; left parenthesis

      RPAREN  =  SWS ")" SWS ; right parenthesis

      RAQUOT  =  ">" SWS ; right angle quote

      LAQUOT  =  SWS "<"; left angle quote

      COMMA   =  SWS "," SWS ; comma

      SEMI    =  SWS ";" SWS ; semicolon

      COLON   =  SWS ":" SWS ; colon

      LDQUOT  =  SWS DQUOTE; open double quotation mark

      RDQUOT  =  DQUOTE SWS ; close double quotation mark

· Records for rules, dividing a message part into not required details, are declared as charstring only, with the same name 
· Additional rules / records are introduced to access generic parts as a whole charstring
8.3.2
BNF – TTCN-3 Type Mapping

	BNF rules of RFC

	TTCN-3 Type Mapping

	SIP-message = Request / Response
	type record REGISTER_Request {…}, INVITE_Request {…}, …

type record Response {…}

	Request = Request-Line 

                 *(message-header)

                 CRLF

                  [ message-body ]
	type record  REGISTER_Request {

                        RequestLine  requestLine,

                        MessageHeader  msgHeader,

                        MessageBody  messageBody optional

                        }, …

	Request-Line = Method   SP Request-URI  SP  SIP-Version  CRLF
	type record RequestLine {

                         Method  method,

                         SipUrl  requestUri,

                         charstring  sipVersion

                          }

	Method = INVITEm / ACKm / OPTIONSm / BYEm / CANCELm / REGISTERm / …
	type enumerated Method  { ACK_E, BYE_E, CANCEL_E, INVITE_E, OPTIONS_E, REGISTER_E, …}

	SIP-URI  =  “sip:”  

                    [ userinfo ]   

                    hostport  

                    uri-parameters   

                    [ headers ]
	type record SipUrl  {

                    charstring scheme,

                    UserInfo userInfo  optional,

                    HostPort hostPort,

                    SemicolonParam_List urlParameters optional,

                    AmpersandParam_List headers optional

                    }

	…
	…

	…
	…

	…
	…

	…
	…


Differences between  the BNF and the TTCN-3 Type Mapping:

· All Method – Message names (INVITE, BYE, ACK etc.) and all message header field names (To, From, CallID, CSeq, Via etc.) are mapped to an enumerated type in TTCN-3 to simplify the extension of new headers.  During encoding, the long-form of these message header fields is always used. 

· The structure of the message header fields are mapped to a “set of” type in TTCN-3 because the order of these header fields is not mandatory.
· The various parameter lists defined in the BNF are mapped and combined into three different TTCN-3 sets of generic-param types. These types differ only in their name: SemicolonParam_List, AmpersandParam_List, CommaParam_List to distinguish between the relevant separators.
· All parameters (uri-param, user-param, lr-param etc.) will be handled as a generic-param which will be mapped as a record structure of two charstrings (ID and paramValue). This is equivalent to a token with an optional generic value (token [ EQUAL gen-value ] ).

· In addition to the pure charstring as a base type of TTCN-3 the Type System provides base Integer types which are unrestricted to the model e.g. the portField, CSeq number, maxForward digit.

In addition to the relevant RFC 3261 BNF the BNFs of the following RFCs must be supported by the codec:
  RFC 3262 Reliability of Provisional Responses in the SIP

  RFC 3263 Session Initiation Protocol (SIP): Locating SIP Servers

  RFC 3265 Session Initiation Protocol (SIP)-Specific Event Notification,

  RFC 3311 The Session Initiation Protocol (SIP) UPDATE Method

  RFC 3313 Private SIP Extensions for Media Authorization,

  RFC 3323 A Privacy Mechanism for the Session Initiation Protocol (SIP) 

  RFC 3325 Private Extensions to the SIP for Asserted Identity within Trusted Networks 

  RFC 3326 The Reason Header Field for the Session Initiation Protocol (SIP) 

  RFC 3327 SIP Extension Header Field for Registering Non-Adjacent Contacts
  RFC 3329 Security Mechanism
  RFC 3428 SIP Extension for Instant Messaging 

  RFC 3455 Private Header (P-Header) Extensions to the SIP for the 3rd-Generation 
Partnership Project (3GPP), Jan 03 

  RFC 3515 The Session Initiation Protocol (SIP) Refer Method 

  RFC 3608 Session Initiation Protocol (SIP) Extension Header Field for Service Route 
Discovery During Registration 

  RFC 3680 Session Initiation Protocol (SIP) Event Package for Registrations 
  RFC 3840 Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)
  RFC 3841 Caller Preferences
  RFC 3891 Replaces Header 

  RFC 3892 Referred By 

  RFC 3903 SIP Extension for Event State Publication
  RFC 3911 Join Header
  RFC 4028 Session Timers

8.4.

Textual Coding Requirements (Details) 
8.4.1
Encoder
The encoding is straight forward. The TCI Interface method encode(in Value value) which returns the TriMessageType from the provided (TciCDProvided) must be implemented.  Selection of the relevant String field name should be used to generate an ASCII Byte Stream which provides the complete message.

8.4.2
Decoder 
For the decoder the TCI Interface method Value decode (in TriMessageType message, 
in Type hyp) which returns the Value must be implemented.  Within this method a parser must be instantiated which provides the relevant constructs of the string based message.

8.4.2.1
SIP Parser Requirements 
The SIP Parser should be simple and quick and must represent the data structure of the given TTCN-3 types.

8.4.2.2
XML Parser Requirements 

· Quick

· DOM Tree generation

· XML Generation


8.4.3
Exception Handling 
The parser exceptions which are provided if the incoming message is syntactically invalid are out of scope of TTCN-3. This extra error information should be caught by the codec and must be provided via TLI to the Management […] 

9
Design consideration

9.1
Channels configurations
9.2
Security

9.3
Test Suite Operations
Table 1: TSO definitions 

	TSO Name
	Description

	o_AuthResponseCheck
	Type of the result: BOOLEAN
Parameters:

CommaParam_List p_digestResponse
bitstring p_XRES
Description

Extracts the authentication response from the dresponse field and compare with XRES


	o_Bitstring2Base64
	Type of the result: charstring
Parameters:
bitstring p_Bitstring
Description

Returns the Base 64 encoded value of p_Bitstring

	o_LengthOfXMLBody
	Type of the result: integer

Parameters:
reginfoElement p_XMLBody

Description

Calculates the length of a message body in XML

	o_PutInLowercase
	Type of the result: charstring
Parameters:
charstring par_string
Description

returns the equivalent string in lower case


9.4
AT commands
Annex A (normative):
Abstract Test Suites (ATS)

This annex contains the approved ATSs.

The ATSs have been produced using the Testing and Test Control Notation version 3 (TTCN3) according to ETSI ES 201 873 [12].

A.1
Version of specifications

Table A.1 shows the version of the test specifications which the delivered ATSs are referred to.

Table A.1: Versions of the test and Core specifications

	Core specifications
	3GPP TS 25.229 [11]

	Test specifications
	3GPP TS 34.229-1 [5]

	
	3GPP TS 34.229-2 [6]

	
	3GPP TS 34.123-3 [2]

	
	


A.2
IMS-CC ATS

Table A.2: IMS-CC TTCN test cases

	Test case
	Description

	
	

	
	

	
	


The ATS is contained in an ASCII file (IMS_CC.ttcn) which accompanies the present document.

A.2.3
Optional IP-CAN TTCN 2++ interface
Annex B (normative):
Partial IXIT proforma

Notwithstanding the provisions of the copyright clause related to the text of the present document, 3GPP Organizational Partners grant that users of the present document may freely reproduce the partial IXIT proforma in this annex so that it can be used for its intended purposes and may further publish the completed partial IXIT.

B.0
Introduction

This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).

Text in italics is comments for guidance for the production of a IXIT, and is not to be included in the actual IXIT.

The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.

B.1
Parameter values

Table B.1: PIXIT

	Parameter name
	Description
	Type
	Default value
	Supported value

	px_AssociatedTelUri
	
	charstring
	
	

	px_AuthAMF
	
	bitstring (16)
	
	

	px_AuthK
	
	bitstring (128)
	
	

	px_AuthN
	min 31, max 127 (TS 34.108 cl. 8.1.2)
	integer
	
	

	px_AuthRAND
	
	bitstring (128)
	
	

	px_BearerInfo
	
	integer
	
	

	px_CellId
	cell Identity for UMTS
	bitstring (28)
	
	

	px_CiphAlgo_Def
	Ciphering Algorithm 
	CiphAlgo
	
	enumerated type: des_ede3_cbc, aes_cbc or nociph

	px_HomeDomainName
	Home Domain Name when using ISIM or the home domain name derived from px_IMSI when using USIM
	charstring
	3gpp.org
	

	px_InviteToTag
	
	charstring
	
	

	px_IPSecAlgorithm
	Integrity Algorithm 
	IntAlgo
	
	enumerated type; hmac_md5_96, hmac_sha_1_96

	px_Opaque
	
	charstring
	
	

	px_Pcscf
	P-CSCF
	charstring
	pcscf.3gpp.org
	

	px_Port_pc
	protected Client port at the SS
	integer
	
	

	px_Port_ps
	protected Server port at the SS
	integer
	
	

	px_Private_UserId
	Private User Identity when using ISIM or private user identity derived from px_IMSI when using USIM
	charstring
	privateuser@3gpp.org
	

	px_Public_UserId
	Public User Identity when using ISIM or public user identity derived from px_IMSI when using USIM
	charstring
	sip:localuser@3gpp.org
	

	px_RANTech
	RAN Technology
	RANTech
	
	enumerated type: GERAN, UTRAN_FDD or UTRAN_TDD

	px_RegisterExpiration
	
	charstring
	
	

	px_Scscf
	
	charstring
	
	

	px_SIP_URI_2
	used in PAssocURI
	
	
	

	px_SIP_URI_3
	used in ServiceRoute
	
	
	

	px_SS_IPAddr
	
	IPv6Addr
	
	

	px_ToTagRegister
	
	
	
	

	px_ToTagSubscribeDialog
	
	
	
	

	px_Transport
	Used Transport in upper case 
	charstring
	
	UDP, TCP

	px_UE_IPAddr
	
	IPv6Addr
	
	


B.2
MMI questions

Annex C (informative):
Additional information to IXIT

Notwithstanding the provisions of the copyright clause related to the text of the present document, 3GPP Organizational Partners grant that users of the present document may freely reproduce the IXIT proforma in this annex so that it can be used for its intended purposes and may further publish the completed IXIT.

Additional information may be provided when completing the IXIT questions listed in annex A.

C.1
Identification Summary

Table C.1 is completed by the test laboratory. The item "Contract References" is optional.

Table C.1: Identification Summary

	IXIT Reference Number
	

	Test Laboratory Name
	

	Date of Issue
	

	Issued to (name of client)
	

	Contract References
	


C.2
Abstract Test Suite Summary

In table C.2 the test laboratory provides the version number of the protocol specification and the version number of ATS which are used in the conformance testing.

Table C.2: ATS Summary

	Protocol Specification
	3GPP TS 25.229

	Version of Protocol Specification
	

	Test Specification in prose
	3GPP TS 34.229-1

	Version of TSS & TP Specification
	

	ATS Specification
	3GPP TS 34.229-3

	Version of ATS Specification
	

	Abstract Test Method
	Distributed Test Method


C.3
Test Laboratory

C.3.1
Test Laboratory Identification

The test laboratory provides the following information.

Table C.3: Test Laboratory Identification

	Name of Test Laboratory
	

	Postal Address
	

	Office address
	

	e-mail address
	

	Telephone Number
	

	FAX Number
	


C.3.2
Accreditation status of the test service

The test laboratory provides the following information.

Table C.4: Accreditation status of the test service

	Accreditation status
	

	Accreditation Reference
	


C.3.3
Manager of Test Laboratory

The test laboratory provides the information about the manager of test laboratory in table C.5.

Table C.5: Manager of Test Laboratory

	Name of Manager of Test Laboratory
	

	e-mail address
	

	Telephone Number
	

	FAX Number
	

	E-mail Address
	


C.3.4
Contact person of Test Laboratory

The test laboratory provides the information about the contact person of test laboratory in table C.6.

Table C.6: Contact person of Test Laboratory

	Name of Contact of Test Laboratory
	

	e-mail address
	

	Telephone Number
	

	FAX Number
	

	E-mail Address
	


C.3.5
Means of Testing

In table C.7, the test laboratory provides a statement of conformance of the Means Of Testing (MOT) to the reference standardized ATS, and identifies all restrictions for the test execution required by the MOT beyond those stated in the reference standardized ATS.

Table C.7: Means of Testing

	Means of Testing

	


C.3.6
Instructions for Completion

In table C.8, the test laboratory provides any specific instructions necessary for completion and return of the proforma from the client.

Table C.8: Instruction for Completion

	Instructions for Completion

	


C.4
Client

C.4.1
Client Identification

The client provides the identification in table C.9.

Table C.9: Client Identification

	Name of Client
	

	Postal Address
	

	Office Address
	

	Telephone Number
	

	FAX Number
	


C.4.2
Client Test Manager

In table C.10 the client provides information about the test manager.

Table C.10: Client Test Manager

	Name of Client Test Manager
	

	Telephone Number
	

	FAX Number
	

	E-mail Address
	


C.4.3
Client Contact person

In table C.11 the client provides information about the test contact person.

Table C.11: Client Contact person

	Name of Client contact person
	

	Telephone Number
	

	FAX Number
	

	E-mail Address
	


C.4.4
Test Facilities Required

In table C.12, the client records the particular facilities required for testing, if a range of facilities is provided by the test laboratory.

Table C.12: Test Facilities Required

	Test Facilities Required

	


C.5
System Under Test

C.5.1
SUT Information

The client provides information about the SUT in table C.13.

Table C.13: SUT Information

	System Name
	

	System Version
	

	SCS Reference
	

	Machine Configuration
	

	Operating System Identification
	

	IUT Identification
	

	ICS Reference for the IUT
	


C.5.2
Limitations of the SUT

In table C.14, the client provides information explaining if any of the abstract tests cannot be executed.

Table C.14: Limitation of the SUT

	Limitations of the SUT

	


C.5.3
Environmental Conditions

In table C.15 the client provides information about any tighter environmental conditions for the correct operation of the SUT.

Table C.15: Environmental Conditions

	Environmental Conditions

	


C.6
Ancillary Protocols

This clause is completed by the client in conjunction with the test laboratory.

In the following tables, the client identifies relevant information concerning each ancillary protocol in the SUT other than the IUT itself. One table for one ancillary protocol.

Based on the MOT the test laboratory should create question proforma for each ancillary protocol in the blank space following each table. The information required is dependent on the MOT and the SUT, and covers all the addressing, parameter values, timer values and facilities (relevant to ENs) as defined by the ICS for the ancillary protocol.

C.6.1
Ancillary Protocols 1

Table C.16: Ancillary Protocol 1

	Protocol Name
	

	Version number
	

	ICS Reference (optional)
	

	IXIT Reference (optional)
	

	PCTR Reference (optional)
	


C.6.2
Ancillary Protocols 2

Table C.17: Ancillary Protocol 2

	Protocol Name
	

	Version number
	

	ICS Reference (optional)
	

	IXIT Reference (optional)
	

	PCTR Reference (optional)
	


Annex D (informative):
PCTR Proforma

Notwithstanding the provisions of the copyright clause related to the text of the present document, 3GPP Organizational Partners grant that users of the present document may freely reproduce the PCTR proforma in this annex so that it can be used for its intended purposes and may further publish the completed PCTR.

PROTOCOL

Conformance Test Report

(PCTR)

Universal Mobile Telecommunication System, UMTS,

User Equipment-Network Access
Layer 3 Signalling Functions

	Test Candidate
	

	Name
:
	SUT name

	Model
:
	model

	H/W version
:
	hw

	S/W version
:
	sw

	Serial No.
:
	serienr


	
Client
	

	Name
:
	

	Street / No.
:
	

	Postal Code / City:
	

	Country
:
	


	This Test Report shall not be reproduced except in full without the written permission of TEST LAB REFERENCE, and shall not be quoted out of context.


Annex E (informative):
TTCN3 style guide for 3GPP IMS ATS
Annex F (informative): 
BNF Message Definitions
This is a list of all the BNF definitions required for the ATS, compiled from all necessary RFCs.
 TC  RFC 3261

25  Augmented BNF for the SIP Protocol

   All of the mechanisms specified in this document are described in

   both prose and an augmented Backus-Naur Form (BNF) defined in RFC

   2234 [10].  Section 6.1 of RFC 2234 defines a set of core rules that

   are used by this specification, and not repeated here.  Implementers

   need to be familiar with the notation and content of RFC 2234 in

   order to understand this specification.  Certain basic rules are in

   uppercase, such as SP, LWS, HTAB, CRLF, DIGIT, ALPHA, etc.  Angle

   brackets are used within definitions to clarify the use of rule

   names.

   The use of square brackets is redundant syntactically.  It is used as

   a semantic hint that the specific parameter is optional to use.

25.1 Basic Rules

   The following rules are used throughout this specification to

   describe basic parsing constructs.  The US-ASCII coded character set

   is defined by ANSI X3.4-1986.

      alphanum  =  ALPHA / DIGIT

   Several rules are incorporated from RFC 2396 [5] but are updated to

   make them compliant with RFC 2234 [10].  These include:

      reserved    =  ";" / "/" / "?" / ":" / "@" / "&" / "=" / "+"

                     / "$" / ","

      unreserved  =  alphanum / mark

      mark        =  "-" / "_" / "." / "!" / "~" / "*" / "'"

                     / "(" / ")"

      escaped     =  "%" HEXDIG HEXDIG

   SIP header field values can be folded onto multiple lines if the

   continuation line begins with a space or horizontal tab.  All linear

   white space, including folding, has the same semantics as SP.  A

   recipient MAY replace any linear white space with a single SP before

   interpreting the field value or forwarding the message downstream.

   This is intended to behave exactly as HTTP/1.1 as described in RFC

   2616 [8].  The SWS construct is used when linear white space is

   optional, generally between tokens and separators.

      LWS  =  [*WSP CRLF] 1*WSP ; linear whitespace

      SWS  =  [LWS] ; sep whitespace

   To separate the header name from the rest of value, a colon is used,

   which, by the above rule, allows whitespace before, but no line

   break, and whitespace after, including a linebreak.  The HCOLON

   defines this construct.

      HCOLON  =  *( SP / HTAB ) ":" SWS

   The TEXT-UTF8 rule is only used for descriptive field contents and

   values that are not intended to be interpreted by the message parser.

   Words of *TEXT-UTF8 contain characters from the UTF-8 charset (RFC

   2279 [7]).  The TEXT-UTF8-TRIM rule is used for descriptive field

   contents that are n t quoted strings, where leading and trailing LWS

   is not meaningful.  In this regard, SIP differs from HTTP, which uses

   the ISO 8859-1 character set.

      TEXT-UTF8-TRIM  =  1*TEXT-UTF8char *(*LWS TEXT-UTF8char)

      TEXT-UTF8char   =  %x21-7E / UTF8-NONASCII

      UTF8-NONASCII   =  %xC0-DF 1UTF8-CONT

                      /  %xE0-EF 2UTF8-CONT

                      /  %xF0-F7 3UTF8-CONT

                      /  %xF8-Fb 4UTF8-CONT

                      /  %xFC-FD 5UTF8-CONT

      UTF8-CONT       =  %x80-BF

   A CRLF is allowed in the definition of TEXT-UTF8-TRIM only as part of

   a header field continuation.  It is expected that the folding LWS

   will be replaced with a single SP before interpretation of the TEXT-

   UTF8-TRIM value.

   Hexadecimal numeric characters are used in several protocol elements.

   Some elements (authentication) force hex alphas to be lower case.

      LHEX  =  DIGIT / %x61-66 ;lowercase a-f

   Many SIP header field values consist of words separated by LWS or

   special characters.  Unless otherwise stated, tokens are case-

   insensitive.  These special characters MUST be in a quoted string to

   be used within a parameter value.  The word construct is used in

   Call-ID to allow most separators to be used.

      token       =  1*(alphanum / "-" / "." / "!" / "%" / "*"

                     / "_" / "+" / "`" / "'" / "~" )

      separators  =  "(" / ")" / "<" / ">" / "@" /

                     "," / ";" / ":" / "\" / DQUOTE /

                     "/" / "[" / "]" / "?" / "=" /

                     "{" / "}" / SP / HTAB

      word        =  1*(alphanum / "-" / "." / "!" / "%" / "*" /

                     "_" / "+" / "`" / "'" / "~" /

                     "(" / ")" / "<" / ">" /

                     ":" / "\" / DQUOTE /

                     "/" / "[" / "]" / "?" /

                     "{" / "}" )

   When tokens are used or separators are used between elements,

   whitespace is often allowed before or after these characters:

      STAR    =  SWS "*" SWS ; asterisk

      SLASH   =  SWS "/" SWS ; slash

      EQUAL   =  SWS "=" SWS ; equal

      LPAREN  =  SWS "(" SWS ; left parenthesis

      RPAREN  =  SWS ")" SWS ; right parenthesis

      RAQUOT  =  ">" SWS ; right angle quote

      LAQUOT  =  SWS "<"; left angle quote

      COMMA   =  SWS "," SWS ; comma

      SEMI    =  SWS ";" SWS ; semicolon

      COLON   =  SWS ":" SWS ; colon

      LDQUOT  =  SWS DQUOTE; open double quotation mark

      RDQUOT  =  DQUOTE SWS ; close double quotation mark

   Comments can be included in some SIP header fields by surrounding the

   comment text with parentheses.  Comments are only allowed in fields

   containing "comment" as part of their field value definition.  In all

   other fields, parentheses are considered part of the field value.

      comment  =  LPAREN *(ctext / quoted-pair / comment) RPAREN

      ctext    =  %x21-27 / %x2A-5B / %x5D-7E / UTF8-NONASCII

                  / LWS

   ctext includes all chars except left and right parens and backslash.

   A string of text is parsed as a single word if it is quoted using

   double-quote marks.  In quoted strings, quotation marks (") and

   backslashes (\) need to be escaped.

      quoted-string  =  SWS DQUOTE *(qdtext / quoted-pair ) DQUOTE

      qdtext         =  LWS / %x21 / %x23-5B / %x5D-7E

                        / UTF8-NONASCII

   The backslash character ("\") MAY be used as a single-character

   quoting mechanism only within quoted-string and comment constructs.

   Unlike HTTP/1.1, the characters CR and LF cannot be escaped by this

   mechanism to avoid conflict with line folding and header separation.

quoted-pair  =  "\" (%x00-09 / %x0B-0C

                / %x0E-7F)

SIP-URI          =  "sip:" [ userinfo ] hostport

                    uri-parameters [ headers ]

SIPS-URI         =  "sips:" [ userinfo ] hostport

                    uri-parameters [ headers ]

userinfo         =  ( user / telephone-subscriber ) [ ":" password ] "@"

user             =  1*( unreserved / escaped / user-unreserved )

user-unreserved  =  "&" / "=" / "+" / "$" / "," / ";" / "?" / "/"

password         =  *( unreserved / escaped /

                    "&" / "=" / "+" / "$" / "," )

hostport         =  host [ ":" port ]

host             =  hostname / IPv4address / IPv6reference

hostname         =  *( domainlabel "." ) toplabel [ "." ]

domainlabel      =  alphanum

                    / alphanum *( alphanum / "-" ) alphanum

toplabel         =  ALPHA / ALPHA *( alphanum / "-" ) alphanum

IPv4address    =  1*3DIGIT "." 1*3DIGIT "." 1*3DIGIT "." 1*3DIGIT

IPv6reference  =  "[" IPv6address "]"

IPv6address    =  hexpart [ ":" IPv4address ]

hexpart        =  hexseq / hexseq "::" [ hexseq ] / "::" [ hexseq ]

hexseq         =  hex4 *( ":" hex4)

hex4           =  1*4HEXDIG

port           =  1*DIGIT

   The BNF for telephone-subscriber can be found in RFC 2806 [9].  Note,

   however, that any characters allowed there that are not allowed in

   the user part of the SIP URI MUST be escaped.

uri-parameters    =  *( ";" uri-parameter)

uri-parameter     =  transport-param / user-param / method-param

                     / ttl-param / maddr-param / lr-param / other-param

transport-param   =  "transport="

                     ( "udp" / "tcp" / "sctp" / "tls"

                     / other-transport)

other-transport   =  token

user-param        =  "user=" ( "phone" / "ip" / other-user)

other-user        =  token

method-param      =  "method=" Method

ttl-param         =  "ttl=" ttl

maddr-param       =  "maddr=" host

lr-param          =  "lr"

other-param       =  pname [ "=" pvalue ]

pname             =  1*paramchar

pvalue            =  1*paramchar

paramchar         =  param-unreserved / unreserved / escaped

param-unreserved  =  "[" / "]" / "/" / ":" / "&" / "+" / "$"

headers         =  "?" header *( "&" header )

header          =  hname "=" hvalue

hname           =  1*( hnv-unreserved / unreserved / escaped )

hvalue          =  *( hnv-unreserved / unreserved / escaped )

hnv-unreserved  =  "[" / "]" / "/" / "?" / ":" / "+" / "$"

SIP-message    =  Request / Response

Request        =  Request-Line

                  *( message-header )

                  CRLF

                  [ message-body ]

Request-Line   =  Method SP Request-URI SP SIP-Version CRLF

Request-URI    =  SIP-URI / SIPS-URI / absoluteURI

absoluteURI    =  scheme ":" ( hier-part / opaque-part )

hier-part      =  ( net-path / abs-path ) [ "?" query ]

net-path       =  "//" authority [ abs-path ]

abs-path       =  "/" path-segments

opaque-part    =  uric-no-slash *uric

uric           =  reserved / unreserved / escaped

uric-no-slash  =  unreserved / escaped / ";" / "?" / ":" / "@"

                  / "&" / "=" / "+" / "$" / ","

path-segments  =  segment *( "/" segment )

segment        =  *pchar *( ";" param )

param          =  *pchar

pchar          =  unreserved / escaped /

                  ":" / "@" / "&" / "=" / "+" / "$" / ","

scheme         =  ALPHA *( ALPHA / DIGIT / "+" / "-" / "." )

authority      =  srvr / reg-name

srvr           =  [ [ userinfo "@" ] hostport ]

reg-name       =  1*( unreserved / escaped / "$" / ","

                  / ";" / ":" / "@" / "&" / "=" / "+" )

query          =  *uric

SIP-Version    =  "SIP" "/" 1*DIGIT "." 1*DIGIT

message-header  =  (Accept

                /  Accept-Encoding

                /  Accept-Language

                /  Alert-Info

                /  Allow

                /  Authentication-Info

                /  Authorization

                /  Call-ID

                /  Call-Info

                /  Contact

                /  Content-Disposition

                /  Content-Encoding

                /  Content-Language

                /  Content-Length

                /  Content-Type

                /  CSeq

                /  Date

                /  Error-Info

                /  Expires

                /  From

                /  In-Reply-To

                /  Max-Forwards

                /  MIME-Version

                /  Min-Expires

                /  Organization

                /  Priority

                /  Proxy-Authenticate

                /  Proxy-Authorization

                /  Proxy-Require

                /  Record-Route

                /  Reply-To

                /  Require

                /  Retry-After

                /  Route

                /  Server

                /  Subject

                /  Supported

                /  Timestamp

                /  To

                /  Unsupported

                /  User-Agent

                /  Via

                /  Warning

                /  WWW-Authenticate

                /  extension-header) CRLF

INVITEm           =  %x49.4E.56.49.54.45 ; INVITE in caps

ACKm              =  %x41.43.4B ; ACK in caps

OPTIONSm          =  %x4F.50.54.49.4F.4E.53 ; OPTIONS in caps

BYEm              =  %x42.59.45 ; BYE in caps

CANCELm           =  %x43.41.4E.43.45.4C ; CANCEL in caps

REGISTERm         =  %x52.45.47.49.53.54.45.52 ; REGISTER in caps

Method            =  INVITEm / ACKm / OPTIONSm / BYEm

                     / CANCELm / REGISTERm

                     / extension-method

extension-method  =  token

Response          =  Status-Line

                     *( message-header )

                     CRLF

                     [ message-body ]

Status-Line     =  SIP-Version SP Status-Code SP Reason-Phrase CRLF

Status-Code     =  Informational

               /   Redirection

               /   Success

               /   Client-Error

               /   Server-Error

               /   Global-Failure

               /   extension-code

extension-code  =  3DIGIT

Reason-Phrase   =  *(reserved / unreserved / escaped

                   / UTF8-NONASCII / UTF8-CONT / SP / HTAB)

Informational  =  "100"  ;  Trying

              /   "180"  ;  Ringing

              /   "181"  ;  Call Is Being Forwarded

              /   "182"  ;  Queued

              /   "183"  ;  Session Progress

Success  =  "200"  ;  OK

Redirection  =  "300"  ;  Multiple Choices

            /   "301"  ;  Moved Permanently

            /   "302"  ;  Moved Temporarily

            /   "305"  ;  Use Proxy

            /   "380"  ;  Alternative Service

Client-Error  =  "400"  ;  Bad Request

             /   "401"  ;  Unauthorized

             /   "402"  ;  Payment Required

             /   "403"  ;  Forbidden

             /   "404"  ;  Not Found

             /   "405"  ;  Method Not Allowed

             /   "406"  ;  Not Acceptable

             /   "407"  ;  Proxy Authentication Required

             /   "408"  ;  Request Timeout

             /   "410"  ;  Gone

             /   "413"  ;  Request Entity Too Large

             /   "414"  ;  Request-URI Too Large

             /   "415"  ;  Unsupported Media Type

             /   "416"  ;  Unsupported URI Scheme

             /   "420"  ;  Bad Extension

             /   "421"  ;  Extension Required

             /   "423"  ;  Interval Too Brief

             /   "480"  ;  Temporarily not available

             /   "481"  ;  Call Leg/Transaction Does Not Exist

             /   "482"  ;  Loop Detected

             /   "483"  ;  Too Many Hops

             /   "484"  ;  Address Incomplete

             /   "485"  ;  Ambiguous

             /   "486"  ;  Busy Here

             /   "487"  ;  Request Terminated

             /   "488"  ;  Not Acceptable Here

             /   "491"  ;  Request Pending

             /   "493"  ;  Undecipherable

Server-Error  =  "500"  ;  Internal Server Error

             /   "501"  ;  Not Implemented

             /   "502"  ;  Bad Gateway

             /   "503"  ;  Service Unavailable

             /   "504"  ;  Server Time-out

             /   "505"  ;  SIP Version not supported

             /   "513"  ;  Message Too Large

Global-Failure  =  "600"  ;  Busy Everywhere

               /   "603"  ;  Decline

               /   "604"  ;  Does not exist anywhere

               /   "606"  ;  Not Acceptable

Accept         =  "Accept" HCOLON

                   [ accept-range *(COMMA accept-range) ]

accept-range   =  media-range *(SEMI accept-param)

media-range    =  ( "*/*"

                  / ( m-type SLASH "*" )

                  / ( m-type SLASH m-subtype )

                  ) *( SEMI m-parameter )

accept-param   =  ("q" EQUAL qvalue) / generic-param

qvalue         =  ( "0" [ "." 0*3DIGIT ] )

                  / ( "1" [ "." 0*3("0") ] )

generic-param  =  token [ EQUAL gen-value ]

gen-value      =  token / host / quoted-string

Accept-Encoding  =  "Accept-Encoding" HCOLON

                     [ encoding *(COMMA encoding) ]

encoding         =  codings *(SEMI accept-param)

codings          =  content-coding / "*"

content-coding   =  token

Accept-Language  =  "Accept-Language" HCOLON

                     [ language *(COMMA language) ]

language         =  language-range *(SEMI accept-param)

language-range   =  ( ( 1*8ALPHA *( "-" 1*8ALPHA ) ) / "*" )

Alert-Info   =  "Alert-Info" HCOLON alert-param *(COMMA alert-param)

alert-param  =  LAQUOT absoluteURI RAQUOT *( SEMI generic-param )

Allow  =  "Allow" HCOLON [Method *(COMMA Method)]

Authorization     =  "Authorization" HCOLON credentials

credentials       =  ("Digest" LWS digest-response)

                     / other-response

digest-response   =  dig-resp *(COMMA dig-resp)

dig-resp          =  username / realm / nonce / digest-uri

                      / dresponse / algorithm / cnonce

                      / opaque / message-qop

                      / nonce-count / auth-param

username          =  "username" EQUAL username-value

username-value    =  quoted-string

digest-uri        =  "uri" EQUAL LDQUOT digest-uri-value RDQUOT

digest-uri-value  =  rquest-uri ; Equal to request-uri as specified

                     by HTTP/1.1

message-qop       =  "qop" EQUAL qop-value

cnonce            =  "cnonce" EQUAL cnonce-value

cnonce-value      =  nonce-value

nonce-count       =  "nc" EQUAL nc-value

nc-value          =  8LHEX

dresponse         =  "response" EQUAL request-digest

request-digest    =  LDQUOT 32LHEX RDQUOT

auth-param        =  auth-param-name EQUAL

                     ( token / quoted-string )

auth-param-name   =  token

other-response    =  auth-scheme LWS auth-param

                     *(COMMA auth-param)

auth-scheme       =  token

Authentication-Info  =  "Authentication-Info" HCOLON ainfo

                        *(COMMA ainfo)

ainfo                =  nextnonce / message-qop

                         / response-auth / cnonce

                         / nonce-count

nextnonce            =  "nextnonce" EQUAL nonce-value

response-auth        =  "rspauth" EQUAL response-digest

response-digest      =  LDQUOT *LHEX RDQUOT

Call-ID  =  ( "Call-ID" / "i" ) HCOLON callid

callid   =  word [ "@" word ]

Call-Info   =  "Call-Info" HCOLON info *(COMMA info)

info        =  LAQUOT absoluteURI RAQUOT *( SEMI info-param)

info-param  =  ( "purpose" EQUAL ( "icon" / "info"

               / "card" / token ) ) / generic-param

Contact        =  ("Contact" / "m" ) HCOLON

                  ( STAR / (contact-param *(COMMA contact-param)))

contact-param  =  (name-addr / addr-spec) *(SEMI contact-params)

name-addr      =  [ display-name ] LAQUOT addr-spec RAQUOT

addr-spec      =  SIP-URI / SIPS-URI / absoluteURI

display-name   =  *(token LWS)/ quoted-string

contact-params    =  c-p-q / c-p-expires / feature-param
(taken from RFC 3840)             / contact-extension

 c-p-q              =  "q" EQUAL qvalue

c-p-expires        =  "expires" EQUAL delta-seconds

contact-extension  =  generic-param

delta-seconds      =  1*DIGIT

Content-Disposition   =  "Content-Disposition" HCOLON

                         disp-type *( SEMI disp-param )

disp-type             =  "render" / "session" / "icon" / "alert"

                         / disp-extension-token

disp-param            =  handling-param / generic-param

handling-param        =  "handling" EQUAL

                         ( "optional" / "required"

                         / other-handling )

other-handling        =  token

disp-extension-token  =  token

Content-Encoding  =  ( "Content-Encoding" / "e" ) HCOLON

                     content-coding *(COMMA content-coding)

Content-Language  =  "Content-Language" HCOLON

                     language-tag *(COMMA language-tag)

language-tag      =  primary-tag *( "-" subtag )

primary-tag       =  1*8ALPHA

subtag            =  1*8ALPHA

Content-Length  =  ( "Content-Length" / "l" ) HCOLON 1*DIGIT

Content-Type     =  ( "Content-Type" / "c" ) HCOLON media-type

media-type       =  m-type SLASH m-subtype *(SEMI m-parameter)

m-type           =  discrete-type / composite-type

discrete-type    =  "text" / "image" / "audio" / "video"

                    / "application" / extension-token

composite-type   =  "message" / "multipart" / extension-token

extension-token  =  ietf-token / x-token

ietf-token       =  token

x-token          =  "x-" token

m-subtype        =  extension-token / iana-token

iana-token       =  token

m-parameter      =  m-attribute EQUAL m-value

m-attribute      =  token

m-value          =  token / quoted-string

CSeq  =  "CSeq" HCOLON 1*DIGIT LWS Method

Date          =  "Date" HCOLON SIP-date

SIP-date      =  rfc1123-date

rfc1123-date  =  wkday "," SP date1 SP time SP "GMT"

date1         =  2DIGIT SP month SP 4DIGIT

                 ; day month year (e.g., 02 Jun 1982)

time          =  2DIGIT ":" 2DIGIT ":" 2DIGIT

                 ; 00:00:00 - 23:59:59

wkday         =  "Mon" / "Tue" / "Wed"

                 / "Thu" / "Fri" / "Sat" / "Sun"

month         =  "Jan" / "Feb" / "Mar" / "Apr"

                 / "May" / "Jun" / "Jul" / "Aug"

                 / "Sep" / "Oct" / "Nov" / "Dec"

Error-Info  =  "Error-Info" HCOLON error-uri *(COMMA error-uri)

error-uri   =  LAQUOT absoluteURI RAQUOT *( SEMI generic-param )

Expires     =  "Expires" HCOLON delta-seconds

From        =  ( "From" / "f" ) HCOLON from-spec

from-spec   =  ( name-addr / addr-spec )

               *( SEMI from-param )

from-param  =  tag-param / generic-param

tag-param   =  "tag" EQUAL token

In-Reply-To  =  "In-Reply-To" HCOLON callid *(COMMA callid)

Max-Forwards  =  "Max-Forwards" HCOLON 1*DIGIT

MIME-Version  =  "MIME-Version" HCOLON 1*DIGIT "." 1*DIGIT

Min-Expires  =  "Min-Expires" HCOLON delta-seconds

Organization  =  "Organization" HCOLON [TEXT-UTF8-TRIM]

Priority        =  "Priority" HCOLON priority-value

priority-value  =  "emergency" / "urgent" / "normal"

                   / "non-urgent" / other-priority

other-priority  =  token

Proxy-Authenticate  =  "Proxy-Authenticate" HCOLON challenge

challenge           =  ("Digest" LWS digest-cln *(COMMA digest-cln))

                       / other-challenge

other-challenge     =  auth-scheme LWS auth-param

                       *(COMMA auth-param)

digest-cln          =  realm / domain / nonce

                        / opaque / stale / algorithm

                        / qop-options / auth-param

realm               =  "realm" EQUAL realm-value

realm-value         =  quoted-string

domain              =  "domain" EQUAL LDQUOT URI

                       *( 1*SP URI ) RDQUOT

URI                 =  absoluteURI / abs-path

nonce               =  "nonce" EQUAL nonce-value

nonce-value         =  quoted-string

opaque              =  "opaque" EQUAL quoted-string

stale               =  "stale" EQUAL ( "true" / "false" )

algorithm           =  "algorithm" EQUAL ( "MD5" / "MD5-sess"

                       / token )

qop-options         =  "qop" EQUAL LDQUOT qop-value

                       *("," qop-value) RDQUOT

qop-value           =  "auth" / "auth-int" / token

Proxy-Authorization  =  "Proxy-Authorization" HCOLON credentials

Proxy-Require  =  "Proxy-Require" HCOLON option-tag

                  *(COMMA option-tag)

option-tag     =  token

Record-Route  =  "Record-Route" HCOLON rec-route *(COMMA rec-route)

rec-route     =  name-addr *( SEMI rr-param )

rr-param      =  generic-param

Reply-To      =  "Reply-To" HCOLON rplyto-spec

rplyto-spec   =  ( name-addr / addr-spec )

                 *( SEMI rplyto-param )

rplyto-param  =  generic-param

Require       =  "Require" HCOLON option-tag *(COMMA option-tag)

Retry-After  =  "Retry-After" HCOLON delta-seconds

                [ comment ] *( SEMI retry-param )

retry-param  =  ("duration" EQUAL delta-seconds)

                / generic-param

Route        =  "Route" HCOLON route-param *(COMMA route-param)

route-param  =  name-addr *( SEMI rr-param )

Server           =  "Server" HCOLON server-val *(LWS server-val)

server-val       =  product / comment

product          =  token [SLASH product-version]

product-version  =  token

Subject  =  ( "Subject" / "s" ) HCOLON [TEXT-UTF8-TRIM]

Supported  =  ( "Supported" / "k" ) HCOLON

              [option-tag *(COMMA option-tag)]

Timestamp  =  "Timestamp" HCOLON 1*(DIGIT)

               [ "." *(DIGIT) ] [ LWS delay ]

delay      =  *(DIGIT) [ "." *(DIGIT) ]

To        =  ( "To" / "t" ) HCOLON ( name-addr

             / addr-spec ) *( SEMI to-param )

to-param  =  tag-param / generic-param

Unsupported  =  "Unsupported" HCOLON option-tag *(COMMA option-tag)

User-Agent  =  "User-Agent" HCOLON server-val *(LWS server-val)

Via               =  ( "Via" / "v" ) HCOLON via-parm *(COMMA via-parm)

via-parm          =  sent-protocol LWS sent-by *( SEMI via-params )

via-params        =  via-ttl / via-maddr

                     / via-received / via-branch

                     / via-extension

via-ttl           =  "ttl" EQUAL ttl

via-maddr         =  "maddr" EQUAL host

via-received      =  "received" EQUAL (IPv4address / IPv6address)

via-branch        =  "branch" EQUAL token

via-extension     =  generic-param

sent-protocol     =  protocol-name SLASH protocol-version

                     SLASH transport

protocol-name     =  "SIP" / token

protocol-version  =  token

transport         =  "UDP" / "TCP" / "TLS" / "SCTP"

                     / other-transport

sent-by           =  host [ COLON port ]

ttl               =  1*3DIGIT ; 0 to 255

Warning        =  "Warning" HCOLON warning-value *(COMMA warning-value)

warning-value  =  warn-code SP warn-agent SP warn-text

warn-code      =  3DIGIT

warn-agent     =  hostport / pseudonym

                  ;  the name or pseudonym of the server adding

                  ;  the Warning header, for use in debugging

warn-text      =  quoted-string

pseudonym      =  token

WWW-Authenticate  =  "WWW-Authenticate" HCOLON challenge

extension-header  =  header-name HCOLON header-value

header-name       =  token

header-value      =  *(TEXT-UTF8char / UTF8-CONT / LWS)

message-body  =  *OCTET

Header field          where   proxy ACK BYE CAN INV OPT REG

      ___________________________________________________________

      Accept                  R            -   o   -   o   m*  o

      Accept                 2xx           -   -   -   o   m*  o

      Accept                 415           -   c   -   c   c   c

      Accept-Encoding         R            -   o   -   o   o   o

      Accept-Encoding        2xx           -   -   -   o   m*  o

      Accept-Encoding        415           -   c   -   c   c   c

      Accept-Language         R            -   o   -   o   o   o

      Accept-Language        2xx           -   -   -   o   m*  o

      Accept-Language        415           -   c   -   c   c   c

      Alert-Info              R      ar    -   -   -   o   -   -

      Alert-Info             180     ar    -   -   -   o   -   -

      Allow                   R            -   o   -   o   o   o

      Allow                  2xx           -   o   -   m*  m*  o

      Allow                   r            -   o   -   o   o   o

      Allow                  405           -   m   -   m   m   m

      Authentication-Info    2xx           -   o   -   o   o   o

      Authorization           R            o   o   o   o   o   o

      Call-ID                 c       r    m   m   m   m   m   m

      Call-Info                      ar    -   -   -   o   o   o

      Contact                 R            o   -   -   m   o   o

      Contact                1xx           -   -   -   o   -   -

      Contact                2xx           -   -   -   m   o   o

      Contact                3xx      d    -   o   -   o   o   o

      Contact                485           -   o   -   o   o   o

      Content-Disposition                  o   o   -   o   o   o

      Content-Encoding                     o   o   -   o   o   o

      Content-Language                     o   o   -   o   o   o

      Content-Length                 ar    t   t   t   t   t   t

      Content-Type                         *   *   -   *   *   *

      CSeq                    c       r    m   m   m   m   m   m

      Date                            a    o   o   o   o   o   o

      Error-Info           300-699    a    -   o   o   o   o   o

      Expires                              -   -   -   o   -   o

      From                    c       r    m   m   m   m   m   m

      In-Reply-To             R            -   -   -   o   -   -

      Max-Forwards            R      amr   m   m   m   m   m   m

      Min-Expires            423           -   -   -   -   -   m

      MIME-Version                         o   o   -   o   o   o

      Organization                   ar    -   -   -   o   o   o

   Header field              where       proxy ACK BYE CAN INV OPT REG

   ___________________________________________________________________

   Priority                    R          ar    -   -   -   o   -   -

   Proxy-Authenticate         407         ar    -   m   -   m   m   m

   Proxy-Authenticate         401         ar    -   o   o   o   o   o

   Proxy-Authorization         R          dr    o   o   -   o   o   o

   Proxy-Require               R          ar    -   o   -   o   o   o

   Record-Route                R          ar    o   o   o   o   o   -

   Record-Route             2xx,18x       mr    -   o   o   o   o   -

   Reply-To                                     -   -   -   o   -   -

   Require                                ar    -   c   -   c   c   c

   Retry-After          404,413,480,486         -   o   o   o   o   o

                            500,503             -   o   o   o   o   o

                            600,603             -   o   o   o   o   o

   Route                       R          adr   c   c   c   c   c   c

   Server                      r                -   o   o   o   o   o

   Subject                     R                -   -   -   o   -   -

   Supported                   R                -   o   o   m*  o   o

   Supported                  2xx               -   o   o   m*  m*  o

   Timestamp                                    o   o   o   o   o   o

   To                        c(1)          r    m   m   m   m   m   m

   Unsupported                420               -   m   -   m   m   m

   User-Agent                                   o   o   o   o   o   o

   Via                         R          amr   m   m   m   m   m   m

   Via                        rc          dr    m   m   m   m   m   m

   Warning                     r                -   o   o   o   o   o

   WWW-Authenticate           401         ar    -   m   -   m   m   m

   WWW-Authenticate           407         ar    -   o   -   o   o   o
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   PRACKm        =  %x50.52.41.43.4B ; PRACK in caps

   Method        =  INVITEm / ACKm / OPTIONSm / BYEm

                    / CANCELm / REGISTERm / PRACKm

                    / extension-method

   RAck          =  "RAck" HCOLON response-num LWS CSeq-num LWS Method

   response-num  =  1*DIGIT

   CSeq-num      =  1*DIGIT

   RSeq          =  "RSeq" HCOLON response-num

      Header field  where  proxy ACK BYE CAN INV OPT REG PRA

      ______________________________________________________

      RAck            R           -   -   -   -   -   -   m

      RSeq           1xx          -   -   -   o   -   -   -

               Header field          where   PRACK

               ___________________________________

            Accept                  R       o

            Accept                 2xx      -

            Accept                 415      c

            Accept-Encoding         R       o

            Accept-Encoding        2xx      -

            Accept-Encoding        415      c

            Accept-Language         R       o

            Accept-Language        2xx      -

            Accept-Language        415      c

            Alert-Info              R       -

            Alert-Info             180      -

            Allow                   R       o

            Allow                  2xx      o

            Allow                   r       o

            Allow                  405      m

            Authentication-Info    2xx      o

            Authorization           R       o

            Call-ID                 c       m

            Call-Info                       -

            Contact                 R       -

            Contact                1xx      -

            Contact                2xx      -

            Contact                3xx      o

            Contact                485      o

            Content-Disposition             o

            Content-Encoding                o

            Content-Language                o

            Content-Length                  t

            Content-Type                    *

            CSeq                    c       m

            Date                            o

            Error-Info           300-699    o

            Expires                         -

            From                    c       m

            In-Reply-To             R       -

            Max-Forwards            R       m

            Min-Expires            423      -

            MIME-Version                    o

            Organization                    -

            Priority                    R          -

            Proxy-Authenticate         407         m

            Proxy-Authenticate         401         o

            Proxy-Authorization         R          o

            Proxy-Require               R          o

            Record-Route                R          o

            Record-Route             2xx,18x       o

            Reply-To                               -

            Require                                c

            Retry-After          404,413,480,486   o

                                     500,503       o

                                     600,603       o

            Route                       R          c

            Server                      r          o

            Subject                     R          -

            Supported                   R          o

            Supported                  2xx         o

            Timestamp                              o

            To                          c          m

            Unsupported                420         m

            User-Agent                             o

            Via                         c          m

            Warning                     r          o

            WWW-Authenticate           401         m
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6.4. Response Codes

   This document registers two new response codes. These response codes

   are defined by the following information, which is to be added to the

   method and response-code sub-registry under

   http://www.iana.org/assignments/sip-parameters.

   Response Code Number:   202

   Default Reason Phrase:  Accepted

   Response Code Number:   489

   Default Reason Phrase:  Bad Event

7.1. New Methods

   This document describes two new SIP methods: SUBSCRIBE and

   NOTIFY.

SUBSCRIBE and NOTIFY methods:

   Header                    Where    SUB NOT

   ------                    -----    --- ---

   Accept                      R       o   o

   Accept                     2xx      -   -

   Accept                     415      o   o

   Accept-Encoding             R       o   o

   Accept-Encoding            2xx      -   -

   Accept-Encoding            415      o   o

   Accept-Language             R       o   o

   Accept-Language            2xx      -   -

   Accept-Language            415      o   o

   Alert-Info                  R       -   -

   Alert-Info                 180      -   -

   Allow                       R       o   o

   Allow                      2xx      o   o

   Allow                       r       o   o

   Allow                      405      m   m

   Authentication-Info        2xx      o   o

   Authorization               R       o   o

   Call-ID                     c       m   m

   Contact                     R       m   m

   Contact                    1xx      o   o

   Contact                    2xx      m   o

   Contact                    3xx      m   m

   Contact                    485      o   o

   Content-Disposition                 o   o

   Content-Encoding                    o   o

   Content-Language                    o   o

   Content-Length                      t   t

   Content-Type                        *   *

   CSeq                        c       m   m

   Date                                o   o

   Error-Info               300-699    o   o

   Expires                             o   -

   Expires                    2xx      m   -

   From                        c       m   m

   In-Reply-To                 R       -   -

   Max-Forwards                R       m   m

   Min-Expires                423      m   -

   MIME-Version                        o   o

   Organization                        o   -

   Priority                    R       o   -

   Proxy-Authenticate         407      m   m

   Proxy-Authorization         R       o   o

   Proxy-Require               R       o   o

   RAck                        R       -   -

   Record-Route                R       o   o

   Record-Route           2xx,401,484  o   o

   Reply-To                            -   -

   Require                             o   o

   Retry-After        404,413,480,486  o   o

   Retry-After              500,503    o   o

   Retry-After              600,603    o   o

   Route                       R       c   c

   RSeq                       1xx      o   o

   Server                      r       o   o

   Subject                     R       -   -

   Supported                   R       o   o

   Supported                  2xx      o   o

   Timestamp                           o   o

   To                         c(1)     m   m

   Unsupported                420      o   o

   User-Agent                          o   o

   Via                         c       m   m

   Warning                     R       -   o

   Warning                     r       o   o

   WWW-Authenticate           401      m   m

7.4. Augmented BNF Definitions

   The Augmented BNF definitions for the various new and modified syntax

   elements follows.  The notation is as used in SIP [1], and any

   elements not defined in this section are as defined in SIP and the

   documents to which it refers.

   SUBSCRIBEm        = %x53.55.42.53.43.52.49.42.45 ; SUBSCRIBE in caps

   NOTIFYm           = %x4E.4F.54.49.46.59 ; NOTIFY in caps

   extension-method  = SUBSCRIBEm / NOTIFYm / token

   Event             =  ( "Event" / "o" ) HCOLON event-type

                        *( SEMI event-param )

   event-type        =  event-package *( "." event-template )

   event-package     =  token-nodot

   event-template    =  token-nodot

   token-nodot       =  1*( alphanum / "-"  / "!" / "%" / "*"

                            / "_" / "+" / "`" / "'" / "~" )

   event-param       =  generic-param / ( "id" EQUAL token )

   Allow-Events =  ( "Allow-Events" / "u" ) HCOLON event-type

                   *(COMMA event-type)

   Subscription-State   = "Subscription-State" HCOLON substate-value

                          *( SEMI subexp-params )

   substate-value       = "active" / "pending" / "terminated"

                          / extension-substate

   extension-substate   = token

   subexp-params        =   ("reason" EQUAL event-reason-value)

                          / ("expires" EQUAL delta-seconds)

                          / ("retry-after" EQUAL delta-seconds)

                          / generic-param

   event-reason-value   =   "deactivated"

                          / "probation"

                          / "rejected"

                          / "timeout"

                          / "giveup"

                          / "noresource"

                          / event-reason-extension

   event-reason-extension = token

   Header field      where proxy ACK BYE CAN INV OPT REG PRA SUB NOT

   -----------------------------------------------------------------

   Allow-Events        R          o   o   -   o   o   o   o   o   o

   Allow-Events       2xx         -   o   -   o   o   o   o   o   o

   Allow-Events       489         -   -   -   -   -   -   -   m   m

   Event               R          -   -   -   -   -   -   -   m   m

   Subscription-State  R          -   -   -   -   -   -   -   -   m

RFC 3311

UPDATE method:
           Header field              where      proxy  UPDATE

           ___________________________________________________

           Accept                     R                   o

           Accept                     2xx                 o

           Accept                     415                 c

           Accept-Encoding             R                  o

           Accept-Encoding            2xx                 o

           Accept-Encoding            415                 c

           Accept-Language             R                  o

           Accept-Language            2xx                 o

           Accept-Language            415                 c

           Alert-Info                                     -

           Allow                       R                  o

           Allow                      2xx                 o

           Allow                       r                  o

           Allow                      405                 m

           Allow-Events               (1)                 -

           Authentication-Info        2xx                 o

           Authorization               R                  o

           Call-ID                     c           r      m

           Call-Info                              ar      o

           Contact                     R                  m

           Contact                    1xx                 o

           Contact                    2xx                 m

           Contact                    3xx          d      o

           Contact                    485                 o

           Content-Disposition                            o

           Content-Encoding                               o

           Content-Language                               o

           Content-Length                         ar      t

           Content-Type                                   *

           CSeq                        c           r      m

           Date                                    a      o

           Error-Info               300-699        a      o

           Event                      (1)                 -

           Expires                                        -

           From                        c           r      m

           In-Reply-To                                    -

           Max-Forwards                R          amr     m

           Min-Expires                                    -

           MIME-Version                                   o

           Organization                           ar      o

           Priority                                       -

           Proxy-Authenticate         407         ar      m

           Proxy-Authenticate         401         ar      o

           Proxy-Authorization         R          dr      o

           Proxy-Require               R          ar      o

           RAck                        R                  -

           Record-Route                R          ar      o

           Record-Route             2xx,18x       mr      o

           Reply-To                                       -

           Require                                ar      c

           Retry-After          404,413,480,486           o

                                    500,503               o

                                    600,603               o

           Route                       R          adr     c

           RSeq                        -                  -

           Server                      r                  o

           Subject                     -                  -

           Subscription-State         (1)                 -

           Supported                   R                  o

           Supported                  2xx                 o

           Timestamp                                      o

           To                          c           r      m

           Unsupported                420                 m

           User-Agent                                     o

           Via                         R          amr     m

           Via                        rc          dr      m

           Warning                     r                  o

           WWW-Authenticate           401         ar      m

           WWW-Authenticate           407         ar      o

RFC 3313

      P-Media-Authorization   = "P-Media-Authorization" HCOLON

                                  P-Media-Authorization-Token

                                  *(COMMA P-Media-Authorization-Token)

      P-Media-Authorization-Token = 1*HEXDIG

                              Where  proxy  ACK  BYE  CAN  INV  OPT  REG

      P-Media-Authorization     R      ad    o    -    -    o    -    -

      P-Media-Authorization    2xx     ad    -    -    -    o    -    -

      P-Media-Authorization  101-199   ad    -    -    -    o    -    -

                              Where  proxy  INF  PRA  UPD  SUB  NOT

      P-Media-Authorization     R      ad    -    o    o    -    -

      P-Media-Authorization    2xx     ad    -    o    o    -    -

RFC 3323

   Privacy-hdr  =  "Privacy" HCOLON priv-value *(";" priv-value)

   priv-value   =   "header" / "session" / "user" / "none" / "critical"

                    / token

   Header field          where   proxy ACK BYE CAN INV OPT REG

   ___________________________________________________________

   Privacy                        amrd  o   o   o   o   o   o

   Header field                        SUB NOT PRK IFO UPD MSG

   ___________________________________________________________

   Privacy                              o   o   o   o   o   o

RFC 3325

9.1 The P-Asserted-Identity Header

   The P-Asserted-Identity header field is used among trusted SIP

   entities (typically intermediaries) to carry the identity of the user

   sending a SIP message as it was verified by authentication.

      PAssertedID = "P-Asserted-Identity" HCOLON PAssertedID-value

                      *(COMMA PAssertedID-value)

      PAssertedID-value = name-addr / addr-spec

   A P-Asserted-Identity header field value MUST consist of exactly one

   name-addr or addr-spec.  There may be one or two P-Asserted-Identity

   values.  If there is one value, it MUST be a sip, sips, or tel URI.

   If there are two values, one value MUST be a sip or sips URI and the

   other MUST be a tel URI.  It is worth noting that proxies can (and

   will) add and remove this header field.

9.2 The P-Preferred-Identity Header

   The P-Preferred-Identity header field is used from a user agent to a

   trusted proxy to carry the identity the user sending the SIP message

   wishes to be used for the P-Asserted-Header field value that the

   trusted element will insert.

      PPreferredID = "P-Preferred-Identity" HCOLON PPreferredID-value

                        *(COMMA PPreferredID-value)

      PPreferredID-value = name-addr / addr-spec

   A P-Preferred-Identity header field value MUST consist of exactly one

   name-addr or addr-spec.  There may be one or two P-Preferred-Identity

   values.  If there is one value, it MUST be a sip, sips, or tel URI.

   If there are two values, one value MUST be a sip or sips URI and the

   other MUST be a tel URI.  It is worth noting that proxies can (and

   will) remove this header field.

9.3 The "id" Privacy Type

   This specification adds a new privacy type ("priv-value") to the

   Privacy header, defined in [2].  The presence of this privacy type in

   a Privacy header field indicates that the user would like the Network

   Asserted Identity to be kept private with respect to SIP entities

   outside the Trust Domain with which the user authenticated.  Note

   that a user requesting multiple types of privacy MUST include all of

   the requested privacy types in its Privacy header field value.

      priv-value = "id"

     Example:

              Privacy: id

      Header field         where   proxy   ACK  BYE  CAN  INV  OPT  REG

      ------------         -----   -----   ---  ---  ---  ---  ---  ---

      P-Asserted-Identity           adr     -    o    -    o    o    -

                                           SUB  NOT  REF  INF  UPD  PRA

                                           ---  ---  ---  ---  ---  ---

                                            o    o    o    -    -    -

      Header field         where   proxy   ACK  BYE  CAN  INV  OPT  REG

      ------------         -----   -----   ---  ---  ---  ---  ---  ---

      P-Preferred-Identity          adr     -    o    -    o    o    -

                                           SUB  NOT  REF  INF  UPD  PRA

                                           ---  ---  ---  ---  ---  ---

                                            o    o    o    -    -    -

RFC 3326

Reason            =  "Reason" HCOLON reason-value *(COMMA reason-value)

 reason-value      =  protocol *(SEMI reason-params)

 protocol          =  "SIP" / "Q.850" / token

 reason-params     =  protocol-cause / reason-text

                      / reason-extension

 protocol-cause    =  "cause" EQUAL cause

 cause             =  1*DIGIT

 reason-text       =  "text" EQUAL quoted-string

 reason-extension  =  generic-param

   The following values for the protocol field have been defined:

      SIP: The cause parameter contains a SIP status code.

      Q.850: The cause parameter contains an ITU-T Q.850 cause value

           in decimal representation.

   Examples are:

      Reason: SIP ;cause=200 ;text="Call completed elsewhere"

      Reason: Q.850 ;cause=16 ;text="Terminated"

      Reason: SIP ;cause=600 ;text="Busy Everywhere"

      Reason: SIP ;cause=580 ;text="Precondition Failure"

RFC 3327

   Path = "Path" HCOLON path-value *( COMMA path-value )

   path-value = name-addr *( SEMI rr-param )

   Note that the Path header field values conform to the syntax of a

   Route element as defined in [1].  As suggested therein, such values

   MUST include the loose-routing indicator parameter ";lr" for full

   compliance with [1].

      Header field          where   proxy ACK BYE CAN INV OPT REG

      ___________________________________________________________

      Path                    R       ar   -   -   -   -   -   o

      Path                   2xx       -   -   -   -   -   -   o

RFC 3329
security-client  = "Security-Client" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

security-server  = "Security-Server" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

security-verify  = "Security-Verify" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

sec-mechanism    = mechanism-name *(SEMI mech-parameters)

mechanism-name   = ( "digest" / "tls" / "ipsec-ike" /

                          "ipsec-man" / token )

mech-parameters  = ( preference / digest-algorithm /

                           digest-qop / digest-verify / extension )

preference       = "q" EQUAL qvalue

qvalue           = ( "0" [ "." 0*3DIGIT ] )

                          / ( "1" [ "." 0*3("0") ] )

digest-algorithm = "d-alg" EQUAL token

digest-qop       = "d-qop" EQUAL token

digest-verify    = "d-ver" EQUAL LDQUOT 32LHEX RDQUOT

extension        = generic-param

Note that qvalue is already defined in the SIP BNF [1].  We have copied its definitions here for completeness.

The parameters described by the BNF above have the following semantics:

      Mechanism-name

         This token identifies the security mechanism supported by the

         client, when it appears in a Security-Client header field; or

         by the server, when it appears in a Security-Server or in a

         Security-Verify header field.  The mechanism-name tokens are

         registered with the IANA.  This specification defines four

         values:

         *  "tls" for TLS [3].

         *  "digest" for HTTP Digest [4].

         *  "ipsec-ike" for IPsec with IKE [2].

         *  "ipsec-man" for manually keyed IPsec without IKE.

      Preference

         The "q" value indicates a relative preference for the

         particular mechanism.  The higher the value the more preferred

         the mechanism is.  All the security mechanisms MUST have

         different "q" values.  It is an error to provide two mechanisms

         with the same "q" value.

      Digest-algorithm

         This optional parameter is defined here only for HTTP Digest

         [4] in order to prevent the bidding-down attack for the HTTP

         Digest algorithm parameter.  The content of the field may have

         same values as defined in [4] for the "algorithm" field.

      Digest-qop

         This optional parameter is defined here only for HTTP Digest

         [4] in order to prevent the bidding-down attack for the HTTP

         Digest qop parameter.  The content of the field may have same

         values as defined in [4] for the "qop" field.

      Digest-verify

         This optional parameter is defined here only for HTTP Digest

         [4] in order to prevent the bidding-down attack for the SIP

         security mechanism agreement (this document).  The content of

         the field is counted exactly the same way as "request-digest"

         in [4] except that the Security-Server header field is included

         in the A2 parameter.  If the "qop" directive's value is "auth"

         or is unspecified, then A2 is:

            A2 = Method ":" digest-uri-value ":" security-server

            If the "qop" value is "auth-int", then A2 is:

            A2 = Method ":" digest-uri-value ":" H(entity-body) ":"

            security-server

         All linear white spaces in the Security-Server header field

         MUST be replaced by a single SP before calculating or

         interpreting the digest-verify parameter.  Method, digest-uri-

         value, entity-body, and any other HTTP Digest parameter are as

         specified in [4].

   Header field           where        proxy ACK BYE CAN INV OPT REG

   _________________________________________________________________

   Security-Client          R           ard   -   o   -   o   o   o

   Security-Server       421,494              -   o   -   o   o   o

   Security-Verify          R           ard   -   o   -   o   o   o

   Header field           where        proxy SUB NOT PRK IFO UPD MSG

   _________________________________________________________________

   Security-Client          R           ard   o   o   -   o   o   o

   Security-Server       421,494              o   o   -   o   o   o

   Security-Verify          R           ard   o   o   -   o   o   o

RFC 3428

MESSAGE method:

                   Header Field       where  proxy  MESSAGE

                   __________________________________________

                   Accept               R                -

                   Accept              2xx               -

                   Accept              415               m*

                   Accept-Encoding      R                -

                   Accept-Encoding     2xx               -

                   Accept-Encoding     415               m*

                   Accept-Language      R                -

                   Accept-Language     2xx               -

                   Accept-Language     415               m*

                   Alert-Info           R                -

                   Alert-Info          180               -

                   Allow                R                o

                   Allow               2xx               o

                   Allow                r                o

                   Allow               405               m

                   Authentication-Info 2xx               o

                   Authorization        R                o

                   Call-ID              c      r         m

                   Call-Info                  ar         o

                   Contact              R                -

                   Contact             1xx               -

                   Contact             2xx               -

                   Contact             3xx               o

                   Contact             485               o

                   Content-Disposition                   o

                   Content-Encoding                      o

                   Content-Language                      o

                   Content-Length             ar         t

                   Content-Type                          *

                   CSeq                c       r         m

                   Date                        a         o

                   Error-Info       300-699    a         o

                   Expires                               o

                   From                c       r         m

                   In-Reply-To         R                 o

                   Max-Forwards        R      amr        m

                   Organization               ar         o

                   Priority             R     ar         o

                   Proxy-Authenticate  407    ar         m

                   Proxy-Authenticate  401    ar         o

                   Proxy-Authorization  R     dr         o

                   Proxy-Require        R     ar         o

                   Record-Route               ar         -

                   Reply-To                              o

                   Require                    ar         c

                   Retry-After   404,413,480,486         o

                                     500,503             o

                                     600,603             o

                   Route                R     adr        o

                   Server               r                o

                   Subject              R                o

                   Timestamp                             o

                   To                 c(1)     r         m

                   Unsupported         420               o

                   User-Agent                            o

                   Via                  R     amr        m

                   Via                 rc     dr         m

                   Warning              r                o

                   WWW-Authenticate    401    ar         m

                   WWW-Authenticate    407    ar         o

                 (1): copied  with  possible addition of tag

RFC 3455

5.1 P-Associated-URI header syntax

   The syntax of the P-Associated-URI header is described as follows:

      P-Associated-URI       = "P-Associated-URI" HCOLON

                               (p-aso-uri-spec)

                               *(COMMA p-aso-uri-spec)

      p-aso-uri-spec         = name-addr *(SEMI ai-param)

      ai-param               = generic-param

5.2 P-Called-Party-ID header syntax

   The syntax of the P-Called-Party-ID header is described as follows:

      P-Called-Party-ID      = "P-Called-Party-ID" HCOLON

                               called-pty-id-spec

      called-pty-id-spec     = name-addr *(SEMI cpid-param)

      cpid-param             = generic-param

5.3 P-Visited-Network-ID header syntax

   The syntax of the P-Visited-Network-ID header is described as

   follows:

      P-Visited-Network-ID   = "P-Visited-Network-ID" HCOLON

                                vnetwork-spec

                                *(COMMA vnetwork-spec)

      vnetwork-spec          = (token / quoted-string)

                                *(SEMI vnetwork-param)

      vnetwork-param         = generic-param

5.4 P-Access-Network-Info header syntax

   The syntax of the P-Access-Network-Info header is described as

   follows:

      P-Access-Network-Info  = "P-Access-Network-Info" HCOLON

                               access-net-spec

      access-net-spec        = access-type *(SEMI access-info)

      access-type            = "IEEE-802.11a" / "IEEE-802.11b" /

                               "3GPP-GERAN" / "3GPP-UTRAN-FDD" /

                               "3GPP-UTRAN-TDD" /

                               "3GPP-CDMA2000" / token

      access-info            = cgi-3gpp / utran-cell-id-3gpp /

                               extension-access-info

      extension-access-info  = gen-value

      cgi-3gpp               = "cgi-3gpp" EQUAL

                               (token / quoted-string)

      utran-cell-id-3gpp     = "utran-cell-id-3gpp" EQUAL

                               (token / quoted-string)

   The access-info may contain additional information relating to the

   access network.  The values for "cgi-3gpp" and "utran-cell-id-3gpp"

   are defined in 3GPP TS 24.229 [15].

5.5 P-Charging-Function-Addresses header syntax

   The syntax for the P-Charging-Function-Addresses header is described

   as follows:

      P-Charging-Addr        = "P-Charging-Function-Addresses" HCOLON

                               charge-addr-params

                               *(SEMI charge-addr-params)

      charge-addr-params     = ccf / ecf / generic-param

      ccf                    = "ccf" EQUAL gen-value

      ecf                    = "ecf" EQUAL gen-value

5.6 P-Charging-Vector header syntax

      The syntax for the P-Charging-Vector header is described as

      follows:

      P-Charging-Vector     = "P-Charging-Vector" HCOLON icid-value

                              *(SEMI charge-params)

      charge-params         = icid-gen-addr / orig-ioi /

                              term-ioi / generic-param

      icid-value            = "icid-value" EQUAL gen-value

      icid-gen-addr         = "icid-generated-at" EQUAL host

      orig-ioi              = "orig-ioi" EQUAL gen-value

      term-ioi              = "term-ioi" EQUAL gen-value

24.229, clause 7.2a.5.2 -- ?:

The syntax of the P-Charging-Vector header field is described in RFC 3455 [52]. There may be additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.3 describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table 7.3: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / i-wlan-charging-info / generic-param)

   gprs-charging-info = ggsn SEMI auth-token [SEMI pdp-info-hierarchy] *(SEMI extension-param)

   ggsn = "ggsn" EQUAL gen-value

   pdp-info-hierarchy = "pdp-info" EQUAL LDQUOT pdp-info *(COMMA pdp-info) RDQUOT

   pdp-info = pdp-item SEMI pdp-sig SEMI gcid [SEMI flow-id]

   pdp-item = "pdp-item" EQUAL DIGIT

   pdp-sig = "pdp-sig" EQUAL ("yes" / "no")
   gcid = "gcid" EQUAL 1*HEXDIG
   auth-token = "auth-token" EQUAL 1*HEXDIG

   flow-id = "flow-id" EQUAL "(" "{" 1*DIGIT COMMA 1*DIGIT "}" *(COMMA "{" 1*DIGIT COMMA 1*DIGIT "}")")"
   extension-param = token [EQUAL token]

   i-wlan-charging-info = "pdg"
The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks. The description of these parameters are given in the subsequent subclauses.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a session,

When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the Go/Gq interface reference points then null or zero values are included

   Header field          where  proxy  ACK BYE CAN INV OPT REG

   ___________________________________________________________

   P-Associated-URI       2xx           -   -   -   -   -   o

   P-Called-Party-ID       R     amr    -   -   -   o   o   -

   P-Visited-Network-ID    R     ad     -   -   -   o   o   o

   P-Access-Network-Info         dr     -   o   -   o   o   o

   P-Charging-Vector             admr   -   o   -   o   o   o

   P-Charging-Function-          adr    -   o   -   o   o   o

        Addresses

   Header field                    SUB NOT PRA INF UPD MSG REF

   ___________________________________________________________

   P-Associated-URI                 -   -   -   -   -   -   -

   P-Called-Party-ID                o   -   -   -   -   o   o

   P-Visited-Network-ID             o   -   -   -   -   o   o

   P-Access-Network-Info            o   o   o   o   o   o   o

   P-Charging-Vector                o   o   o   o   o   o   o

   P-Charging-Function-             o   o   o   o   o   o   o

     Addresses
RFC 3515

REFER method:

      Header                    Where   REFER
    __________________________________________
      Accept                      R       o
      Accept                     2xx      -
      Accept                     415      c
      Accept-Encoding             R       o
      Accept-Encoding            2xx      -
      Accept-Encoding            415      c
      Accept-Language             R       o
      Accept-Language            2xx      -
      Accept-Language            415      c
      Alert-Info                          -
      Allow                       Rr      o
      Allow                      405      m
      Authentication-Info        2xx      o
      Authorization               R       o
      Call-ID                     c       m
      Call-Info                           -
      Contact                     R       m
      Contact                    1xx      -
      Contact                    2xx      m
      Contact                   3-6xx     o
      Content-Disposition                 o
      Content-Encoding                    o
      Content-Language                    o
      Content-Length                      o
      Content-Type                        *
      CSeq                        c       m
      Date                                o
      Error-Info                3-6xx     o
      Expires                     R       o
      From                        c       m
      In-Reply-To                         -
      Max-Forwards                R       m
      Min-Expires                         -
      MIME-Version                        o
      Organization                        o
      Priority                    R       -
      Proxy-Authenticate         401      o
      Proxy-Authenticate         407      m
      Proxy-Authorization         R       o
      Proxy-Require               R       o
      Record-Route                R       o
      Record-Route           2xx,18x      o
      Reply-To                            -
      Require                             c
      Retry-After        404,413,480,486  o
      Retry-After              500,503    o
      Retry-After              600,603    o
      Route                       R       c
      Server                      r       o
      Subject                     R       -
      Supported                 R,2xx     o
      Timestamp                           o
      To                         c(1)     m
      Unsupported                420      o
      User-Agent                          o
      Via                        c(2)     m
      Warning                     r       o
      WWW-Authenticate           401      m
      WWW-Authenticate           407      o

   Refer-To is a request header field (request-header) as defined by
   [1].  It only appears in a REFER request.  It provides a URL to
   reference.

   Refer-To = ("Refer-To" / "r") HCOLON ( name-addr / addr-spec ) * 
      (SEMI generic-param)

   Header field              where       proxy ACK BYE CAN INV OPT REG
   ___________________________________________________________________
   Refer-To                    R                -   -   -   -   -   -

 RFC 3608

   Service-Route = "Service-Route" HCOLON sr-value *( COMMA sr-value)

   sr-value = name-addr *( SEMI rr-param )

   Note that the Service-Route header field values MUST conform to the
   syntax of a Route element as defined in [3].  As suggested therein,
   such values MUST include the loose-routing indicator parameter ";lr"
   for full compliance with [3].

      Header field          where   proxy ACK BYE CAN INV OPT REG PRA
      _______________________________________________________________
      Service-Route        2xx      ar     -   -   -   -   -   o   -

RFC 3840

   feature-param    =  enc-feature-tag [EQUAL LDQUOT (tag-value-list
                       / string-value ) RDQUOT]
   enc-feature-tag  =  base-tags / other-tags
   base-tags        =  "audio" / "automata" /
                       "class" / "duplex" / "data" /
                       "control" / "mobility" / "description" /
                       "events" / "priority" / "methods" /
                       "schemes" / "application" / "video" /
                       "language" / "type" / "isfocus" /
                       "actor" / "text" / "extensions"
   other-tags      =  "+" ftag-name
   ftag-name       =  ALPHA *( ALPHA / DIGIT / "!" / "'" /
                      "." / "-" / "%" )
   tag-value-list  =  tag-value *("," tag-value)
   tag-value       =  ["!"] (token-nobang / boolean / numeric)
   token-nobang    =  1*(alphanum / "-" / "." / "%" / "*"
                      / "_" / "+" / "`" / "'" / "~" )
   boolean         =  "TRUE" / "FALSE"
   numeric         =  "#" numeric-relation number
   numeric-relation  =  ">=" / "<=" / "=" / (number ":")
   number          =  [ "+" / "-" ] 1*DIGIT ["." 0*DIGIT]
   string-value    =  "<" *(qdtext-no-abkt / quoted-pair ) ">"
   qdtext-no-abkt  =  LWS / %x21 / %x23-3B / %x3D
                           / %x3F-5B / %x5D-7E / UTF8-NONASCII

RFC 3841

   Request-Disposition   =   ( "Request-Disposition" / "d" ) HCOLON
                             directive *(COMMA directive)
   directive             =   proxy-directive / cancel-directive /
                             fork-directive / recurse-directive /
                             parallel-directive / queue-directive
   proxy-directive       =  "proxy" / "redirect"
   cancel-directive      =  "cancel" / "no-cancel"
   fork-directive        =  "fork" / "no-fork"
   recurse-directive     =  "recurse" / "no-recurse"
   parallel-directive    =  "parallel" / "sequential"
   queue-directive       =  "queue" / "no-queue"

   Accept-Contact  =  ("Accept-Contact" / "a") HCOLON ac-value
                      *(COMMA ac-value)
   Reject-Contact  =  ("Reject-Contact" / "j") HCOLON rc-value
                      *(COMMA rc-value)
   ac-value        =  "*" *(SEMI ac-params)
   rc-value        =  "*" *(SEMI rc-params)
   ac-params       =  feature-param / req-param
                         / explicit-param / generic-param
                       ;;feature param from RFC 3840
                       ;;generic-param from RFC 3261
   rc-params       =  feature-param / generic-param
   req-param       =  "require"
   explicit-param  =  "explicit"

   Despite the BNF, there MUST NOT be more than one req-param or
   explicit-param in an ac-params.  Furthermore, there can only be one
   instance of any feature tag in feature-param.

   Header field          where  proxy  ACK BYE CAN INV OPT REG

   Accept-Contact          R      ar    o   o   o   o   o   -
   Reject-Contact          R      ar    o   o   o   o   o   -
   Request-Disposition     R      ar    o   o   o   o   o   o

   Figure 2: Accept-Contact, Reject-Contact, and Request-Disposition
             header fields

   Header field          where  proxy  PRA UPD SUB NOT INF MSG REF

   Accept-Contact          R      ar    o   o   o   o   o   o   o
   Reject-Contact          R      ar    o   o   o   o   o   o   o
   Request-Disposition     R      ar    o   o   o   o   o   o   o

 RFC 3891

      Replaces        = "Replaces" HCOLON callid *(SEMI replaces-param)
      replaces-param  = to-tag / from-tag / early-flag / generic-param
      to-tag          = "to-tag" EQUAL token
      from-tag        = "from-tag" EQUAL token
      early-flag      = "early-only"

   A Replaces header field MUST contain exactly one to-tag and exactly
   one from-tag, as they are required for unique dialog matching.  For
   compatibility with dialogs initiated by RFC 2543 [9] compliant UAs, a
   tag of zero matches both tags of zero and null.  A Replaces header
   field MAY contain the early-flag.

      Header field    where   proxy   ACK  BYE  CAN  INV  OPT  REG  MSG
      ------------    -----   -----   ---  ---  ---  ---  ---  ---  ---
      Replaces          R              -    -    -    o    -    -    -


                                      SUB  NOT  REF  INF  UPD  PRA  PUB
                                      ---  ---  ---  ---  ---  ---  ---
      Replaces          R              -    -    -    -    -    -    -

RFC 3892

      Referred-By  =  ("Referred-By" / "b") HCOLON referrer-uri
                     *( SEMI (referredby-id-param / generic-param) )

      referrer-uri = ( name-addr / addr-spec )

      referredby-id-param = "cid" EQUAL sip-clean-msg-id

      sip-clean-msg-id = LDQUOT dot-atom "@" (dot-atom / host) RDQUOT

      dot-atom = atom *( "." atom )

      atom     = 1*( alphanum / "-" / "!" / "%" / "*" /
                          "_" / "+" / "'" / "`" / "~"   )

   Since the Content-ID appears as a SIP header parameter value which
   must conform to the expansion of the gen-value defined in [5], this
   grammar produces values in the intersection of the expansions of
   gen-value and msg-id from [9].  The double-quotes surrounding the
   sip-clean-msg-id MUST be replaced with left and right angle brackets
   to derive the Content-ID used in the message's MIME body.  For
   example,

      Referred-By: sip:r@ref.example;cid="2UWQFN309shb3@ref.example"
         indicates the token is in the body part containing

           Content-ID: <2UWQFN309shb3@ref.example>

   If the referrer-uri contains a comma, question mark, or semicolon,
   (for example, if it contains URI parameters) the URI MUST be enclosed
   in angle brackets (< and >). Any URI parameters are contained within
   these brackets. If the URI is not enclosed in angle brackets, any
   semicolon-delimited parameters are header-parameters, not URI
   parameters.

     Header field              where       proxy ACK BYE CAN INV OPT REG
     ___________________________________________________________________
     Referred-By                 R                -   o   -   o   o   o

 RFC 3903

      PUBLISHm           = %x50.55.42.4C.49.53.48 ; PUBLISH in caps.
      extension-method   = PUBLISHm / token
      SIP-ETag           = "SIP-ETag" HCOLON entity-tag
      SIP-If-Match       = "SIP-If-Match" HCOLON entity-tag
      entity-tag         = token

   +---------------------+------------+---------+
   | Header Field        |  where    
| PUBLISH |
   +---------------------+------------+---------+
   | Accept              |    R    

|    o    |
   | Accept              |   2xx   

|    -    |
   | Accept              |   415   

|    m*   |
   | Accept-Encoding     |    R    

|    o    |
   | Accept-Encoding     |   2xx   

|    -    |
   | Accept-Encoding     |   415   

|    m*   |
   | Accept-Language     |    R    

|    o    |
   | Accept-Language     |   2xx   

|    -    |
   | Accept-Language     |   415   

|    m*   |
   | Alert-Info          |         

|    -    |
   | Allow               |    R    

|    o    |
   | Allow               |    r    

|    o    |
   | Allow               |   405   

|    m    |
   | Allow-Events        |    R    

|    o    |
   | Allow-Events        |   489  

|    m    |
   | Authentication-Info |   2xx   

|    o    |
   | Authorization       |    R    

|    o    |
   | Call-ID             |    c   

|    m    |
   | Call-Info           |         

|    o    |
   | Contact             |    R    

|    -    |
   | Contact             |   1xx   

|    -    |
   | Contact             |   2xx
   
|    -    |
   | Contact             |   3xx  

|    o    |
   | Contact             |   485 
   
|    o    |
   | Content-Disposition |        
 
|    o    |
   | Content-Encoding    |        
 
|    o    |
   | Content-Language    |       
   
|    o    |
   | Content-Length      |        
 
|    t    |
   | Content-Type        |        
 
|    *    |
   | CSeq                |    c    

|    m    |
   | Date                |         

|    o    |
   | Event               |    R    

|    m    |
   | Error-Info          | 300-699 

|    o    |
   | Expires             |         

|    o    |
   | Expires             |   2xx  

|    m    |
   | From                |    c    

|    m    |
   | In-Reply-To         |    R    

|    -    |
   | Max-Forwards        |    R    

|    m    |
   | Min-Expires         |   423   

|    m    |
   | MIME-Version        |         

|    o    |
   | Organization        |         

|    o    |
   | Priority            |        R   |    o    |
   | Proxy-Authenticate  |       407  |    m    |
   | Proxy-Authenticate  |       401  |    o    |
   | Proxy-Authorization |        R   |    o    |
   | Proxy-Require       |        R   |    o    |
   | Record-Route        |            |    -    |
   | Reply-To            |            |    -    |
   | Require             |            |    o    |
   | Retry-After         | 404,413,480,486 o    |
   | Retry-After         |     500,503|    o    |
   | Retry-After         |     600,603|    o    |
   | Route               |        R   |    c    |
   | Server              |        r   |    o    |
   | Subject             |        R   |    o    |
   | Supported           |        R   |    o    |
   | Supported           |       2xx  |    o    |
   | Timestamp           |            |    o    |
   | To                  |       c(1) |    m    |
   | Unsupported         |       420  |    o    |
   | User-Agent          |            |    o    |
   | Via                 |        R   |    m    |
   | Via                 |        rc  |    m    |
   | Warning             |        r   |    o    |
   | WWW-Authenticate    |       401  |    m    |
   | WWW-Authenticate    |       407  |    o    |
   +---------------------+------------+---------+

   +--------------+-------+-------+-----+-----+-----+-----+-----+
   | Header Field | where | proxy | ACK | BYE | CAN | INF | INV |
   +--------------+-------+-------+-----+-----+-----+-----+-----+
   | SIP-ETag     |  2xx  |       |  -  |  -  |  -  |  -  |  -  |
   | SIP-If-Match |   R   |       |  -  |  -  |  -  |  -  |  -  |
   +--------------+-------+-------+-----+-----+-----+-----+-----+

   +--------------+-------+-------+-----+-----+-----+-----+-----+
   | Header Field | where | proxy | NOT | OPT | PRA | REG | SUB |
   +--------------+-------+-------+-----+-----+-----+-----+-----+
   | SIP-ETag     |  2xx  |       |  -  |  -  |  -  |  -  |  -  |
   | SIP-If-Match |   R   |       |  -  |  -  |  -  |  -  |  -  |
   +--------------+-------+-------+-----+-----+-----+-----+-----+

    +--------------+-------+-------+-----+-----+-----+---------+
    | Header Field | where | proxy | UPD | MSG | REF | PUBLISH |
    +--------------+-------+-------+-----+-----+-----+---------+
    | SIP-ETag     |  2xx  |       |  -  |  -  |  -  |    m    |
    | SIP-If-Match |   R   |       |  -  |  -  |  -  |    o    |
    +--------------+-------+-------+-----+-----+-----+---------+
RFC 3911

      Join            = "Join" HCOLON callid *(SEMI join-param)
      join-param      = to-tag / from-tag / generic-param
      to-tag          = "to-tag" EQUAL token
      from-tag        = "from-tag" EQUAL token

   A Join header MUST contain exactly one to-tag and exactly one from-
   tag, as they are required for unique dialog matching.  For
   compatibility with dialogs initiated by RFC 2543 [11] compliant UAs,
   a to-tag of zero matches both a to-tag value of zero and a null to-
   tag.  Likewise, a from-tag of zero matches both a to-tag value of
   zero and a null from-tag.

   Header field    where   proxy   ACK  BYE  CAN  INV  OPT  REG  MSG
   ------------    -----   -----   ---  ---  ---  ---  ---  ---  ---
   Join              R              -    -    -    o    -    -    -


                                   SUB  NOT  REF  INF  UPD  PRA  PUB
                                   ---  ---  ---  ---  ---  ---  ---
   Join              R              -    -    -    -    -    -    -

RFC 4028

   Min-SE  =  "Min-SE" HCOLON delta-seconds *(SEMI generic-param)

   Session-Expires  = ("Session-Expires" / "x") HCOLON delta-seconds

                        *(SEMI se-params)

   se-params        = refresher-param / generic-param

   refresher-param  = "refresher" EQUAL  ("uas" / "uac")

   +---------------+-----+-----+---+---+---+---+---+---+---+---+---+---+

   |     Header    |where|proxy|ACK|BYE|CAN|INV|OPT|REG|PRA|UPD|SUB|NOT|

   +---------------+-----+-----+---+---+---+---+---+---+---+---+---+---+

   |Session-Expires|  R  | amr | - | - | - | o | - | - | - | o | - | - |

   |               |     |     |   |   |   |   |   |   |   |   |   |   |

   |Session-Expires| 2xx | ar  | - | - | - | o | - | - | - | o | - | - |

   |               |     |     |   |   |   |   |   |   |   |   |   |   |

   |Min-SE         |  R  | amr | - | - | - | o | - | - | - | o | - | - |

   |               |     |     |   |   |   |   |   |   |   |   |   |   |

   |Min-SE         | 422 |     | - | - | - | m | - | - | - | m | - | - |

Annex G (informative):
Change history

	Meet-ing
	TSG doc
	CR
	Rev
	Subject
	Cat
	Old vers
	New vers
	WG doc

	RP-31
	RP-060054
	
	
	Update to version 1.0.0 and present to RAN#31 for information
	
	0.0.1
	1.0.0
	R5-060513


Rapporteur: shicheng.hu@etsi.org






















































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































