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1. [bookmark: _Ref165266342]Introduction
In RAN4 #98-e [1], RAN4 discussed the pre-configured measurement gap (a.k.a fast gap) and made preliminary agreement on more detailed scope for RAN4 discussion. In this paper, we aim to address several critical issues related to the use case and aspects of configuration, activation and deactivation etc. 
2. Discussions
2.1 Explicit indication of network controlled fast gap
The goal of supporting the pre-configured gap is to avoid the latency of RRC reconfiguration and unnecessary data suspension for processing the measurements within the gap. To achieve it, the framework to realize the feature is expected to be robust, fast and straightforward. The core of the framework, in our opinion is related to the activation and deactivation procedures, for which RAN4 has following FFS for further discussions.
	FFS on how pre-configured MGs can be activated/deactivated:
· Option 1 Autonomously/implicitly triggered by DCI/Timer based BWP switching.
· Option 1a A per-UE or per-FR MG is (de)activated following a BWP switch as follows:
· If MG is not required by any of the configured MOs, the MG is deactivated 
· If MG is required by one or more of the configured MOs, the MG is activated
· Option 2 Either network centralized or UE centralized rules will work. 
· Option3:RAN4 need to account robustness of the gap changes when evaluating and agreeing on activation/deactivation of MG pattern(s).


For both option1 and 1a, the (de)activation of the preconfigured MG is to be autonomously triggered upon the BWP switch event based on DCI or timer. As a fast mechanism, such an autonomous behavior is preferred to ensure the MG switch and BWP switch change in a synchronized way. 
Option1a further indicates whether the pre-configured MG shall be ON or OFF is determined by established principles. Since a measurement gap is created jointly by both the network and the UE, option1a is interpreted to set requirements that both the network and UE shall follow the same logic for executing the gap instance. Such an implicit rule can be tricky to enforce and verify. If either side has a misunderstanding, unnecessary data interruptions can happen. Furthermore with the evolution of NR, future changes would require the set of rules to be maintained, causing potential compatibility issues. We thus make the following observations.
Observation1: It is not preferred to have UE and network implicitly follow the same set of rules for creating the gap instances.
Whatever the rules are agreed, the decision which could be made by UE based on BWP setting and measurement configuration is already evaluated and made by the network who owns all the configurations. To resolve the concern in option3, we believe the answer to option2 shall be to promote a network centralized mechanism for robustness and avoiding redundant UE processing (for deriving the same decision as network does). Therefore, it is desirable to introduce an explicit binary indicaton in the signalling to configure the UE whether the MG shall be turned on or off by default for a given BWP. Further observation and proposals can be made as below.
Observation2: Whether a MG shall be ON or OFF for a BWP can be under the full jurisdiction of the network for robustness and avoiding redundant UE processing. The decision can be a binary indication and explicitly configured to a UE per BWP with minimal extra signalling cost.
Proposal1: Fast gap is completely controlled by the network and the decision can be explicitly configured to the UE as a binary indication per BWP.
Proposal1.1: RRC signalling support is needed to indicate whether a legacy MG is ON or OFF by default for a given BWP.
Proposal1.1 prompts the need to define IEs for every BWP downlink configuration whether the MeasConfig::MeasGapConfig shall be default ON or OFF. If agreed, RAN4 will need to send LS to RAN2 for signaling design. According to WID, “•Procedures and signaling for pre-configured MG pattern(s) [RAN2]”, thus we propose, 
Proposal1.2: if proposals 1 and 1.1 are agreed, RAN4 to send LS to RAN2 for defining the signaling and configuration/reconfiguration procedures for the network controlled fast gaps (NCFG) to realize pre-configured MG.
2.2 Key open issues
In this section, we share views on several other open issues by assuming the mechanism revealed in proposals 1/1.1/1.2.
	1. FFS on how pre-configured MGs can be configured:
Option 1. Pre-configured MGs are configured per BWP
Option 2. Pre-configured MGs are configured per UE or per FR which are same as these of legacy MGs

	2. FFS on whether the pre-configured MG when BWP switching on the multiple CCs be discussed?
Option 1. Yes. Study CA and with BWP switch on single/multiple CC cases
Option 2. Study CA and with BWP switch on single CC cases only.


According to proposal1.1, a pre-configured GAP may be provided for every candidate BWP. In its simplest configuration as proposal1.2 implies, only a binary indication is needed for a BWP which specifies the default state of the legacy RRC configured MG in MeasConfig::MeasGapConfig.  
For the 2nd FFS on the fast gap applicability for CA, technically speaking, the pre-configured state can be different per BWP and the BWP can be either the candidate BWPs on the same carrier or a different carrier, which can lead to the situation different carriers have their own MG setting essentially. It is also observed that per CC MG configuration is not within the scope of the MG enhancement WID. As such, certain limitation shall be imposed on the support of per BWP based fast gap switching in the CA context and option2 may be discussed for example.
Proposal2: RAN4 to discuss if network controlled fast gap applies to CA case. 
Proposal2.1: If considered, the same MG shall be applied to all the carriers per FR or per UE consistently according to agreed rules, e.g. by following the MG switch on the sPCell.
Note in 98-e, RAN4 has agreed to deprioritize the feature for MRDC. If the feature is not adopted for NRCA, the applicability of pre-configured gap will be largely discounted and the WID shall be updated to refine the scope. 
Next we discuss the 3rd FFS.
	3. FFS on activation/deactivation delay
Option 1: No separated activation delay for the pre-configured MG activation/deactivation
Option 2: some transition time (T) shall be included in the pre-configured MG activation/deactivation time.
Option 3: The delay of MG (de)activation is same as that of BWP switching.
Option 4 :MGP change delay shall be evaluated based on realistic latencies.


As indicated in [2] and fig.1, a BWP switch can be triggered by DCI while MG is pre-configured and periodic. A UE implementation may require certain margins to be reserved before and after the BWP switch in order to,
1) Abort the existing periodic MG if it is ON in BWP0 when BWP0 is switched to BWP1. 
2) (Re)schedule the MG for RF retuning operations when BWP1 is switched to BWP0. 


Figure 1 BWP switch with preconfigured GAP[2]
By looking at fig.1, if a MG (shaded block in fig.1) is too close to the BWP switch trigger time when DCI is received within y ms, UE may not have sufficient time to cancel the SW programming and execution for entering into the gap. Thus option1 doesnot seem to be a viable avenue in this circumstance. 
Concerns in option3 are that it implies UE should be able to simultaneously complete the switch from BWP1 to BWP0 and the preparation of opening the gap at the very first instant upon BWP0 is activated in the extreme case. Since such an assumption may not establish for every UE implementation, it is fair the X ms starting point be defined when BWP0 is first activated.
In view of above, agreement needs to be based on balancing options2 and 4.
Proposal3: RAN4 to discuss certain time margins to activate and deactivate the pre-configured MG during BWP switch.
Proposal3.1: MG deactivation delay of [Y]ms is defined from the DCI of BWP switch is received to the eraliest time instant when MG can be aborted.
Proposal3.2: MG activation delay of [X]ms is defined from the completion of target BWP activation to the earliest time instant when a MG can be entered. 
Proposal3.3: No requirements shall be defined for the measurements within the gaps during [Y] and/or [X]ms.
2.3 Relationship of pre-configured MG and legacy MG
There have been several open issues alluding to the relationship of pre-configured MG and legacy MG (so called “current” RRC configured MG). 
	4. FFS on relation of pre-configured MG pattern and with the current RRC configured MG
5. FFS on Per-UE/Per-FR pre-configured MG pattern applicability


Where, the 5th FFS is also related to the 4th FFS. And the 4th FFS is contingent on RAN4 agreeement whether to allow network configures an alternative MG in addition to the legacy RRC configured MG. As pointed in proposal1.1, the bare minimum information originated from the network is whether the existing legacy RRC configured MG can be ON or OFF. In which case, the network controlled fast gap indicates only the default state of legacy MG on an individual BWP basis and there is only one MG that can be active and determines the type of MG to be per-UE or per FR.
However, if RAN4 finds it useful to allow an alternative MG configuration to be pre-configured separately, then the network may provide in the NCFG configuration both the default state and the additional MG pattern which can be different from the legacy MG. In this case, NCFG is indeed orthogonal to the legacy MG and RAN4 will further discuss whether they can be concurrently active as multiple gaps or they shall be exclusive.
Observation3: pre-configured MG via network controlled fast gap can be either a default state for the legacy gap per BWP; or, a separately configured MG and default state per BWP. 
Proposal4: RAN4 may firstly discuss whether a separate MG configuration is provided in the NCFG configuration by the network.
Proposal4.1: If NCFG contains a separate MG configuration, its relationship with the legacy MG shall be clarified.
3. Conclusions
In this paper, we share our view on specifying the requirements for pre-configured MG and achieving it via the mechanism of network controlled fast gap. Following observations and proposals are presented.
Observation1: It is not preferred to have UE and network implicitly follow the same set of rules for creating the gap instances.
Observation2: Whether a MG shall be ON or OFF for a BWP can be under the full jurisdiction of the network for robustness and avoiding redundant UE processing. The decision can be a binary indication and explicitly configured to a UE per BWP with minimized extra signalling cost.
Observation3: pre-configured MG via network controlled fast gap can be either a default state for the legacy gap per BWP; or, a separately configured MG and default state per BWP. 
Proposal1: Fast gap is completely controlled by the network and the decision can be explicitly configured to the UE as a binary indication per BWP.
Proposal1.1: RRC signalling support is needed to indicate whether a legacy MG is ON or OFF by default for a given BWP.
Proposal1.2: if proposals 1 and 1.1 are agreed, RAN4 to send LS to RAN2 for defining the signaling and configuration/reconfiguration procedures for the network controlled fast gaps (NCFG) to realize pre-configured MG.
Proposal2: RAN4 to discuss if network controlled fast gap applies to CA case. 
Proposal2.1: If considered, the same MG shall be applied to all the carriers per FR or per UE consistently according to agreed rules.
Proposal3: RAN4 to discuss realistic time margins to activate and deactivate the pre-configured MG during BWP switch.
Proposal3.1: MG deactivation delay of [Y]ms is defined from the DCI of BWP switch is received to the eraliest time instant when MG can be aborted.
Proposal3.2: MG activation delay of [X]ms is defined from the completion of target BWP activation to the earliest time instant when a MG can be entered. 
Proposal3.3: No requirements shall be defined for the measurements within the gaps during [Y] and/or [X]ms.
Proposal4: RAN4 may firstly discuss whether a separate MG configuration is provided in the NCFG configuration by the network.
Proposal4.1: If NCFG contains a separate MG configuration, its relationship with the legacy MG shall be clarified.
4. References
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