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1 Introduction
In RAN4#91, simulation assumption for coexistence study is agreed [1]. In RAN4#92, some parameter are updated, i.e the power control and minimum distance etc.  In this paper, we present our updated simulation results for FR2 for layout 1.
2 Discussion
The scenario simulated is for the layout 1, the simulation assumption is according to[1] and simulated scenario is listed in Table 1 below between the IAB network <-> NR Macro network and Table 2 for IAB <-> IAB network
Table 1:  Scenarios simulated for layout 1 between IAB <-> NR
	Scenario 
No.
	Deployment Scenario
(Aggressor->Victim)
	IAB drop method
	Baseline 
	Aggressor 
	Victim 

	1
	IAB -> NR Macro
	Random drop
	NR macro DL;

IAB (unenabled): access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) inactive
	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active 
	NR macro DL;



	2
	
	
	NR macro UL; IAB(unenabled) : access link (IAB-DU) DL inactive, backhaul link (IAB-MT) inactive
	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	NR macro, UL

	3
	NR Macro -> IAB 
	Random drop
	NR macro DL inactive;

IAB: access link ( IAB-DU) DL inactive, backhaul link DL( IAB-MT) active
	NR macro DL active;


	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active

	4
	
	
	NR macro UL inactive; IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	NR macro UL active;


	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active

	5
	IAB -> NR Macro
	circle drop
	NR macro DL;

IAB (unenabled): access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) inactive
	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active 
	NR macro DL;



	6
	
	
	NR macro UL; IAB(unenabled) : access link (IAB-DU) DL inactive, backhaul link (IAB-MT) inactive
	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	NR macro, UL

	7
	NR Macro -> IAB 
	circle drop
	NR macro DL inactive;

IAB: access link ( IAB-DU) DL inactive, backhaul link DL( IAB-MT) active
	NR macro DL active;


	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active

	8
	
	
	NR macro UL inactive; IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	NR macro UL active;


	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active


And scenarios between IAB network -> IAB network,
Table 2:  Scenarios simulated for layout 1 between IAB <-> IAB
	Scenario 
No.
	Deployment Scenario
(Aggressor->Victim)
	IAB drop method
	Baseline 
	Aggressor in IAB 
	Victim in IAB

	9
	IAB -> IAB 
	Random drop
	IAB aggressor: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL inactive

IAB victim: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL active
	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active 
	IAB: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL active

	10
	
	
	IAB aggressor: access link ( IAB-DU) UL inactive, backhaul link ( IAB-MT) UL inactive

IAB (victim): access link (IAB-DU) UL inactive, backhaul link (IAB-MT) UL active
	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	IAB: access link (IAB-DU) UL inactive, backhaul link (IAB-MT) UL active

	11
	IAB -> IAB 
	Circle drop
	IAB aggressor: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL inactive

IAB victim: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL active
	IAB: access link (IAB-DU) inactive, backhaul link ( IAB-MT) DL active 
	IAB: access link ( IAB-DU) DL inactive, backhaul link ( IAB-MT) DL active

	12
	
	
	IAB aggressor: access link ( IAB-DU) UL inactive, backhaul link ( IAB-MT) UL inactive

IAB (victim): access link (IAB-DU) UL inactive, backhaul link (IAB-MT) UL active
	IAB: access link (IAB-DU) inactive, backhaul link (IAB-MT) UL active
	IAB: access link (IAB-DU) UL inactive, backhaul link (IAB-MT) UL active


IAB aggressor -> NR macro victim
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Figure 1: Simulated network map for IAB (aggressor) and NR Macro (Victim) with a random drop
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Figure 2: Simulated network map for IAB (aggressor) and NR Macro (Victim) with a circle drop 

The circle to drop within is in the above case a circle with centre 40 m away from the macro, with radius 20 m. Together with the minimum distance of 40 m between nodes it remains more or less a half circle.
Table 3 lists the simulation result observations for the IAB aggressor to NR macro with the updates of uplink power control from [3], the NR DL is not impacted as expected as the DL transmission from IAB parent to IAB child is like normal BS transmission from BS to UE and it does not deviate from the baseline.  However, the NR victim UL experience 2-4% throughput loss in average (50% percentile in Table 1) depending on IAB drop cases. In TR 38.803 [2], with NR aggressor the victim may lose 1-2% throughput. The target SINR for IAB aggressor is 7 dB higher than the case in [2], but ACIR from IAB (ACIR =22 dB) is 6 dB better than ACIR from UE (ACIR=16 dB), there still 1 dB more interference coming from IAB node compared to normal NR UE at UL which may give some explanation on the more throughput degradation compared to case in TR 38.803 When referring to the worst case scenario with 5 percentile performance for victim cell edge with allowed maximum 5% throughput degradation criteria, the IAB ACIR with NR FR2 BS number (ACIR =22 dB) will be minimum to meet this and cannot be relaxed.
Observation#1: IAB network (aggressor) impact on the co-located neighbour NR BS network (victim) with average 2-4% uplink throughput loss. The victim NR network cell edge performance (5 percentile point) can be maintained with IAB using the ACIR=22 dB with a criteria of maximum 5% throughput degradation. No DL throughput impact from IAB network to neighbour NR BS is observed.
Table 3: SINR and throughput degradation based on below figure.
	 Observation Point
	NR Victim UL

	
	SINR degradation (dB)
	Throughput degradation (%)

	
	IAB Random drop
	IAB drop within circle
	IAB Random drop
	IAB drop within circle

	5%
	2
	2
	1
	5

	50%
	0,4
	0,7
	2.7
	3.7

	95%
	0,1
	0,3
	<1
	<1
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Figure 2: Uplink Throughput CDFs for IAB aggressor to NR victim 
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Figure 3: Uplink SINR CDFs for IAB aggressor to NR victim
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Figure 4: downlink Throughput CDFs for IAB aggressor to NR victim
[image: image6.jpg]CDF

100

%

88

78

68

58

a0

£

28

10

-10

——T: NR Victim
[ NR Victim, with random drop 1AB aggressor
———I': NR Victim, with circle drop 1AB aggressor

20 38 a0 El
SINR (dB)- DL




Figure 5: downlink SINR CDFs for IAB aggressor to NR victim
NR macro aggressor -> IAB (victim)

NR macro aggressor -> IAB (victim) random drop
From simulation result observations for the NR aggressor to IAB victim random drop, the IAB UL or DL is not impacted so notably. 
Observation#2: NR network (aggressor) does not impact on the DL/ UL throughput of the IAB network (victim) noticeably (less than 1%).
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Figure 6: Uplink Throughput CDFs for NR aggressor to IAB victim random drop
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Figure 7: Uplink SINR CDFs for NR aggressor to IAB victim random drop
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Figure 8: Downlink Throughput CDFs for NR aggressor to IAB victim random drop
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Figure 9: Downlink SINR CDFs for NR aggressor to IAB victim random drop
NR macro aggressor -> IAB (victim) circle drop
From simulation result observations for the NR aggressor to IAB victim circle drop, the IAB UL or DL is not impacted so notably. 
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Figure 10: Uplink Throughput CDFs for NR aggressor to IAB victim circle drop
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Figure 11: Uplink SINR CDFs for NR aggressor to IAB victim circle drop
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Figure 12: Downlink Throughput CDFs for NR aggressor to IAB victim circle drop
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Figure 13: Downlink SINR CDFs for NR aggressor to IAB victim circle drop
IAB micro (Aggressor) -> IAB micro (Victim)

From simulation result observations for the IAB aggressor to IAB victim random drop (section 2.3.1 and 2.3.2), the IAB UL or DL is not impacted so notably. 

For the UL performance comparison, Table 4 list the comparison results for both random drop and circle drop. When both operators deploy the IAB network at the co-located NR BS, it can be seen that the uplink throughput for both operators will be degraded as the IAB network will be mutual impacted when both IAB network operate at the same uplink time slot and very closely with circle drop. 
Observation#3: IAB (aggressor) to IAB network (victim) impact on UL throughput loss not so noticeably with random drop (< 1%). The impact on DL throughput is not noticeably.
Table 4: SINR and throughput degradation based on below figures.
	 Observation Point
	IAB Aggressor -> IAB Victim UL

	
	SINR degradation (dB)
	Throughput degradation (%)

	
	IAB Random drop
	IAB drop within circle
	IAB Random drop
	IAB drop within circle

	5%
	<0,1
	<0.1
	<1
	<1

	50%
	0,8
	1,7
	<1
	<1

	95%
	0,2
	0,9
	<1
	<1


IAB micro (Aggressor) -> IAB micro (Victim), both random drop
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Figure 14: Simulated network map for IAB (aggressor) and IAB (Victim) both with a random drop 
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Figure 15: Uplink Throughput CDFs for IAB aggressor to IAB victim random drop
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Figure 16: Uplink SINR CDFs for IAB aggressor to IAB victim random drop
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Figure 17: Downlink Throughput CDFs for IAB aggressor to IAB victim random drop
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Figure 18: Downlink SINR CDFs for IAB aggressor to IAB victim random drop
IAB micro (Aggressor) -> IAB micro (Victim), both circle drop
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Figure 19: Simulated network map for IAB (aggressor) and IAB (Victim) both with a circle drop 
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Figure 20: Uplink Throughput CDFs for IAB aggressor to IAB victim circle drop
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Figure 21: Uplink SINR CDFs for IAB aggressor to IAB victim circle drop
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Figure 22: Downlink Throughput CDFs for IAB aggressor to IAB victim circle drop
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Figure 23: Downlink SINR CDFs for IAB aggressor to IAB victim circle drop
Minimum distance impact
The IAB aggressor to NR victim with circle drop is simulated with different minimum distance to IAB donor for layout 1, there is no noticeable improvement of degradation of TP on victim network when the minimum distance increases. This may be due to the uplink power control and the increased interference from different distance for IAB deployment is not apparently. 
Observation-4: The NR victim network has no improved performance when higher minimum distance from IAB aggressor to NR victim is applied.
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Figure 24: Uplink Throughput CDFs for IAB aggressor to NR victim with different minimum distance
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Figure 25: Downlink SINR CDFs for IAB aggressor to NR victim with different minimum distance
Minimum output power
In RAN4#92, the minimum output power with a set of [-10,0,10,20] dBm is also agreed to be simulated to evaluate impact on the potential different minimum output power impact on the victim network.
The IAB aggressor to NR victim with random drop is simulated with different minimum output power to IAB donor for layout 1, there is no noticeable improvement of degradation of TP on victim network when the minimum output power increases. Then to investigate further the reason behind, the CDF curve for the uplink transmitted power subject to power control is plotted in Figure 26 for one of the configured minimum output powers.So From 26, it can be observed that the minimum output power is greater than 22 dBm, which is bigger than maximum of minimum output power set.
Observation-5: The minimum output power is greater than 22 dBm with the uplink power control for IAB aggressor to NR victim scenario.

[image: image27.jpg]? 8 f8 8 ¥ AR

300

=

»

)




Figure 26: uplink transmitted power CDFs for IAB aggressor to NR BS victim
3 Conclusions

In this contribution, In this paper, we present our simulation results for FR2 for the layout 1 with below observation:
Observation#1: IAB network (aggressor) impact on the co-located neighbour NR BS network (victim) with average 2-4% uplink throughput loss. The victim NR network cell edge performance (5 percentile point) can be maintained with IAB using the ACIR=22 dB with a criteria of maximum 5% throughput degradation. No DL throughput impact from IAB network to neighbour NR BS is observed.
Observation#2: NR network (aggressor) does not impact on the DL/ UL throughput of the IAB network (victim) noticeably (less than 1%).
Observation#3: IAB (aggressor) to IAB network (victim) impact on UL throughput loss not so noticeably with random drop (< 1%). The impact on DL throughput is not noticeably.

Observation-4: The NR victim network has no improved performance when higher minimum distance from IAB aggressor to NR victim is applied.

Observation-5: The minimum output power is greater than 22 dBm with the uplink power control for IAB aggressor to NR victim scenario.
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