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1	Introduction
RAN#82 has approved a new work item description for Integrated Access and Backhaul for NR [1] which was further updated in RAN#83 [2]. Part of the work item objectives is to define specifications for RF and RRM requirements. In this contribution we discuss the scenarios to be used as the basis for defining the requirements and simulation assumptions to be used in the RF co-existence study targeting at determining required IAB-MT ACLR and ACS.
2	Discussion
2.1 IAB scenarios – network deployment
3GPP TR 38.803 contains the description of simulation scenarios and assumptions used NR RF coexistence study [4]. As IAB-nodes are intended to co-exist with the legacy NR network, it seems logical to re-use those scenarios. In NR RF coexistence study 3 different scenarios were looked at: Urban macro, dense urban and indoor.   In addition, 3GPP TR 38.874 describes IAB specific simulation scenarios that with modification may also be suitable for co-existence studies [5].    The homogenous IAB scenario similar to those captured in TR 38.874 and suitable for RAN4 evaluation was proposed in [6]
In our view dense urban scenario or micro deployment is the most suitable in analyzing coexistence between IAB-MTs and NR network. It lacks the coordination and long ISD of Urban macro and therefore includes cases where nodes of different operators can be close to each other, therefore realizing the interference potential of IAB.  
There are multiple scenarios that are of interest to when evaluating IAB captured in Table 1.
Table 1: Scenarios of interest for IAB RF coexistence
	Case
	Victim
	Aggressor

	1
	TDD NR Access System
	None

	2
	TDD NR Access System
	TDD NR Access System

	3
	TDD NR Access System
	IAB Links Only

	4
	TDD NR Access System
	IAB NR Access System

	5
	IAB NR Access System
	IAB NR Access System



Case 1 defines a possible baseline capturing the performance of the victim system without any adjacent channel interference.  However, using Case 1 as a baseline may be too pessimistic as IAB links will only add incremental over the interference generated by the access traffic and may, in fact, be a negligible source of additional interference.  Case 2 defines a better baseline for comparison where interference generated by an adjacent access system would be accounted for.   
Cases 3 to 5 are three possible ways of modeling the interference produced by an adjacent IAB system.  Cases 3 prescribes that IAB links alone can be modelled as they represent the most significant interference having elevation angles pointed at the horizon.  In case 3, IAB nodes can be modelled as point-to-point links which are randomly dropped but maintain a minimum distance both towards the victim base stations and each other. The additional interference generated by the IAB links in Case 3 should be compared to the baseline of non-IAB aggressor network of Case 2.   Case 4 prescribes a complete IAB system may be modelled as an aggressor.  Again, the additional interference generated by the IAB system in case 4 should be compared to the baseline of non-IAB aggressor network of case 2
In case 4 and 5 where the complete IAB aggressor system is modelled, the aggressor system may be modelled on an offset grid which is determined by the unused macro locations.   
In this cases 2 to 5, the aggressor network may be coordinated, uncoordinated or dynamic TDD.
The IAB performance should be assessed against the baseline performance of the victim network with a NR access network acting as the aggressor (either coordinated or fully dynamic). The performance of the victim network under IAB deployment as aggressor network shall be compared to the baseline. Therefore, the metric to be looked at is whether IAB is better or worse neighbor than regular NR access network.
In addition, if a scenario where IAB-MT transmission take place only during DL slots is considered also co-location of IAB-Nodes is possible. 
Proposal 1: IAB-MT RF coexistence study is based on micro deployment scenario
Proposal 2: Urban macro scenario with coordinated deployment can be considered if IAB-MT transmissions take place during DL slots.
Proposal 3: The IAB performance should be assessed against the baseline performance of the victim network with a NR access network acting as the aggressor
2.2 IAB scenarios – transmission direction and timing in backhaul link
In RAN4#90bis different timing scenarios which could be applicable for the backhaul link operation were discussed and summarized in [3]. Two options were presented: scenario #1 where the IAB MT transmitted in the uplink partition of a coordinated TDD system and scenario #2 where the IAB transmitted in the downlink partition of a coordinated TDD system.   
There remains an open question with regard to scenario #2 in [3] as to whether it depicts an SDM scenario in one cell having an IAB cell simultaneously transmit from the DU and MT. The SDM issue may be set-aside as the restriction on IAB MT to only transmit in the downlink partition of a TDD system does not require SDM. In fact, this restriction may be imposed on an IAB MT provided that the half-duplex constraint is maintained. Of course, the IAB MT TDD configuration would differ from the access TDD configuration per the resource allocation rules under consideration in RAN1. As such, restricting the IAB MT transmissions to the downlink TDD partitions seems an interesting scenario and may provide the lowest interference to the victim network.
Proposal 4: In a coordinated aggressor system, restrictions on the IAB MT should be investigated.
Dynamic TDD in both the victim and aggressor should also be considered. As RAN4 is now studying dynamic TDD for access systems it follows that IAB systems may also be implemented with dynamic TDD. When the victim and aggressor are both configured with dynamic TDD there is no restriction on the IAB MT.
Observation 1:  When the victim and aggressor are both configured with dynamic TDD there is no restriction on the IAB MT.
2.3 IAB scenarios – traffic model 
IAB-Nodes make use of unused access resources to backhaul traffic from Donor Node to IAB Nodes over one or more wireless backhaul hops.   Per [2], IAB nodes are not required to simultaneous transmit and receive data.   Therefore, backhaul traffic represents only a fraction of the traffic within an IAB network. Moreover, the IAB node to IAB node transmission will likely make use of larger arrays than in UEs thus making backhaul links more spectral efficiency than access links.   As such, the faction of resources used for backhaul traffic will be less than the those used for access traffic.
Given the argument above full buffer traffic models are not appropriate for IAB modeling.  Full buffer access traffic is unrealistic as the access traffic alone will consume all the resources of the gNB leaving no slots left for backhauling.   Furthermore, full buffer or 100% transmission probability for IAB traffic is not realistic as the backhaul traffic will be transmitted at a higher spectral efficiency than access traffic, taking fewer resources 

Another characteristic of IAB networks is tree-like topology emanating from the donor node to the IAB nodes.   Traffic density at the branches and leafs of the tree will diminish as they are limited by the total capacity of the donor site (both backhaul and access).   Branches of the IAB tree will carry less traffic as they themselves represent a fraction of the donor node’s capacity.  For example, IAB backhaul traffic may only consume 30% with access traffic consuming the other 30% of an IAB transceivers resources.   The remainder of the time the IAB transceiver would be idle. 
Proposal 5: IAB-MT is transmits with a probability of 15%.
Proposal 6: Bursty traffic model is used for IAB-MT transmissions.
2.4 IAB scenarios – multi-hop operation 
Network using IAB consists IAB-donor nodes, IAB-nodes and UEs served by the network nodes. Physically, the network could look like in Figure 1.
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Figure 1: Donor, two IAB-nodes and UEs in a network.
It is also possible that IAB-nodes provide access multiple hops away from the donor. In such case parent IAB-Node transmits data to child IAB-Node, which again has the options to either serve UEs via the access link or send the data further to another child IAB-Node via the backhaul link. When it comes to the backhaul link operation, there is no difference whether IAB-node communicates with another IAB-Node or an IAB-Donor.
Observation 2: Donor to IAB-Node and parent IAB-node to child IAB-node transmissions are similar. 
Observation 3: Child IAB-Node to parent IAB-node and child IAB-node to IAB-Donor transmission are similar. 
As long as the network parameters, such as density and height of the Nodes, their transmission power and antenna configuration are similar between IAB-Node and donor, multi-hop operation does not need to be considered separately in RF coexistence study. 
Proposal 7: No multi-hop scenario needs to be simulated, as long as IAB-donor and IAB-DU parameters are sufficiently similar.
2.5 IAB-MT RF parameters
Based on the discussion above, parameters in Table 2 are proposed to be used for IAB backhaul network and 5G access network.
Proposal 8: Consider parameters in Table 2 to be used in RF co-existence study
Table 2: Aggressor and victim network parameters
	Victim Network Parameters (5G access network)
	Aggressor Network Parameters (IAB backhaul network)

	Layout
	Based on Dense urban scenario from [4]  or homogenous micro layer
 
	Layout
	Based on Dense urban scenario from [4] or homogenous micro layer

	Wrap-around
	Not required
	Wrap-around
	Not required

	Minimun distance between IAB-Node and victim BS
	20 m
	Minimun distance between IAB-Node and victim BS
	20 m

	Topology formation
	N.A.
	Topology formation
	Parent-node RSRP as input to the IAB-node parent-node selection.

	Carrier frequency 
	30GHz
	Carrier frequency 
	30GHz (Adjacent channel)

	Duplex mode
	TDD
	Duplex mode
	TDD

	System 
bandwidth
	200MHz
	System 
bandwidth
	200MHz

	Large-scale channel parameters
	Micro-to-Micro: UMi-Street canyon (hUE =10m).
 
	Large-scale channel parameters
	Micro-to-Micro: UMi-Street canyon (hUE =10m)

100% LOS condition between adjacent intra-operator IAB-Nodes and Donor-nodes.
 
 

	gNB Tx power 
	28 dBm 
	IAB node Tx power 
	28 dBm 

	gNB antenna configurations
	8x8 Antenna Array
Vertical and Horizontal element spacing: 
 
	IAB node antenna configurations
	8x8 Antenna Array
Vertical and Horizontal element spacing: 
 

	gNB antenna height 
	10 m
	IAB node antenna height 
	10 m

	gNB antenna element gain
	3dBi
	IAB node antenna element gain
	3dBi

	gNB receiver noise figure
	10dB
	IAB node receiver noise figure
	10dB

	UEs in the network
	10 per base station, one scheduled at a time
	UEs in the network
	10 per base station, one scheduled at a time

	UE peak EIRP (dBm)
	22.4
	UE peak EIRP (dBm)
	22.4

	UE noise figure (dB) 
	10
	UE noise figure (dB) configuration 
	10



It is possible to either share the RF HW between both IAB-DU and IAB-MT, or use separate RF HW. In our view the case of using same RF HW is more demanding from co-existence perspective, as it is likely to have higher Tx power and also face a direction where more interference is expected. Therefore we propose to use the same antenna configuration for IAB-MT, IAB-DU and IAB-Donor.
Proposal 9: Same antenna configuration is used for IAB-MT, IAB-DU and IAB-Donor


3	Conclusion
In this contribution scenarios and assumptions for the RF co-existence study were discussed. There are multiple possible scenarios to look at, each with their own pros and cons. Further down selection is likely needed to keep the simulation efforts manageable. The following observations and proposals were made. 
Observation 1:  When the victim and aggressor are both configured with dynamic TDD there is no restriction on the IAB MT.
Observation 2: Donor to IAB-Node and parent IAB-node to child IAB-node transmissions are similar. 
Observation 3: Child IAB-Node to parent IAB-node and child IAB-node to IAB-Donor transmission are similar. 
Proposal 1: IAB-MT RF coexistence study is based on micro deployment scenario
Proposal 2: Urban macro scenario with coordinated deployment can be considered if IAB-MT transmissions take place during DL slots.
Proposal 3: The IAB performance should be assessed against the baseline performance of the victim network with a NR access network acting as the aggressor
Proposal 4: In a coordinated aggressor system, restrictions on the IAB MT should be investigated.
Proposal 5: IAB-MT is transmits with a probability of 15%.
Proposal 6: Bursty traffic model is used for IAB-MT transmissions.
Proposal 7: No multi-hop scenario needs to be simulated, as long as IAB-donor and IAB-DU parameters are sufficiently similar.
Proposal 8: Consider parameters in Table 2 to be used in RF co-existence study
Proposal 9: Same antenna configuration is used for IAB-MT, IAB-DU and IAB-Donor
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