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Introduction
Wi-Fi Alliance became the forum for collaboration between the Wi-Fi and cellular industries on issues relating to unlicensed spectrum sharing between Wi-Fi and cellular technologies.  This collaboration culminated in the publishing of the Coexistence Test Plan [1] in Sept 2016.
Wi-Fi Alliance was involved in commissioning coexistence test beds in two separate commercial test laboratories. The experience gained in this process may be useful to RAN4 as the group begins to finalise its own coexistence testing for LTE-LAA. Previously Wi-Fi Alliance contributed facts and data related to activities in the two commercial Test Laboratories that have been qualified to perform coexistence testing. [2] [3]
This contribution seeks to explain how test conditions can be configured to exercise aspects of the LAA channel access mechanism in as orthogonal a manner as possible.
 Discussion
Cellular carriers are choosing more and more to share the unlicensed 5 GHz bands with Wi-Fi. Both Wi-Fi and LTE-LAA use a “Listen Before Talk” (LBT) strategy to access the channel. 
Listening for another user on the channel is one level of etiquette where both technologies can be “polite” to one another and share the medium. However this is a necessary, but not a sufficient condition, for sharing the medium fairly. A good LBT algorithm usually builds in a second level of etiquette.
In the following discussion we refer to three devices
· Transmitter – this is the Wi-Fi device that is ready to send a message to its intended Recipient
· Recipient – this is the Wi-Fi device that is receiving messages from the Transmitter and potentially the Interferer
· Interferer – this is the device that is interfering with the Recipient’s ability to correctly decode a message from the Transmitter
Channel Access Mechanism
For LBT to be effective it needs to detect two conditions. 
The first condition is when there are other users in the vicinity of the Transmitter. This condition may be detected by sampling the signal energy.
The second condition is when the intended Recipient is receiving messages from a device that the Transmitter cannot hear – a hidden Interferer.   Here the intended Recipient could be simultaneously receiving messages from both the Transmitter and the hidden Interferer with the result that neither message gets through.   
This condition is usually inferred when the intended Recipient does not acknowledge messages from the Transmitter.  When this happens an exponential back off procedure is invoked so that the Transmitter waits successively longer and longer times before it re-transmits.
Thus “Listen Before Talk” is usually an algorithm that must react to both of these conditions. The ED aspect is often enclosed within an outer hidden device detection loop as shown in the considerably simplified diagram.


A more detailed description can be found in [4].





Testing the Two Fundamental Requirements
The effectiveness of the LBT is dependent upon several parameters but two fundamental requirements are that it:
1. Is able to hear devices in the vicinity at signal levels that are low enough to be appropriate
2. Has the ability to infer the presence of hidden devices when it receives no response or acknowledgement from the intended recipient
A Test Plan must be designed to test these two requirements with as much orthogonality as possible.
Testing the first requirement is relatively straightforward and can be achieved by introducing another device at a signal level above and below the detection threshold and observing the actions of the transmitter.
Testing the second requirement requires that the Interferer transmit simultaneously at a level which disrupts the intended Recipient’s reception of the Transmitter’s message. The signal level at which the message is corrupted depends upon the relative strength of the Transmitter’s signal and the Interferer’s signal at the Recipient. This is termed the Signal to Interference ratio (SIR).
If the signals are significantly well above the noise floor the SIR at the recipient can be thought of as being very similar to the Signal to Noise Ratio (SNR)[image: Image result for WLAN BER curve]


Three SIR scenarios are analysed with reference to a typical family of 802.11 BER curves, represented in the figure above, and the consequences for the three actors. 
1. Choosing an SIR of 25 dB would emulate an Interferer that was very distant. The SIR at the Recipient would be sufficient to receive the Transmitter’s messages error free. The Transmitter would not be able to discern that it may be disrupting messages from the Interferer to the Recipient and would continue messaging unabated, disrupting the Interferers messages because the exponential back off loop would never be triggered. 
Consequentially the Transmitter would be considered to be unfair in sharing of the channel.
2. Emulating an Interferer somewhat closer by choosing an SIR of 10 dB would mean that most of the messages transmitted at MCS rates of 5 and above would probably be disrupted at the Recipient.  The Transmitter would discern that its messages were not being received because the Recipient would not ACK the corrupted ones. 
It would trigger the exponential back off as expected, but it would also reduce its MCS rate. At around MCS 3 the Transmitter would determine that all of its messages were now being received correctly by the Recipient and would start reducing the back off window to its minimum value. In this state The transmitter would be unaware of the Interferer’s attempts to send to the Recipient and would continue messaging unabated, corrupting every attempt of the Interferer to communicate with the recipient. 
Consequentially the Transmitter would be considered to be unfair in sharing of the channel
3. An SIR of 0 dB is the only SIR where the interferer is guaranteed to disrupt the Transmitter’s messages to the Recipient to the extent that even when the transmitter downshifts to the lowest MCS, the messages are still corrupted. This guarantees that the Transmitter triggers the exponential back off such that it reduces the probability of collisions of its messages and the Interferer’s messages at the Recipient and the Transmitter will be enabled to share the channel fairly with other users.
    Conclusion
The effectiveness of the LBT is dependent upon several parameters but two fundamental requirements are that it:
1. Is able to hear devices in the vicinity at signal levels that are low enough to be appropriate
2. Has the ability to infer the presence of hidden devices by failed receptions of its intended recipient
Tests must be designed to independently exercise these two requirements. 
It is straightforward to achieve orthogonality in testing of these two requirements by setting all Link Levels between devices to be equal. This allows varying the absolute value of the link levels to determine the signal detection threshold to check out 1), and guarantees failed reception at the recipient when the interferer is transmitting to reliably check out 2) because the SIR is 0 dB. Conflation of the effects of MCS rate adaption and exponential back off behaviours are thus avoided.
Choices of SIRs higher than 0 DB may produce erroneous results because the Transmitter is able to adjust its MCS to a more robust rate such that the Interferer no longer corrupts the recipients message. This in turn prevents the Transmitter from invoking the second level of etiquette, the exponential backoff, and it will be appearing to not share the channel fairly.
Choices of SIR higher than 0 dB will require longer testing times to produce reliable test results, because the effects of back off and MCS rate adaption are conflated. Extra time may allow the system to stabilise to a steady state, but indeed it may never do so, constantly oscillating between back off settings and MCS rate changes.
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