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Introduction
This contribution contains proposals for the important unresolved issues in the LAA – Wi-Fi coexistence tests.  Specifically, it contains proposals for the following:
1. Test Cases
2. Test Signal Levels and the Signal-to-Interference (SIR) at the victim receiver
3. Test metrics
4. Test pass criteria
5. Device selection and configuration

Some of the proposals have been discussed in contributions submitted by us to previous RAN4 meetings on LAA – Wi-Fi coexistence tests. Some proposals have been modified as a compromise to take into account concerns raised in previous meetings.
Discussion

Test Cases

Proposal 1: The test shall include a total of four different combinations of traffic types, two for throughput tests and two for outage tests. 
	Throughput tests

	Scenario
	Traffic in victim link
	Traffic in aggressor link

	1
	Best effort
	Best effort

	2
	Best effort
	Best effort + Voice

	Outage tests

	Scenario
	Traffic in victim link
	Traffic in aggressor link

	3
	Voice
	Voice

	4
	Voice
	Best effort + Voice



Proposal 2: Tests with voice traffic on the aggressor link will be made only if the LAA eNB supports voice. If it doesn’t support voice, test 3 won’t be performed and tests 2 and 4 will have only Best Effort in the aggressor link. 
Note:
1. The total number of tests proposed is 4. 
2. This is a compromise from our position [1] in an earlier RAN4 meeting (RAN4#81) where we had proposed 9 tests. This is being done to eliminate concerns from some companies regarding increased test execution time. With this change, the number of tests is now the same as what had been proposed in RAN4#82 by Ericsson, Qualcomm, Huawei, Nokia, ALU, Skyworks, AT&T and Verizon [2].
3. The only difference between the contribution by Ericsson et al and our present proposal is as below (the differences are underlined):
a. Ericsson et al: Best Effort on Victim and Voice on Aggressor. Present proposal: Best Effort on Victim and Best Effort + Voice on Aggressor
b. Ericsson et al: Voice on Victim and Best Effort on Aggressor. Present proposal: Voice on Victim and Best Effort + Voice on Aggressor.
4. So, the difference is that we propose to substitute two tests with mixed traffic classes i.e. traffic classes with different channel access priorities in the aggressor. The reason is as follows: 
a. Multiplexing of lower and higher priority data in case the COT has been obtained using the access parameters of the higher priority data is not allowed in the Wi-Fi devices under test (802.11ac and 802.11n) for single user transmissions. Such multiplexing is only allowed in case of DL multi-user MIMO, where the lower priority data can be multiplexed only in an MU-MIMO fashion without increasing the transmission duration of the higher priority data whose parameters have been used to obtain the COT. Hence, no time/frequency resources are occupied with only the lower priority data. Further, a Wi-Fi device can end its transmission at the next closest 4us boundary once the transmission of permissible data is over. 
b. In contrast, LAA allows such multiplexed transmissions where time/frequency resources may be occupied with only lower priority data under the condition that the total transmit duration is not longer than the minimum possible duration needed to transmit the higher priority data. Moreover, LAA transmissions have much coarser granularity than Wi-Fi and hence allow the “minimum possible duration” to be much longer. For example, an LAA eNB cannot make transmissions less than 1 ms long.   It can also end its transmission only at the next closest 3/6/9/10/11/12/14 OFDM symbol boundary, where each symbol has a duration of approximately 71μs.

5.  So, via the mixed traffic tests our goal is to confirm if a) LAA adheres to the specifications regarding the “minimum possible duration” and more importantly b) that such mixed priority transmission by LAA has no adverse coexistence impact on co-channel Wi-Fi.

 Test Signal Levels and the Signal-to-Interference (SIR) at the victim receiver

We reiterate the proposals [3] made by us in RAN4#82. We request RAN4 to note that this is a significant compromise in the interests of completing the test definition from our previous position [4] in RAN4#81. In our view, any further compromise will make the interference scenario modeled in the tests unrepresentative of all Wi-Fi deployments.  For example, the interference will be lower than even the best case highly optimized single operator enterprise Wi-Fi deployments analyzed in [5]. If this is done, the tests will become completely ineffective in evaluating coexistence performance between LAA and Wi-Fi. For ease of reference, we copy the proposals below: 
Proposal 3: High RSSI configuration: The received power of the different links in the coexistence test shall be set as follows: AP-STA: -57dBm, AP-eNB: -67dBm, eNB-STA: -67dBm.
Proposal 4: Low RSSI configuration: The received power of the different links in the coexistence test shall be set as follows: AP-STA: -80dBm, AP-eNB: -80dBm, eNB-STA: -80dBm.

Test metrics

Best Effort traffic on victim link
Proposal 5: The normalized throughput of the victim link shall be used as the test metric.  
The normalized throughput is defined as the throughput of the victim network in presence of the aggressor network divided by the throughput of the victim network in a clear channel free of any aggressor. Use of the normalized throughput is described in more detail in the contribution [6].
Voice traffic on victim link
Proposal 6: The normalized delay and jitter and the absolute outage of the voice flow of the victim link shall be used as test metrics.
Note: 
1. The normalized metrics are defined in the same manner as for the throughput in Proposal 5. 
2. It is difficult to use a normalized outage value since the outage in a clean channel can be 0. For this reason, we propose to use the absolute outage as a metric.

Test Pass Criteria
Proposal 7: The 25th, 50th and 75th percentile values of the CDF of the victim Wi-Fi network in the presence of the aggressor LAA network shall be not more than 10% worse than the corresponding CDF percentiles of the victim Wi-Fi network in the presence of the aggressor Wi-Fi network. 
Generation of the CDFs is described in more detail in the contribution [6].

Device selection and configuration
The proposals are the same as what has been specified in our previous contribution [1] to RAN4#81 and are copied here for ease of reference. The proposals provide details to build upon the previous RAN4 agreements on device selection and configuration.
Proposal 8: Select three 802.11 APs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The three APs shall be from different vendors, as much as possible from vendors that are participatory to the development of the multi-node tests.
· Two APs shall be enterprise models, and one AP shall be a low-cost consumer model.
· One of the APs shall operate in 11a/n-only mode (i.e. shall either not support 11ac, or shall be configured such that 11ac operation is disabled).
· The APs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted.
· The APs shall support MIMO, and preferably have two antenna ports.
· The APs shall be capable of CLI-based configuration/diagnostics.
· The APs shall support 1 Gbps Ethernet interfaces, and be capable of sustaining the necessary data rates used in the tests.

Proposal 9: Select two 802.11 STAs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The two STAs shall be from different vendors.
· The STAs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted.
· The STAs shall support MIMO, and have two antenna ports.
· The STAs shall support running the necessary test tools, and be capable of sustaining the necessary data rates used in the tests.

Proposal 10: All 802.11 devices in the tests shall be configured to use the same maximum COT as LAA devices. 
Proposal 11: The test shall document all pertinent configuration parameters used in the test which relate to the COT. This includes especially, but is not limited to, configuration parameters that may be set differently in the tests compared to expected configuration in real-world deployment.
Proposal 12: All test bed and DUT devices (both LAA and 802.11) shall be configured to disable off-channel behavior (e.g. LAA DRX, 802.11 Power Save, background scanning).
Proposal 13: The most recent published version of software/firmware (at the time the test is run) shall be used for all test bed devices.
Proposal 14: The test plan shall include sanity-check runs for test bed devices where clear “expected results” are defined.
Proposal 15: In such case that the results of the sanity-check runs deviate from the expected results, best efforts shall be made to liaise with the vendor to identify and resolve the issue. Such resolution may potentially include software/firmware update, if the vendor intends to publish such update to its customers.
Proposal 16: RAN4 should consider making changes to its selected devices in the event that issues are identified that cannot be expediently resolved.

Conclusions
Proposal 1: The test shall include a total of four different combinations of traffic types, two for throughput tests and two for outage tests. 
	Throughput tests

	Scenario
	Traffic in victim link
	Traffic in aggressor link

	1
	Best effort
	Best effort

	2
	Best effort
	Best effort + Voice

	Outage tests

	Scenario
	Traffic in victim link
	Traffic in aggressor link

	3
	Voice
	Voice

	4
	Voice
	Best effort + Voice



Proposal 2: Tests with voice traffic on the aggressor link will be made only if the LAA eNB supports voice. If it doesn’t support voice, test 3 won’t be performed and tests 2 and 4 will have only Best Effort in the aggressor link. 
Proposal 3: High RSSI configuration: The received power of the different links in the coexistence test shall be set as follows: AP-STA: -57dBm, AP-eNB: -67dBm, eNB-STA: -67dBm.
Proposal 4: Low RSSI configuration: The received power of the different links in the coexistence test shall be set as follows: AP-STA: -80dBm, AP-eNB: -80dBm, eNB-STA: -80dBm.
Proposal 5: The normalized throughput of the victim link shall be used as the test metric.  
Proposal 6: The normalized delay and jitter and the absolute outage of the voice flow of the victim link shall be used as test metrics.
Proposal 7: The 25th, 50th and 75th percentile values of the CDF of the victim Wi-Fi network in the presence of the aggressor LAA network shall be not more than 10% worse than the corresponding CDF percentiles of the victim Wi-Fi network in the presence of the aggressor Wi-Fi network.
Proposal 8: Select three 802.11 APs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The three APs shall be from different vendors, as much as possible from vendors that are participatory to the development of the multi-node tests.
· Two APs shall be enterprise models, and one AP shall be a low-cost consumer model.
· One of the APs shall operate in 11a/n-only mode (i.e. shall either not support 11ac, or shall be configured such that 11ac operation is disabled).
· The APs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted.
· The APs shall support MIMO, and preferably have two antenna ports.
· The APs shall be capable of CLI-based configuration/diagnostics.
· The APs shall support 1 Gbps Ethernet interfaces, and be capable of sustaining the necessary data rates used in the tests.

Proposal 9: Select two 802.11 STAs for the multi-node tests, which meet the following requirements. Vendors and model numbers are TBD:
· The two STAs shall be from different vendors.
· The STAs shall be anticipated to be commercially available and supported during the expected time period in which the tests will be conducted.
· The STAs shall support MIMO, and have two antenna ports.
· The STAs shall support running the necessary test tools, and be capable of sustaining the necessary data rates used in the tests.

Proposal 10: All 802.11 devices in the tests shall be configured to use the same maximum COT as LAA devices. 
Proposal 11: The test shall document all pertinent configuration parameters used in the test which relate to the COT. This includes especially, but is not limited to, configuration parameters that may be set differently in the tests compared to expected configuration in real-world deployment.
Proposal 12: All test bed and DUT devices (both LAA and 802.11) shall be configured to disable off-channel behavior (e.g. LAA DRX, 802.11 Power Save, background scanning).
Proposal 13: The most recent published version of software/firmware (at the time the test is run) shall be used for all test bed devices.
Proposal 14: The test plan shall include sanity-check runs for test bed devices where clear “expected results” are defined.
Proposal 15: In such case that the results of the sanity-check runs deviate from the expected results, best efforts shall be made to liaise with the vendor to identify and resolve the issue. Such resolution may potentially include software/firmware update, if the vendor intends to publish such update to its customers.
Proposal 16: RAN4 should consider making changes to its selected devices in the event that issues are identified that cannot be expediently resolved.
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