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1.	Introduction
The revised WI proposal to support Narrowband Internet of Things (NB-IoT) was approved at RAN#70 [1]. One objective of the WI is to specify the core requirements for Base Station (BS) radio transmission and reception for NB-IoT.
The NB-IoT BS core requirements were completed in RAN4#79. It was recorded in the Evening AH minutes for NB-IoT BS RF Rx [2] that ‘Whether allowing certain spurious responses for the out-of-band blocking requirement or not is for further study.’ In this paper, we provide our proposals on allowing certain spurious responses for the out-of-band and co-location blocking requirements.

2.	Discussion
[bookmark: _Toc306263746]In a receiver, the RF signal is down-converted to a baseband signal in multiple steps. For instance, in architecture with a single down-conversion step and analogue-to-digital conversion, the baseband frequency is generally found from

In this equation, fBB is the baseband frequency, fRF the RF frequency, fLO the local oscillator frequency and fCLK the frequency of the sampling clock in the ADC. Further k, m and n are positive or negative integers and may include zero. Usually m and n are equal to +1 or −1 for the wanted response. The important thing to note is that there is a single combination of m, n and k that maps the wanted RF frequency to the wanted baseband frequency.
A spurious response is obtained when an unwanted RF frequency is down-converted to the wanted baseband frequency via a combination of m, n and k that differs from the wanted combination of m, n and k. The rejection of each spurious response depends on the properties of the down-converting devices (i.e. mixers and ADCs) and on the rejection obtained in the filters. Many in-band spurious responses will get no filter rejection at all, so that their rejection depends only on the rejection obtained in the mixers and ADCs. On the other hand, certain other spurious responses, like the image response in the mixer and alias responses in the ADC, get fundamentally no rejection in the down-converting devices, so that their rejection depends entirely on the filtering.
As evident from the above equation, the bandwidth of the spurious signal at baseband equals m times the bandwidth of the RF signal. For spurious responses with m > 1, the spectral density will therefore be decreased by the factor m. However, the spectral widening will not occur when the unwanted signal is a CW signal. m times zero is still zero. The spurious product of a CW signal is another CW signal.
In all 3GPP specifications, out-of-band blocking, including co-location blocking, is tested with CW signals. The spurious products at baseband are therefore CW signals. Therefore, if the spurious product at baseband is located in the channel bandwidth of the wanted signal, the wanted signal will always see the full spurious power.
In case of a spurious response, the desensitisation, in linear units, is found from

For instance, for a desensitisation of 6 dB = 3.981, the ratio between spurious and thermal noise power shall be 2.981= 4.744 dB. Because the thermal noise power is proportional to the channel bandwidth (or transmission bandwidth in E-UTRA), also the spurious power shall be proportional to the channel bandwidth for a given desensitisation requirement. Since the spurious response suppression of a CW signal does not depend on the channel bandwidth, the interferer level at which the given desensitisation will be obtained will be proportional to the channel bandwidth.
The spurious response suppression of an E-UTRA receiver has been designed to meet the 6 dB desensitisation requirement at a transmission bandwidth of 1.08, 2.7 or 4.5 MHz, depending on the supported channel bandwidths. If the same receiver is used to receive a NB-IoT signal and the test level of the interferer is not changed, there will be certain spurious responses at which the spurious power is too large compared to the thermal noise power in the bandwidth of the NB-IoT victim. Therefore, the test will have to allow a limited number of spurious responses, where the desensitisation requirement may be met at a lower interferer power. The test level of the spurious response will have to be scaled by the bandwidth of the NB-IoT channel:

For instance, if the minimum transmission bandwidth supported by the E-UTRA receiver is 4.5 MHz and the wanted signal in the NB-IoT blocking test is a single sub-carrier of 15 kHz, the test power will have to be reduced by a factor 300 = 25 dB. The following table shows the reduction in test power for all combinations of transmission bandwidths used in the blocking test.
Table 1: Test power reduction for spurious responses
	Transmission bandwidth in E-UTRA blocking test
	Transmission bandwidth in NB-IoT blocking test
	Test power reduction

	1.08 MHz
	15 kHz
	18.6 dB

	
	3.75 kHz
	24.6 dB

	2.7 MHz
	15 kHz
	22.6 dB

	
	3.75 kHz
	28.6 dB

	4.5 MHz
	15 kHz
	24.8 dB

	
	3.75 kHz
	30.8 dB



The GSM specifications (TS 45.005 [3] and TS 51.021 [4]) allow up to 24 out-of-band spurious responses for each victim signal under test. If the spurious responses below the wanted signal frequency are grouped, there shall be no more than three contiguous spurious responses per group. Since these exceptions are also applied to a multicarrier BTS receiver and a multicarrier BTS receiver has typically the same down-conversion architecture as an E-UTRA receiver, we propose to adopt the requirements for the amount of spurious responses from the GSM specifications for NB-IoT BS receiver blocking requirements [3]:
Spurious response frequencies:
out of band, for a maximum of 24 occurrences (which if below the wanted signal and grouped shall not exceed three contiguous occurrences per group).
where the above [blocking] performance shall be met when the blocking signal is set to a level of [-40] dBm for 15 kHz subcarrier spacing and [-46] dBm for 3.75 kHz subcarrier spacing.
Only if the frequency raster in the test will be such that it will be extremely unlikely to hit all spurious responses, a lower limit on the number of detected spurious responses could be set.
It should be stressed that the limited ability to withstand interfering signals at spurious response frequencies is an artefact of the test, which uses CW blockers. In the practical interference scenarios, there are no pure CW signals.

3.	Conclusion
Due to the character of the out-of-band and collocation blocking tests, a limited number of spurious responses will have to be allowed, in which the required desensitisation may be achieved at a test level given by

In this formula, the transmission bandwidths are the bandwidths of the victim signals used in the E-UTRA and NB-IoT blocking tests for the receiver in question.
We propose that the number of detected spurious responses will follow the requirements in the multicarrier GSM specifications:
Spurious response frequencies:
out of band, for a maximum of 24 occurrences (which if below the wanted signal and grouped shall not exceed three contiguous occurrences per group).
where the above [blocking] performance shall be met when the blocking signal is set to a level of [-40] dBm for 15 kHz subcarrier spacing and [-46] dBm for 3.75 kHz subcarrier spacing.
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