
3GPP TSG-RAN WG4 Meeting #63
R4-122941
Prague, Czech Republic, 21 – 25 May, 2012
Agenda item:

4.1.3 / 4.2.3
Source:
Renesas Mobile Europe Ltd
Title:
Further considerations on testing CSG proximity function
Document for:

Discussion 

1. Introduction
In RAN4#62bis, there was extensive discussion of CSG proximity testing, and the way forward was agreed in [1].
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From the way forward, two main areas still need to be considered in RAN4#63, namely whether additional use of other 3GPP radio signal to further localize the proximity detection should be specified, and how to avoid failing any good UE in negative testing. How to run testing is also mentioned in the way forward as FFS, but this could be considered after the fundamental aspects of baseline reference implementation and methodology have been agreed, and is also partly a topic for RAN5.
2. Discussion
Regarding the use of other 3GPP radio signals, the concrete proposal which was discussed in RAN4#62bis was given in [2] 
The UE is required to search for CSG cells when it enters the fingerprint of a macro cell with PCI broadcasting or with stored cell information. If the UE finds any CSG member cell, the UE should send a ProximityIndication message to the network to indicate that the UE is entering the proximity of the CSG member cell.
Although this is clearly an accurate proximity indication (UE has found a CSG member cell) it appears to have a number of difficulties. Firstly, the “requirement to search for CSG cells when it enters the fingerprint of a macro cell with PCI broadcasting or stored cell information” means that for interfrequency CSG cells, the UE would be required to perform physical cell search and membership checking of the CSG cells. This implies both an RF architecture which can receive on dual frequencies and a baseband receiver which can perform concurrent decoding of the serving cell and a neighbour cell, since the UE is not allowed to make any autonomous gaps before it has reported proximity. 

While this capability may exist in some UE such as (DB)-DC-HSDPA or LTE carrier aggregation capable devices, it seems impossible to mandate it for more basic single carrier devices, and moreover there is no guarantee that the macro node B/eNB is not using multicarrier HSDPA or carrier aggregation, or that any “spare” RF chain is capable of operating on the band that the CSG cell happens to be on. For example, if both the macro and CSG cell are on different carriers on band 1, a CA capable UE supporting CA_1A-5A may only have a spare RF chain which is B5 capable.
Thus it seems impossible to have a requirement that the UE has to positively identify a CSG member cell before it can indicate proximity and indeed such a requirement would seem to negate the need for any of the SI decoding and reporting procedures that RAN2 and RAN4 have defined; the proximity indication in itself would be sufficient to trigger a handover since for this case, the proximity report already indicates that the UE can connect to member CSG cell at the radio level (has decoded the SI to check membership).
Based on these considerations, we recommend that the UE is not required to search for CSG cells when it enters the fingerprint of a macro cell with PCI broadcasting or stored cell information.

Other 3GPP radio signals are likely used by practical implementations of proximity estimation, especially for intrafrequency neighbour cells, and practical implementations may well also use RSCP/RSRP or other measurements of both the serving and neighbour cells as techniques to improve the accuracy of the proximity report. The specific issue here is that fingerprint estimation has deliberately not been specified by 3GPP, since any specification that 3GPP made in this area could prevent other (better) implementation. For example, practical implementations might report proximity if serving and neighour macro RSRP/RSCP is within a window of XdB of the expected RSRP/RSCP at the CSG site, but a 3GPP specification of the value of X would be counterproductive since it is hard to determine how wide the window needs to be, and limiting to other good implementations. As this is a UE autonomous functionality, the proximity algorithm and parameterisation needs to be tuned based on practical field test experiences, in the same way that network based RRM algorithms mobility parameters are tuned and optimised rather than specified directly by RAN4.

It is also true that practical implementations should be able to handle the simple situation where there are no 3GPP radio signals detectable apart from a serving macro cell and a CSG cell, although there are very likely proprietary algorithms which improve the accuracy when other signals are present.

Considering these factors, we make the following observation and two recommendations
Observation 1: It is not possible to assume or specify how the UE makes use of any 3GPP signal in order to determine proximity.
Recommendation 1: The test environment should be a simple one, in which only a CSG cell and a macro cell are configured

Recommendation 2:The UE is not expected to search for (ie detect PCI/scrambling code/system information) the CSG cell, prior to reporting proximity

We acknowledge that the outcome of these recommendations is that the accuracy of proximity is not fully checked by the positive proximity test. Indeed our concern since proximity testing was first discussed in 3GPP is that it would prove impossible to perform any kind of “performance checking” of proximity reporting without also constraining UEs to be implemented using a particular proximity algorithm which might be sub-optimal for practical CSG proximity triggering. On the other hand, the liaison statement from RAN5 indicates that they intend to develop conformance rather than performance tests, and the intention of the recommendations and the work in RAN4 is to facilitate checking of the content of the message signalling proximity.
Next we turn our attention to the possible negative testing. Both our contribution in [3] and also Huawei and Hisilicon contribution [4] highlight the problem with negative testing that a UE may detect proximity by many means such as GPS, WLAN SSID, RF ID tag even if the macro cell PCI/scrambling code has changed. So an indication of proximity in a test where the UE has not moved from the location where it previously connected to the CGG cell may very well indicate a good implementation even if the test macro cell has changed PCI/scrambling code.
For this problem, we see that the main alternatives are

1. Do not perform the false proximity testing. We note that the action from RAN5[5] which triggered this discussion was related to the conditions in which CSG proximity is detected, rather than the condition in which it is guaranteed not to be detected “ACTION:  RAN5 kindly asks RAN4 to clarify whether the core specifications intention was to leave the proximity detection for UE implementation or to specify the radio condition and minimum performance requirements”. It should also be noted that a pass for the false alarm testing does not guarantee anything more than the UE does not generate false alarms in the specific conditions exercised by the test case. It would not guarantee that the UE does not generate false proximity reports in other circumstances. So we think the value of the false alarm test is quite questionable given that it may both fail a good UE implementation, and pass a bad UE implementation.
2. Define a conformance test specific signalling which enforces the UE to follow RAN4’s understanding of how proximity indication works (ie ensures that the UE is not using other factors in its determination of proximity). 
Although we had a slight preference towards option 2 in RAN4#62bis, when considering further the value of the negative test we are not sure that they would really be justified, since as noted there is no guarantee that a false alarm test can catch all (or even many) bad UE implementations, and the test becomes even less meaningful if some conformance test signalling modifies the normal UE implementation to operate in some test mode where it processes the proximity detection in a modified way.
Hence we make a further recommendation

Recommendation 3:Negative testing of proximity is not performed.

In completing this work, our view is that RAN4 needs to take a pragmatic engineering approach that the RAN5 conformance test for proximity reporting is only one tool in ensuring good UE implementation. Other tools include IOT, field test and friendly user trials. It should be kept in mind that a bad UE proximity estimation algorithm generating false alarms is highly visible in the field, since a UE which is not in proximity, and yet reports it is in proximity of a CSG cell will be asked to decode SI, but will then fail to report any CSG cell that it is a member of. The RNC or eNB can keep statistics of this kind of failure, and readily identify a UE or chipset that is generating excessive false reports. It will also be very noticeable to the end user of the device, assuming autonomous gaps are interrupting the serving cell, and less critical if an implementation does not use autonomous gaps.

While it is true that a very basic UE implementation that generates proximity reports every 6 minutes (or whatever time RAN4 determines to use in the core requirement) without checking anything for proximity could pass a positive test, we think that due to the very high visibility of this kind of behaviour in other ways, RAN4 does not need to be too concerned about such a gross bad implementation of proximity detection. On the other hand, less grossly incorrect implementation is unlikely to be caught by a negative test, and yet there is the potential for a good implementation to be failed by the negative test.

3. Conclusions

In this contribution, we consider some of the remaining issues for proximity testing. For the positive proximity test, we make the following observations and recommendations.
Observation 1: It is not possible to assume or specify how the UE makes use of any 3GPP signal in order to determine proximity.

Recommendation 1: The test environment should be a simple one, in which only a CSG cell and a macro cell are configured

Recommendation 2:The UE is not expected to search for (ie detect PCI/scrambling code/system information) the CSG cell, prior to reporting proximity

We also consider the negative testing, and for this topic we conclude that it is difficult to design a suitable negative test which should always pass good implementation, and fail some typical bad implementations. Hence we make a further recommendation

Recommendation 3:Negative testing of proximity is not performed.

For both the positive test, our view is that RAN4 needs to take a rather pragmatic approach, especially given that the means of proximity detection is left to UE implementation. The approach therefore might not be the typical approach to RAN4 testing since

· A pass for the positive test does not really guarantee a highly accurate proximity report, just that the UE generates a report when it enters the macro cell overlying the CSG cell. As was pointed out in RAN4#62bis, the RNC or eNB already knows which macro cell is a connected state UE’s serving cell, so it can be questioned what this indication adds. On the other hand, we think the positive test is of value in allowing the signalling to be checked.
· The negative test is unable to be made in such a way that it fails a bad UE with high confidence, or passes a good UE with high confidence.

For the pragmatic approach, we note that other means (beyond the scope of RAN4) will very likely be used to ensure that UE have well designed proximity indication, for example

· Collecting KPI about the number of times that different implementations report proximity and then fail to detect a CSG cell for which they have membership

· Checking for handover not occurring to CSG cell due to no proximity report which would be rather noticeable in CSG IOT/field testing and perhaps even to the CSG cell customer.

Since other mechanisms of checking that proximity indications are of good quality and sufficiently accurate exist, we would urge RAN4 to take this into account when considering the need for negative testing or the additional use of other 3GPP radio signals to further localize the proximity detection. 
The risk of specifying a test in RAN4 is that it becomes limiting to good implementation eg if GPS signals are causing a failure of a RAN4 negative test, the UE implementation may be forced to ignore GPS signals even though these would lead to an accurate determination in many practical circumstances.
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The baseline reference implementation for CSG proximity detection testing is:


Fingerprinting information shall at least be based on macro cell information including EARFCN/UARFCN, PCI/PSC et.al.


Additional use of other 3GPP radio signals to further localize the proximity detection is FFS. 


A decision should be taken at RAN4#63 as to whether the proximity detection is based on macro cell information alone or uses additional 3GPP signals..


Positive testing shall be introduced;


Negative testing should be introduced provided a procedure can be found that doesn't fail any good UE implementation;


How to run testing is left FFS.


Parameters and performance requirements for CSG proximity detection should be finalized in RAN4 #64 meeting.












