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1 Introduction
The approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB was discussed in [1] and [2]. By protecting the macro eNB downlink to a greater extent when victim UEs are in vicinity of the HeNB, significant performance benefits can be obtained at the HeNB. This is applicable especially in the case of closed access (CSG) HeNBs on a carrier shared with the macro eNBs. This paper considers several aspects related to these approaches in more detail.
2 Determining nearby victim UEs
Two basic approaches for determining whether there are victim UEs in the vicinity of a HeNB are:

A) Determination at the macro eNB on the basis of reported UE measurements [1].

B) Determination at the HeNB on the basis of detection of uplink transmissions from victim UEs [2].

3 Protection of Idle Mode UEs

For both approaches A and B, if the HeNB is closed (CSG), an issue arises as to how to protect idle mode UEs. In the case of A, such UEs will not be reporting measurements to the macro eNBs. For B, idle mode UEs will not be transmitting in the uplink and therefore there is no opportunity to detect them at the HeNB.
Several potential solutions exist to protect such idle mode UEs, for example:
1) Require an idle mode UE to RACH towards a closed HeNB if this becomes the best cell. The closed HeNB then knows to protect the idle UE's DL.

2) "Fake" the CSG cell as an open or hybrid cell and ensure it is in a different tracking area to the macro. An idle macro UE will then attempt to register with the CSG cell (i.e. do a tracking area update), which would be rejected. The CSG cell (femto) then knows to protect the idle UE's DL.

3) Always use the same (e.g. 1 or 2) DL RBs to send paging and system information mapped to PDSCH from on the macro eNB, and always protect these on the HeNB. The RBs to protect at the HeNB could be configured via OAM (or via X2 from the macro eNB).

4) Synchronise the HeNB with the eNB and ensure that RBs carrying PCFICH, PHICH, PDCCH, PBCH and synchronisation signals are protected.

The pros/cons of these approaches are:

1) would require quite extensive standards changes, would generate additional RACH traffic and reduce UE standby time (the latter 2 can however be mitigated e.g. this would only need to be performed when the HeNB has active UEs itself).

2) may reduce UE standby time, and will mean that some active macro UEs try to handover to the closed HeNB which would result in handover failures.

3) will result in a DL throughput loss at the HeNB however this would be small compared to the overall benefits of only protecting nearby UEs.
4) The HeNBs may not always have visibility of the eNBs such that synchronisation is not always in possible. Where synchronisation is not possible the HeNB could provide full protection to the macro UEs.

4 Detection reliability of victim UEs

For approach B, as mentioned in [2], victim UEs could be detected at the HeNB on the basis of the properties of the Zadoff-Chu sequences used for PRACH and reference signals.

Furthermore, the victim UEs will be most vulnerable when they are at or near the edge of their own cells and relatively close to the HeNB. In this case the victim UEs will likely be transmitting with a relatively high power and the pathloss to the HeNB will be relatively low. Therefore the SNR of the received Zadoff-Chu signals at the HeNB for the most vulnerable UEs will tend to be high.

Detection of the Zadoff-Chu signals may be performed based, for example, on their autocorrelation and/or amplitude distributions. For example, Figure 1 below shows the results of a simulation in which the SNR of the closest victim UE to a HeNB is estimated based on such a metric. These results were obtained over a range of reference signal parameters, number of resource blocks, numbers of macro UEs, SNRs from each macro UE, and frequency resource assignments. The simulation includes fading effects. It can be seen that the SNR of the closest victim UE can be estimated from the metric with reasonable reliability at the HeNB. These results were then used directly in a system simulation as described in [2] to determine the level of protection to apply on the HeNB DL with the resulting HeNB performance benefits as shown in [2].
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Figure 4: SNR Estimation from Zadoff-Chu signals 
5 Conclusions

In previous contributions, the approach of protecting the downlinks of eNBs based on determining whether victim active mode UEs are in the neighbourhood of a closed access HeNB was shown to be an effective way of improving HeNB performance while maintaining protection to the eNB downlinks. One issue that has been raised for these approaches is how to protect idle mode victim UEs, and this paper considers several options for protecting such UEs.
It is also demonstrated that the approach of detecting Zadoff-Chu transmissions from nearby active mode victim UEs can be done with good reliability, noting that the victim UEs requiring highest protection on the downlink will be at or near their own cell edge and therefore transmitting with relatively high power, and will therefore tend to be received with high SNR at the HeNB.
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