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1. Introduction
The Rel-19 SID [1] on A-IoT has been agreed in the RAN#102 meeting. Couple of objectives have been listed for RAN WGs for further study. Hence in this paper, we try to give further discussion on the A-IoT from UE RF perspective.
2. Discussion
The objectives for RAN4-led part can be seen below: 
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception


2.1 Regulation
From UE RF requirement perspective, one of the most important part is the regulation requirements. For current regulations, the on-market devices are mostly RFIDs. Most of them use the 900MHz unlicensed spectrum and should obey the FCC Part 15 for this spectrum. The FCC Part 15 is not a new regulation as for unlicensed spectrum, the 2.4GHz and 5.8GHz spectrum used for Wi-Fi are also under the same part. Most of the regulations are controlling the channel bandwidth, output power and the out-of-band emissions as well as the spurious emission. As regulation, the most important part is to control the potential emissions from devices to establish an electrical environment safe and friendly enough to most of the communication operation. From the Part 15, the most important one is the Part 15.247 which covered the frequency 902-928MHz, 2400-2483.5MHz and 5725-5850MHz. 
Observation 1: The FCC Part 15 which rules the 900MHz frequency for unlicensed spectrum is the mostly used regulation for RFID.
For the EU regulations, currently the mostly used regulation for RFID is EN 302 208, called “Radio Frequency Identification Equipment operating in the band 865 MHz to 868 MHz with power levels up to 2 W and in the band 915 MHz to 921 MHz with power levels up to 4 W;” It can be seen that the harmonized standard is specifically called the RF identification equipment and the operating band is 865 to 868MHz and 915 to 921MHz with 2W and 4W limitation. 
The present document applies to RFID interrogators and tags operating together as a system. For each specified band,
multiple high power channels are made available for use by interrogators. The tags respond with a modulated signal
preferably in the adjacent low power channels. Interrogators may be used with either integral or external antennas.
The types of equipment covered by the present document are as follows:
fixed interrogators;
portable interrogators;
batteryless tags;
battery assisted tags;
battery powered tags.

The applicability clearly tells the scope of the spec. Also the requirements are split to three parts as interrogator transmitter conformance requirement; interrogator receiver conformance requirement and tag transmitter conformance requirements. For each part the corresponding requirements are listed:
Table 1: EN 302 208 RF requirements
	Device
	Requirement
	Device
	Requirement
	Device
	Requirement

	interrogator transmitter conformance requirement
	Frequency error
	interrogator receiver conformance requirement
	Adjacent channel selectivity
	tag transmitter conformance requirements.
	Radiated power (e.r.p.)

	
	Frequency stability under low voltage conditions
	
	Blocking or desensitization
	
	Unwanted emissions

	
	Effective radiated power
	
	Receiver spurious response rejection
	
	

	
	Transmitter antenna beam-width
	
	Receiver sensitivity
	
	

	
	Transmitter spectrum masks
	
	Receiver radio-frequency intermodulation
	
	

	
	Transmitter spurious emissions
	
	
	
	

	
	Transmission times
	
	
	
	


From table 1 above, we can see that for the interrogator transmitter the TX and RX requirement are quite complicated and comparable to legacy UE RF requirements. For the tag transmitter, the only requirement is the radiated power and the unwanted emission and there is no RX requirement for the tag receiver. This is based on the limited tag output power and ultra-simple design and hence the only requirement for the tag is that its unwanted emission should not influent other services. The regulation of RFID can give us instruction on the RF requirements and make it a starting point.
Observation 2: The mostly used EU regulation for RFID is EN 302 208 and it gives requirement for interrogator transmitter/receiver and tag transmitter.
Proposal 1: The regulation from FCC and EU can be a starting point.
2.2 Architecture
The UE RF requirement depends mostly on the UE architecture as currently three kinds of A-IoT devices are under study. During the last RAN1 meeting, some initial study has been started with the agreements captured below for device types as well as the potential RF component architecture.
Agreement
For the purpose of the study, RAN1 uses the following terminologies:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.

Topology for device 1
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Topology for device 2a:

[image: ]


Due to limited time, the topology for device 2b has not been agreed yet. And this first agreed topology is still under discussion for further components consideration including different functional blocks. In this case, it would be good for different WGs to have a common understanding of the device architecture and hence reusing these topology and further disc each block will be more efficient.
Proposal 2: To use RAN1 agreed topology for further discussion on UE RF architecture.
3	Conclusions
Observation 1: The FCC Part 15 which rules the 900MHz frequency for unlicensed spectrum is the mostly used regulation for RFID.
Observation 2: The mostly used EU regulation for RFID is EN 302 208 and it gives requirement for interrogator transmitter/receiver and tag transmitter.
Proposal 1: The regulation from FCC and EU can be a starting point.
Proposal 2: To use RAN1 agreed topology for further discussion on UE RF architecture.
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