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Introduction
In RAN#102 meeting, the SID [1] on Study on solutions for Ambient IoT in NR was approved as one of R19 RAN1-led items. In this contribution, we want to provide some initial views on the co-existence study for Ambient IoT and NR/LTE.
	The following objectives are set, within the General Scope:
1. Evaluation assumptions
a) Conclude at least the following aspects of design targets left to WGs in Clause 5 (RAN design targets) of TR 38.848 [RAN1].
· Clause 5.3: Applicable maximum distance target values(s)
· Clause 5.6: Refine the definition of latency suitable for use in RAN WGs
· Clause 5.8: 2D distribution of devices
b) Define necessary further evaluation assumptions of deployment scenarios for coverage and coexistence evaluations [RAN1, RAN4]
c) Identify basic blocks/components of possible Ambient IoT device architectures, taking into account state of the art implementations of low-power low-complexity devices which meet the RAN design target for power consumption and complexity. [RAN1]
d) Define link budget calculation for coverage, including whether/how to model carrier wave from node(s) inside or outside the connectivity topology.
NOTE: Assessment performance of the design targets is within the study of feasibility and necessity of proposals in the following objectives, e.g. by inspection of reference implementations in the field, simulations, analytically.
NOTE: strive to minimize evaluation cases in RAN1.
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception


Discussion
Coexistence scenarios 
According to the SID, Ambient IoT includes two deployment topologies, namely D1T1 and D2T2, and three spectrum deployment options, including in-band to NR, in guard-band to NR/LTE or in standalone bands. With three types of devices including device 1, device2a, device 2b. CW (Carrier wave) from node(s) inside or outside the connectivity topology. CW including two spectrums, respectively are UL and DL spectrum. Ambient IoT system includes two sets aggressor vs victim, one is NR/LTE aggressor with Ambient IoT victim and the other one is Ambient IoT aggressor with NR/LTE victim. RAN4 needs to define requirements for ACLR/ACS/Spurious and/or guard RBs for the A-IoT system to ensure co-existence with NR/LTE. If we consider all the above scenarios, there will be so many co-existence simulated cases, it will result in a huge workload. Thus, in the initial stage, we should down-select some cases based on RAN1 agreements and proposals together with RAN4 past experience.
According to RAN1 chair notes [2], there are some proposals and agreements about topology and CW characteristics as follows.
	Agreement
For the case that D2R backscattering is transmitted in the same carrier as CW for D2R backscattering, and for topology 1, the following cases for CW transmission are studied.
· Case 1-1: CW is transmitted from inside the topology, transmitted in DL spectrum
· Case 1-2: CW is transmitted from inside the topology, transmitted in UL spectrum
· Case 1-4: CW is transmitted from outside the topology, transmitted in UL spectrum

Agreement
For the case that D2R backscattering is transmitted in the same carrier as CW for D2R backscattering, and for topology 2, the following cases for CW transmission are studied.
· Case 2-2: CW is transmitted from inside the topology (i.e., intermediate UE), transmitted in UL spectrum
· Case 2-3: CW is transmitted from outside the topology, transmitted in DL spectrum 
· Case 2-4: CW is transmitted from outside the topology, transmitted in UL spectrum



	Proposal:
For Deployment scenario 1 with topology 1, the following scenarios are used for evaluation of coverage and coexistence,

D1T1-A: indoor BS + indoor AIoT device, CW inside topology,
· [R2D at least in DL spectrum]
· Only for device 1 and device 2a
· [FFS: RF energy harvesting]
· D1T1-A1:
· CW Emitter in CW2D and the Reader ‘R2’ in D2R are different
· CW Emitter in CW2D and the Reader ‘R1’ in R2D are the same
· ‘R1’ in R2D and ‘R2’ in D2R are different
[image: ]
· D1T1-A2:
·  CW Emitter and Reader ‘R’ in CW2D, D2R and R2D are the same
[image: ]


D1T1-B: indoor BS + indoor AIoT device, CW outside topology,
· For D1T1-B: 
· CW Emitter in CW2D and ‘R’ in D2R are different
· CW Emitter in CW2D and ‘R’ in R2D are different
· ‘R’ in R2D and ‘R’ in D2R are same
[image: ]
· [R2D in at least DL spectrum]
· Only for device 1 and device 2a
· [FFS: RF energy harvesting]

D1T1-C: indoor BS + indoor AIoT device with D2R transmission generated internally
· Only for device 2b
· [R2D in at least DL spectrum]
· D2R in UL spectrum
· [FFS: RF energy harvesting]

FFS for other scenarios
FFS other assumptions for each scenario

Conclusion
Companies are encouraged to consider Table 3.4.2 in R1-2401735 for their contributions to RAN1#116bis regarding link budget template.



For the three spectrum deployments from the perspective of coexistence interference. On one hand, in-band to NR and guard-band to NR/LTE needs to share spectrum with NR and/or LTE, which will result in serious co-existence interference issues. While, standalone bands deployment has no extra coexistence issues. However, compared with standalone bands, the spectrum resource utilization is much higher for in-band to NR and guard-band deployment.


Figure2.1-1: Three spectrum deployments
Proposal 1: For co-existence evaluation, In-band to NR deployment should be the first priority, and guard-band to NR/LTE can be second priority.
Thus, we can take in-band to NR deployment to analyse co-existence. At first, we could analyse co-existence scenarios based on D1T1-A (including two types: A1 and A2) as follows. The NR UE is outdoor.
[image: ][image: ]                                            
[image: ]Figure2.1-2: co-existence with NR UE for outdoor (CW in UL spectrum)                         Figure2.2-3: co-existence with NR UE for outdoor (CW in DL spectrum)
[image: ]                                  
Figure2.1-4: co-existence with NR UE for outdoor (CW in DL spectrum)                         Figure2.1-5: co-existence with NR UE for outdoor (CW in UL spectrum)    
Proposal 2: The following aspects and/or scenarios should be given higher priority for in-band coexistence evaluation:
· Outdoor NR UE
· Device1/2a with RF-ED
· For D1T1: R2D in DL spectrum, CW in UL spectrum 
· For D2T2: R2D in UL spectrum, CW in DL spectrum (Second priority comparing with D1T1)
Proposal 3: Adopt the Table 1 as the proposed scenarios for in-band coexistence evaluation.
Table 1: A-IoT co-existence scenarios cases with in-band NR deployment
	Cases
	Spectrum deployment mode
	topo
	CW topo
	device
	Spectrum for Ambient IoT
	Aggressor
	victim
	Initial views
	Priority level

	1-1
	In-band
	D1T1-A1
	Inside
	1/2a
	R2D: DL spectrum
CW: DL spectrum 
D2R: DL spectrum
	A-IoT D2R/CW
	NR DL 
	Needs to consider ASCS impact
	2

	1-2
	
	
	
	
	
	A-IoT R2D
	NR DL
	Needs to consider ASCS impact
	2

	1-4
	
	
	
	
	
	NR DL
	A-IoT D2R
	Needs to consider IBE/ALCR
	2

	1-5
	
	
	
	
	
	NR DL
	A-IoT R2D 
	Device 1 with RF-ED may be cannot distinguish NR signal.
	2

	1-6
	In-band
	D1T1-A1
	Inside
	1/2a
	R2D: DL spectrum
CW: UL spectrum 
D2R: UL spectrum
	A-IoT  D2R/CW

	NR UL
	Needs to consider IBE impact
	1

	1-7
	
	
	
	
	
	A-IoT R2D
	NR DL
	Needs to consider ASCS impact
	1

	1-8
	
	
	
	
	
	NR UL
	A-IoT D2R/CW
	Needs to consider ALCR impact
	1

	1-9
	
	
	
	
	
	NR DL
	A-IoT R2D 
	Device 1 with RF-ED may be cannot distinguish NR signal.
	1

	2-1
	In-band
	D1T1-A2
	Inside
	1/2a
	R2D: DL spectrum
CW: DL spectrum 
D2R: DL spectrum
	A-IoT D2R/CW 
	NR DL 
	Needs to consider ASCS impact
	2

	2-2
	
	
	
	
	
	A-IoT R2D
	NR DL
	Needs to consider ASCS impact
	2

	2-4
	
	
	
	
	
	NR DL
	A-IoT D2R/CW 
	Needs to consider IBE/ALCR
	2

	2-5
	
	
	
	
	
	NR DL
	A-IoT R2D 
	Device 1 with RF-ED may be cannot distinguish NR signal.
	2

	2-6
	In-band
	D1T1-A2
	Inside
	1/2a
	R2D: DL spectrum
CW: UL spectrum 
D2R: UL spectrum
	A-IoT  D2R/CW

	NR UL
	Needs to consider IBE impact
	1

	2-7
	
	
	
	
	
	A-IoT D2R
	NR DL
	Needs to consider ASCS impact
	1

	2-8
	
	
	
	
	
	NR UL
	A-IoT D2R/CW
	Needs to consider ALCR impact
	1

	2-9
	
	
	
	
	
	NR DL
	A-IoT R2D 
	Device 1 with RF-ED may be cannot distinguish NR signal.
	1

	3-1
	In-band
	D1T1-B
	Outside
	1/2a
	R2D: DL spectrum
D2R: UL spectrum
CW: UL spectrum
	A-IoT  D2R

	NR UL
	Needs to consider IBE impact
	1

	3-2
	
	
	
	
	
	A-IoT R2D
	NR DL
	Needs to consider ASCS impact
	1

	3-3
	
	
	
	
	
	NR UL
	A-IoT D2R
	Needs to consider ALCR impact
	1

	3-4
	
	
	
	
	
	NR DL
	A-IoT R2D
	Device 1 with RF-ED may be cannot distinguish NR signal.
	1



Simulation assumptions 
1.1.1. Reference frequency
The SID has proposed to FR1 licensed FDD spectrum, and according to the RAN1 some inputs, 900MHz is proposed for reference frequency band.
Proposal 4: 900MHz is adopted as the reference frequency for simulation assumption.
1.1.2. Simulation assumptions and parameters
Proposal 5: Adopt the following simulation assumptions and parameters in Section 2.2.2 as a starting point.
◆ Network layout model
For D1T1, the indoor network layout model in TR 38.803 and InF-DH defined in TR 38.901are adopted as a starting point.
For D1T1-A, NR UE and macro gNB are all in outdoors, and all A-IoT reader (gNB)/device are all indoors. Thus, the topology includes two BS deployments, namely outdoor (UMa: Table 2.2.2-2 )+ indoor(indoor Factory: Table 2.2.2-1), the Figure2.2.2-1 below shows the overall deployment block diagram. The red box represents the factory building, which is 100 m away from the base station (the distance from the restricted area of the base station), indicating the situation closest to the base station and the biggest interference.




[image: ]









Figure 2.2.2-1: overall deployment block diagram.
Table 2.2.2-1: Single operator layout for indoor
	Parameters
	Values
	Remark

	Scenario
	InF-DH
	

	Network layout
	60m x 120m, 18BSs
	 

	Inter-site distance
	20m
	 

	BS antenna height
	8 m
	ceiling

	A-IoT device location
	Outdoor/indoor
	Indoor
	 

	
	LOS/NLOS
	LOS and NLOS
	

	
	A-IoT device antenna height
	1.5 m
	

	A-IoT device distribution (horizontal)
	uniform dropping for indoor with minimum 2D distance of 1 m
	 

	Minimum BS – A-IoT device distance (2D)
	0 m
	 

	Channel model
	Indoor Factory
	

	BS deployment
	
18 BSs on a square lattice with spacing D, located D/2 from the walls.
-	for the small hall (L=120m x W=60m): D=20m
[image: ]
	







Table 2.2.2-2: Macro layout for outdoor
	Parameters
	Values
	Remark

	Network layout
	hexagonal grid, 19 macro sites, 3 sectors per site with wrap around
	 

	Inter-site distance
	200m (baseline)
300m (optional)
	

	BS antenna height
	25 m
	 

	NR UE location
	Outdoor/indoor
	Outdoor
	

	
	LOS/NLOS
	LOS/NLOS
	

	
	NR UE antenna height
	1.5m
	

	NR UE distribution (horizontal)
	Uniform dropping with minimum 2D distance of 1 m
	 

	Minimum BS – NR UE distance (2D)
	35 m
	 

	Channel model
	UMa
	

	BS deployment
	[image: ]

	



◆ Propagation model
Path loss
RAN1 has reached an agreement about path loss model. For D1T1, InF-DH is adopted as a starting point. 
	Agreement
The following pathloss model is used in the coverage evaluation. 
· For D1T1, 
· InF-DH defined in TR38.901 is used. 
· Decide which of the following is used for each link,
· NLOS
· LOS
· FFS: InF-SH
· For D2T2, down-select from the following path loss models
· InF-DL defined in TR38.901 where the BS path loss model is reused for intermediate-UE with antenna height of 1.5m
· InH-Office model defined in TR38.901, (a.k.a, InH_B in Report ITU-R M.2412-0) where the BS path loss model is reused for intermediate-UE with antenna height of 1.5m
· Decide which of the following is used for each link,
· NLOS
· LOS


 


More details can be shown below.
Table 2.2.2-3: Path loss model for D1T1-A/B
	
	D1T1-A1
	D1T1-A2
	D1T1-B

	R2D
	InF-DH
	InF-DH
	InF-DH

	CW2D
	InF-DH
	InF-DH
	

	NR UE  to D
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to device)
	Including three parts:
4) O-to-I penetration loss model: Low-loss model
5) Outdoor part(Indoor loss PLin, D is UE to the building)
Indoor part(Indoor loss PLin, D is the building to device)
	Including three parts:
6) O-to-I penetration loss model: Low-loss model
7) Outdoor part(Indoor loss PLin, D is UE to the building)
Indoor part(Indoor loss PLin, D is the building to device)

	D2R
	InF-DH
	InF-DH
	InF-DH

	D to NR UE
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to device)
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to device)
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to device)

	NR UE to Reader
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)

	Reader to NR UE 
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)
	including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)
	Including three parts:
1) O-to-I penetration loss model: Low-loss model
2) Outdoor part(Indoor loss PLin, D is UE to the building)
3) Indoor part(Indoor loss PLin, D is the building to Reader)

	D to gNB
	Uma+ indoor part
	Uma+ indoor part
	Uma+ indoor part

	gNB to D
	Uma+ indoor part
	Uma+ indoor part
	Uma+ indoor part


Antenna pattern
BS antenna configuration
2 or 4 antenna elements, with (M,N,P,Mg,Ng)=(1,1,2,1,1) or (2,1,2,1,1)
Intermediate UE/A-IoT device antenna configuration
1 element (vertically polarized), Isotropic antenna gain pattern
◆Noise Figure
Noise figure for BS and intermediate UE/NR UE is assumed as 9dB. For device1, LP-WUS simulation assumption worst value of 24dB is proposed as a starting point (section 6.2.2 in TR 38.869). For device 2a/2b, 15dB is adopted as a starting point.
◆ Other simulation parameters
	Parameters
	Topo1
	Topo2

	Carrier Frequency
	900MHz 
	900MHz 

	A-IoT device type
	Device1/2a/2
	Device1/2a/2b

	Channel bandwidth
	10MHz,20MHz
	10MHz,20MHz

	BB filter order
	3/5 Butterworth filter
	3/5 Butterworth filter

	Scheduled channel bandwidth per A-IoT (DL)
	180KHz
	180KHz

	Scheduled channel bandwidth per A-IoT (UL)
	180KHz
	180KHz

	The number of active A-IoT (DL)
	1
	1

	The number of active A-IoT (UL)
	1
	1

	Traffic model
	Full buffer
	Full buffer

	BS antenna gain (dBi)
	5
	8

	NR UE and intermediate UE antenna gain (dBi)
	X/5
	5/5

	Device antenna gain(dBi)
	0
	0

	BS max TX power in dBm
	33dBm
	46dBm

	NR UE max TX power in dBm
	23dBm
	23dBm/26dBm

	CW max TX power in dBm
	CW inside(33dBm)
CW outside( FFS)
	CW inside(23dBm/26dBm)
CW outside( FFS)

	Intermediate UE max TX power in dBm
	/
	23dBm

	A-IoT Device max TX power in dBm
	-10dBm
	-10dBm

	RF impairment
	SFO: 105ppm (for device 1/2a)
CFO: 200 ppm (for device2b)
	SFO: 105ppm (for device 1/2a)
CFO: 200ppm (for device 2b)

	Handover margin
	0dB
	0dB



◆Performance metrics
For NR/LTE UE and intermediate UE, BLER should be less than 1%.
For A-IoT UE, BLER is 1% is proposed as a starting point.
Co-existence simulation methodology
Section 5.3 in TR 38.803 is proposed as a starting point.
Adopt following simulation steps.

1.	Aggressor and victim network are generated.
-	UEs are distributed randomly across the network.
2.	UE associations: UEs are associated to base station based on coupling loss.
-	Associations are made assuming a single element at both UE and BS.
3.	Once association is done, round robin scheduling is used. BF weights are adjusted to point to the LOS direction between BS-UE. This is done for both victim and aggressor networks.
4.	Throughput is computed in the victim systems without considering ACI as below:
-	, where  is the inter-cell interference.
5.	Throughput is computed considering ACI as below:
-	, where  is the adjacent channel interference.
6.	RF parameters are determined based on the degradation cause by ACI as below:
-	.

In addition,  
Proposal 6: The above simulations steps are adopted as a starting point.
Initial simulations results
◆UL A-IoT vs UL NR UE
[image: ]In this part, we provide the initial simulation results about UL co-existence, A-IoT is in-band NR deployment. We evaluated the A-IoT UL (NR UE UL aggressor vs A-IoT UL victim) and NR UE UL (A-IoT UL aggressor vs NR UE UL victim performance in topology1.
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Figure 2.4-1: layout of BS/NR UE with A-IoT device                       Figure2.4-2: deployment for in-band NR
Table 2.4-1: simulation parameters of UL co-existence
	Parameter
	Value

	Carrier frequency (GHz)
	900MHz

	SCS for NR
	15kHz

	Tx power of emitter (dBm)
	33

	Tx power of legacy UE (dBm)
	23

	Distance between emitter and A-IoT device(m)
	10

	backscatter loss(dB)
	5

	Transmission bandwidth of A-IoT device
	180kHz

	Height of emitter(m)
	5

	Height of gNB(m)
	8

	Height of device(m)
	2

	Distance between  emitter and A-IoT device(m)
	10

	Distance between Device and gNB(m)
	15

	Distance between emitter and gNB(m)
	15

	Path loss between A-IoT device and emitter
	InF-DH NLOS in TS38.910

	Path loss between A-IoT device and gNB(m)
	InF-DH NLOS in TS38.910

	Path loss between emitter and gNB(m)
	InF-DH NLOS in TS38.910

	Path loss between NR UE and gNB(m)
	InF-SH NLOS in TS38.910

	Coding in A-IoT UL
	DNRZ

	Bandwidth of NR UE
	10M

	Sample rate of NR UE
	15.36MHz

	PRB number of NR UL
	50

	Modulation of NR UE
	256QAM

	BER
	10-3


In the process of simulation, we gradually moved the NR UE away from the BS, increasing the distance by 50 meters each time, from 100 meters until the distance between the NR UE and the BS reached 500 meters. We calculate the values of averaged EVM for every RB to get the guard RB number between NR and A-IoT compared with 3.5% of EVM. Simulation results are shown in the figures as follows. In Figure 2.4-3, the result shows that guard RB is 1 to meet the 3.5% of EVM when the distance between the NR UE and BS is 100m.The number of guard RB is increasing with the distance gradually add. The number of guard RB is 4 when the distance is 400m.
· NR UE UL performance (A-IoT UL as aggressor) 
[image: ][image: ] 




  
Figure 2.4-4: EVM of 256QAM when TXRX distance=100m              Figure 2.4-4: EVM of 256QAM when TXRX distance=400m
Observation 1: With the increase of distance between BS and NR UE, the number of guard RB required increases gradually. When the distance is up to 400m, the Guard RB is 4 for 256QAM of NR UE.
In addition, we gradually moved the NR UE away from the BS, increasing the distance by 50 meters each time, from 100 meters until the distance between the NR UE and the BS reached 500 meters and adjusting the bit rate of the A-IoT device. We calculate the values of averaged EVM for every RB to get the Guard RB number between NR and A-IoT compared with 3.5% of EVM. The result is shown as follows.
[image: ]









Figure 2.4-5: Bit rate of A-IoT device vs EVM of distance
Observation 2: There is no need to guard RB when the distance between BS and NR UE ≤ 400m and the bit rate ≤14kbps.
· A-IoT device UL performance (NR UE UL as aggressor) 
[image: ][image: ]Similarly, we gradually moved the NR UE away from BS, increasing the distance by 50 meters each time, from 100 meters until the distance between the NR UE and BS reached 350 meters. At the same time, we also get the result is shown in figure 2.4-7 from 10meters to 90meters.We calculate the values of averaged EVM for every RB to get the guard RB number between NR and A-IoT compared with 30% of EVM. The result is shown in Figure 2.4-6.We can see that when the distance is fixed, EVM decreases as the number of guard RB increases. And EVM is gradually reduced with the distance is increasing when the number of guard BR is fixed.
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Number of Guard RB


Figure 2.4-6: Different distance between BS and NR UE vs Guard RB          Figure 2.4-7: Different distance between BS and NR UE vs Guard RB 
Observation 3: EVM is below 30% when the number of guard BR is 3 and the distance between BS and NR UE is 10meters.
In addition, we also simulated the change of BER of A-IoT device with guard RB at different distances between UE and gNB. The code rate of A-IoT is 42kbps, the result is shown in figure 2.4-9.
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Figure 2.4-8: Guard RB with In-band NR                                  Figure 2.4-9: BER of A-IoT device with different distance and guard RB
Observation 4: When the number of guard RB is5 and the distance between BS and NR UE is 10meters, the BER of A-IoT device is lower than 10-3.
Multiple A-IoT operators co-existence
To improve A-IoT system capacity and spectrum efficiency, FDMA should be studied for R2D transmission, especially for multiple A-IoT operators’ coexistence scenario. FDMA divides different frequency resource units in the frequency domain which are used for data transmission by different devices. Ideally, the frequency resource units should not overlap with each other, and a guard band may be needed between adjacent frequency resource units.
However, due to relatively large RF filter (Matching Network) bandwidth in front of RF envelop detection, e.g., 10MHz, reader may have to reserve at least 10MHz system bandwidth for A-IoT R2D transmission to avoid any interference falling into the RF envelop detector, i.e., Bsys,R2D = 10MHz. Specifically, within the wide system bandwidth, only one R2D signal can be transmitted at one instance; otherwise, if multiple R2D signals are simultaneously transmitted by FDMA within the wide system bandwidth, all others R2D signals will be absorbed by the RF envelop detector, which will greatly affect the performance. Considering that the spectrum allocated for A-IoT systems may be limited, if the total spectrum is less than twice of system bandwidth Bsys,R2D, FDMA may not be feasible without any improvements. 
[bookmark: _GoBack]To increase system deployment flexibility and save the spectrum allocated for A-IoT system, FDMA divides different frequency resource units for different operators in the frequency domain which are used for different devices deployed in different operators. That is to say, the frequency resource can divide into two R2D signal channel, as shown in Figure 2.5-1. Two R2D signal channels are allocated at the edge of the A-IoT system bandwidth and for different operators, at the same time defining the system bandwidth Gap in the overlapped frequency resource, guaranteeing that there is no signals transmitted in the system bandwidth Gap, FDMA can still be achieved without introducing any interference between these two R2D channels. 
Comparing with only one R2D signal channel within one system bandwidth, the total bandwidth to achieve FDMA is (2×Bsys,R2DGap), which obviously saves the spectrum resources and improve spectrum efficiency. Therefore, FDMA should be studied for R2D transmission for multiple A-IoT operators’ coexistence scenario.
[image: ]
Figure 2.5-1: one possible FDM candidate for multiple A-IoT operators scenario 
Proposal 7: Multiple A-IoT operators co-existence scenario should be investigated in Rel-19 A-IoT.
Conclusions
In this paper, we provide our views on co-existence between A-IoT and NR/UE, we have made the following observations and proposals. 
Proposal 1: For co-existence evaluation, In-band to NR deployment should be the first priority, and guard-band to NR/LTE can be second priority.
Proposal 2: The following aspects and/or scenarios should be given higher priority for in-band coexistence evaluation:
· Outdoor NR UE
· Device1/2a with RF-ED
· For D1T1: R2D in DL spectrum, CW in UL spectrum 
· For D2T2: R2D in UL spectrum, CW in DL spectrum (Second priority comparing with D1T1)
Proposal 3: Adopt the Table 1 as the proposed scenarios for in-band coexistence evaluation.
Proposal 4: 900MHz is adopted as the reference frequency for simulation assumption.
Proposal 5: Adopt the following simulation assumptions and parameters in Section 2.2.2 as a starting point.
Proposal 6: The above simulations steps are adopted as a starting point.
Observation 1: With the increase of distance between BS and NR UE, the number of guard RB required increases gradually. When the distance is up to 400m, the Guard RB is 4 for 256QAM of NR UE.
Observation 2: There is no need to guard RB when the distance between BS and NR UE ≤ 400m and the bit rate ≤14kbps.
Observation3: EVM is below 30% when the number of guard BR is 3 and the distance between BS and NR UE is 10meters.
Observation 4: When the number of guard RB is5 and the distance between BS and NR UE is 10meters, the BER of A-IoT device is lower than 10-3.
Proposal 7: Multiple A-IoT operators co-existence scenario should be investigated in Rel-19 A-IoT.
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[1] RP-234058, New SID: Study on solutions for Ambient IoT (Internet of Things)in NR, Huawei, INC.TSG-RAN 102
[2] RAN1#116bis, Session notes for 9.4 Study on solutions for Ambient IoT in NR
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