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1 Introduction
In the agreed WF (R4-2302990) [1], the open issues are listed as follows.
	· Method of BS EMC enhancement
· A clear and detailed explanation of “common HW” with existing terminology.
· Introduce manufacturer declaration-based approach to identify the worst case for testing, and apply the test simplification on the RATs handled in baseband with “common HW”.
Option 1: for the BS products which use the “common HW” it is possible to reduce the number of tested cases to a subset of test cases, so that the same hardware is not tested multiple times.
· Principles for BS EMC enhancement
· For EMC immunity test, investigate if NR and E-UTRA cover UTRA.
Option 1: NR and E-UTRA covers UTRA.
Option 2: All of NR, E-UTRA and UTRA should be tested.
Option 3: …
· For EMC immunity test, investigate if NB-IoT covers GSM.
Option 1: NB-IoT covers GSM.
Option 2: Both GSM and NB-IoT should be tested.
Option 3: …
· Investigate existing CSs/TCs in TS 37.141 & TS 37.145 can cover the outcome of test simplification.
· Companies are encouraged to provide the detailed plan of implementation of test simplification. 



During RAN4#106, it was agreed to introduce the concept of “common HW” in TS 37.113 [2], while the explanation of it was listed as one of open issues for further study. In this contribution, we would like to provide the explanation of “common HW”. In addition, we would like to provide our opinions on other open issues, and proposals on how to implement them in TS 37.113 [2] for EMC immunity tests.
2 Discussion
Explanation of “Common HW” concept and its utility
Based on offline discussion during RAN4#106, the concept of “common HW” was agreed by all stakeholders, in an effort to identify hardware configurations that can benefit from the proposed test optimization techniques. The remaining issue is how to describe it in TS 37.113 [2] and make it clear to all readers. 
The concept of “Common HW” is used to describe a type of radio digital unit/baseband. In TS 37.113 [2], the definition of radio digital unit/baseband is, “Equipment which contains base band and functionality for controlling Radio unit.” Starting from this definition, we want to introduce the radio digital unit/baseband with common HW for all RATs, which have the ability to handle all RATs through common active components. Such unit will have no RAT-specific HW blocks.
Proposal 1: Radio digital unit with Common HW for all RATs, describes a type of digital unit/baseband which has the ability to handle the signals from all RATs in common active components.
Furthermore, we want to introduce the definition of True MSR BS, which is helpful for manufacturer to decide if their products are applicable to simplification.
Proposal 2:  A MSR BS employing a radio digital unit with common HW for all RATs, and there are no RAT-specific hardware blocks, can be called True MSR BS and becomes the object of reducing number of tested RATs.
Simplification of current framework of test configurations for immunity tests
In R4-2300443 [3] submitted to RAN4#106, there was one proposal as follows, suggesting using multi-RAT configuration to cover single RAT configuration, which is reasonable as part of the EMC enhancement work. 
	Proposal 2:  In order to optimize test configurations for EMC testing, testing with the MSR multi-RAT configuration covers all supported single-RAT configurations being then in line with 3GPP TS 37.141 and 3GPP AAS TS 37.145-1/-2 interpretation.



Under the current framework of clause 4.5 BS test configurations in TS 37.113, all supported CSs need to be tested. In TS 37.113, clause 4.5, CS1, CS2 and CS8 are the single RAT test configurations of MSR BS, which representing for UTRA, E-UTRA and NB IoT SA, respectively. 
Example 1: a MSR BS supports UTRA and E-UTRA, according to table 4.5-1/2 in TS 37.113, CS1, CS2 and CS3 need to be tested. 
Example 2: furthermore, if a MSR BS supports UTRA, E-UTRA and NB IoT SA, at most, CS1, CS2, CS8, CS3, CS10, CS11 and CS14 need to be tested.
However, from EMC testing perspective, testing CS3 is sufficient in Example 1, and CS14 is sufficient in Example 2, for EMC performance validation. Testing of single RAT CSs (CS1, CS2, CS8), as well as the CSs including two RATs (CS3, CS10, CS11) only leads to redundant measurements and test results.
Observation 1: For immunity testing, considering all declared supported CSs leads to redundant measurements.
Therefore, for the current framework of clause 4.5 BS test configurations, we propose to not test all supported CSs, when all declared supported RATs can be included in one or two CSs. 
Proposal 3: For the current framework in clause 4.5 BS test configurations for immunity tests, only test up to two CSs with the largest number of RATs, which include all declared supported RATs, and all subsets of supported CSs are not required to be tested.
NOTE: The condition is that product supporting all CSs shall have the same output power, otherwise, the CS with the highest output power shall be tested.
Method for reducing number of tested RATs for immunity tests
The discussion of the following two principles were provided in R4-2215958, R4-2219343, R4-2302206, based on theoretical analysis, measurements, as well as many years of practical experience. Hence, we will not repeat them here. Nevertheless, it is worth to mention that we agree with option 1 for both principles, i.e., NR and E-UTRA covers UTRA, and NB-IoT covers GSM. 
	· Method of BS EMC enhancement
· Introduce manufacturer declaration-based approach to identify the worst case for testing, and apply the test simplification on the RATs handled in baseband with “common HW”.
Option 1: for the BS products which use the “common HW” it is possible to reduce the number of tested cases to a subset of test cases, so that the same hardware is not tested multiple times.
· Principles for BS EMC enhancement
· For EMC immunity test, investigate if NR and E-UTRA cover UTRA.
Option 1: NR and E-UTRA covers UTRA.
Option 2: All of NR, E-UTRA and UTRA should be tested.
Option 3: …
· For EMC immunity test, investigate if NB-IoT covers GSM.
Option 1: NB-IoT covers GSM.
Option 2: Both GSM and NB-IoT should be tested.
Option 3: …



In the followings, we deal with the question of implementation of the above principles in TS 37.113. Since the reduction of the tested RATs will be the alternative of the currently existing framework (as agreed in R4-2302990 [1]), and will be based on manufacturer declaration of common hardware, the first step is to check if a MSR BS fulfils the condition of being “true multi-standard”. If manufacturer declares a MSR BS to be True MSR BS, it can carry out the reduction of the tested RATs, otherwise, continue with clause 4.5 for test configurations in TS 37.113 [2]. 
Proposal 4: Condition of “True MSR BS” is based on the product type declared by the manufacturer.
The following discussion focuses on the enhancement of EMC immunity tests. However, how to implement them in TS 37.113 is presented in Section 2.4 in the form of a draft CR (without CR cover). 
In Table 1, the captions and header lines of Table 4.5-1, Table 4.5-1a, Table 4.5-1b, and Table 4.5-1c are copied from TS 37.113, which are marked out. Considering Proposal 3 in this paper, only the CS with the largest number of RATs that declared by a MSR BS is taken into account. The capability set that is considered sufficient is based on the existing RATs in one Capability Set, e.g., CS7, which contains GSM, UTRA, E-UTRA, and optional NB IoT in-band/guard band. If NB IoT in-band/guard band is supported, by using NB IoT in-band/guard band to cover GSM, and E-UTRA to cover UTRA, the RATs in CS7 can be reduced to E-UTRA and NB IoT in-band/guard band, which is corresponding to CS2. If NB IoT in-band/guard band is not supported, the RATs in CS7 can be reduced to GSM and E-UTRA, which is corresponding to CS5. The rest Capability Sets can be reduced by analogy.
Table 1 EMC enhancement under the existing tables in TS 37.113
	Table 4.5-1: Test configurations for single-band Multi-RAT capable MSR BS (CS3-6)
	Capability Set
	UTRA + E-UTRA.
NB-IoT in-band,
NB-IoT guard band
(Note 2, Note 3) (CS 3)
	GSM+ UTRA 
(CS 4)
	GSM + 
E-UTRA, 
NB-IoT in-band,
NB-IoT guard band
(Note 2, Note 3)
(CS 5)
	GSM + UTRA + E-UTRA,
(CS 6)
	GSM+UTRA/ 
E-UTRA, UTRA+
E-UTRA, 
NB-IoT in-band, 
NB-IoT guard band
(CS7)

	Sufficient CS for True MSR BS 
	E-UTRA.
NB-IoT in-band,
NB-IoT guard band
(CS 2)
	--
	E-UTRA, 
NB-IoT in-band,
NB-IoT guard band
(CS 2)*
	GSM + 
E-UTRA
(CS 5)
	E-UTRA, 
NB-IoT in-band,
NB-IoT guard band
(CS 2)*

	
	
	
	--
	
	GSM + 
E-UTRA
(CS 5)

	*) means that either in-band or guard band is supported, otherwise, no EMC enhancement for narrowband RATs for this CS.



Table 4.5-1a: Test configurations for single-band Multi-RAT capable MSR BS (CS9-13)
	Capability Set
	GSM+NB-IoT standalone 
(CS 9)
	UTRA +
NB-IoT standalone (CS 10)
	E-UTRA + NB-IoT standalone
(CS 11)
	GSM+UTRA+NB-IoT standalone (CS 12)
	GSM+ E-UTRA+ NB-IoT standalone 
(CS 13)

	Sufficient CS for True MSR BS
	NB-IoT standalone
(CS 8)
	--
	--
	UTRA+NB-IoT standalone
(CS 10)
	E-UTRA+ NB-IoT standalone 
(CS 11)



Table 4.5-1b: Test configurations for single-band Multi-RAT capable MSR BS (CS14-17)
	Capability Set
	UTRA + E-UTRA +
NB-IoT standalone (CS 14)
	GSM + UTRA + E-UTRA + NB-IoT standalone
(CS 15)
	NR + E-UTRA 
NB-IoT in-band
NB-IoT guard band
(CS 16)
	NR + NB-IoT standalone + E-UTRA
NB-IoT in-band
NB-IoT guard band
(CS 17)

	Sufficient CS for True MSR BS
	E-UTRA+ NB-IoT standalone 
(CS 11)
	E-UTRA+ NB-IoT standalone 
(CS 11)
	--
	--



Table 4.5-1c: Test configurations for single-band Multi-RAT capable MSR BS (CS18-19)
	Capability Set
	GSM + NR + E-UTRA
NB-IoT in-band (NOTE 2)
NB-IoT guard band (NOTE3)
(CS 18)
	UTRA + NR + E-UTRA
NB-IoT in-band (NOTE 2)
NB-IoT guard band (NOTE 3)
(CS19)

	Sufficient CS for True MSR BS
	NR + E-UTRA 
NB-IoT in-band
NB-IoT guard band
(CS 16)*
	NR + E-UTRA 
NB-IoT in-band
NB-IoT guard band
(CS 16)

	
	--
	

	*) means that either in-band or guard band is supported, otherwise, no EMC enhancement for narrowband RATs for this CS.






The band categories (BC) under each original CS are checked, as shown in Table 2. There is no need for introducing a new BC, i.e., the CSs in the second lines in the tables. For example, the CS2, CS11 and CS16 are capable of BC1, BC2 and BC3 (Note: For the information of BCs under each CS, please refer to clause 4.5 in TS 37.113 [2]). CS5 (BC2) is the sufficient alternative to both CS6 and CS7, which are only capable of BC2. CS8 (BC1 and BC2) is the sufficient alternative to CS9 (BC2). CS10 (BC1 and BC2) is the sufficient alternative to CS12 (BC2).
Table 2 Comparison of band categories between the CSs with original number and “new” number 
		Declared Capability Set
	CS3
(BC1, BC2, BC3)
	CS4
(BC2)
	CS5
(BC2)
	CS6
(BC2)
	CS7
(BC2)

	Sufficient CS for True MSR BS
	CS2
(BC1, BC2, BC3)
	--
	CS2*
(BC1, BC2, BC3)
	CS5
(BC2)
	CS2*
(BC1, BC2, BC3)

	
	
	
	--
	
	CS5
(BC2)

	*) means that either in-band or guard band is supported, otherwise, no EMC enhancement for narrowband RATs for this CS.



	Declared Capability Set
	CS9
(BC2)
	CS10
(BC1, BC2)
	CS11
(BC1, BC2, BC3)
	CS12
(BC2)
	CS13
(BC2)

	Sufficient CS for True MSR BS
	CS8
(BC1, BC2)
	--
	--
	CS10
(BC1, BC2)
	CS11
(BC1, BC2, BC3)



	Declared Capability Set
	CS14
(BC1, BC2, BC3)
	CS15
(BC2)
	CS16
(BC1, BC2, BC3)
	CS17
(Bc1, BC2, BC3)

	Sufficient CS for True MSR BS
	CS11
(BC1, BC2, BC3)
	CS11
(BC1, BC2, BC3)
	--
	--



	Declared Capability Set
	CS18
(BC2)
	CS19
(BC2)

	Sufficient CS for True MSR BS
	CS16*
(BC1, BC2, BC3)
	CS16
(BC1, BC2, BC3)

	
	--
	

	*) means that either in-band or guard band is supported, otherwise, no EMC enhancement for narrowband RATs for this CS.






To summarize, the following 10 CSs defined in TS 37.141 [4] for EMC immunity tests of True MSR BS, MSR and MSDU are applicable, CS1, CS2, CS4, CS5, CS8, CS10, CS11, CS16, CS17, and CS18. It is worth to mention that these CSs (as well as the corresponding TCs) are already defined in TS 37.141 [4]. Therefore, the following open issue is partly answered that existing CSs/TCs in TS 37.141 can cover the outcome of test simplification, and no new CSs/TCs need to be defined.
	· Investigate existing CSs/TCs in TS 37.141 & TS 37.145 can cover the outcome of test simplification.



Implementation of EMC enhancements in TS 37.113
The form of draft CR (without CR cover) is used to present the proposed way of implementing the proposed enhancements in TS 37.113.
------------------------------------------start of changes-------------------------------------------------
[bookmark: _Toc21020024][bookmark: _Toc29763717][bookmark: _Toc45870703][bookmark: _Toc61113482][bookmark: _Toc74844093][bookmark: _Toc76504072]4.5	BS test configurations
The present clause defines the BS test configurations that shall be used for demonstrating conformance. This is specified in table 4.5-1, 4.5-1a and 4.5-1b for multi-RAT capable MSR Base Stations, in table 4.5-2 for single-RAT capable BS and in table 4.5-3 for multi-band capable BS. For other BS supporting more than one RAT (other than MSR BS), table 4.5-2 applies separately for each RAT supported. 
The test configurations apply according to the declared RAT Capability Set (CS) of the MSR Base Station according to subclause 4.7 of TS 37.141 [11] and the Band Category of the declared operating band (BC1, BC2 or BC3), as listed in the heading of each table. 
For a BS declared to support multiple RATs, leading to support multiple CSs, only the CSs with the largest number of RATs, which include all declared supported RATs shall be used, and all subsets of supported CSs are not required to be tested for immunity tests.
The test configurations (TCx) are defined in TS 37.141 [11], subclause 4.8.
For a BS declared to be capable of contiguous operation only, the test configuration(s) in tables 4.5-1 and 4.5-2 denoted by a "C" shall be used for testing. 
For a BS declared to be capable of contiguous and non-contiguous operation and where the parameters in the manufacture's declaration according to subclause 4.7.2 of TS 37.141 [11] are identical for contiguous and non-contiguous operation, the test configurations denoted by "CNC" shall be used.
For a BS declared to be capable of contiguous and non-contiguous operation and where the parameters in the manufacture's declaration according to subclause 4.7.2 of TS 37.141 [11] are not identical for contiguous and non-contiguous operation, the test configurations denoted by "C/NC" shall be used for testing.
For a BS declared to support NB-IoT operating in-band, the test configuration(s) in table 4.5-1 and 4.5-2 denoted by "NI" shall be used for testing.
For a BS declared to support NB-IoT operating in guard band, the test configuration(s) in table 4.5-1 and 4.5-2 denoted by "NG" shall be used for testing.
For a BS declared to support NB-IoT operating in guard band and in-band, the test configuration(s) in table 4.5-1 and 4.5-2 denoted by "NG" or/and "NI" shall be used for testing.
For a BS declared to support NB-IoT standalone, the test configuration(s) in table 4.5-1a, 4.5-1b and 4.5-2 and entries that refer to single-RAT specifications shall be used for testing.
For a BS declared to
· employ radio digital unit which has the ability to handle the signals from all RATs in common active components and
· have no RAT-specific hardware blocks,
it is sufficient to only test the CSs specified in tables A.3-1, A.3-1a, A.3-1b and A.3-1c for immunity testing.
For immunity tests:
-	The communication link for the RAT(s) listed in the table shall be established according to subclause 4.2.
-	Tests for ports relating to the RAT(s) supported shall be performed according to subclause 4.1.
------------------------------------------end of changes-------------------------------------------------

------------------------------------------start of changes-------------------------------------------------
[bookmark: _Toc21020104][bookmark: _Toc29763797][bookmark: _Toc45870783][bookmark: _Toc61113562][bookmark: _Toc74844173][bookmark: _Toc76504152]A.2	Assessment of BER at the output of a receiver
The BER at the output of the receiver may be assessed using either of the techniques described below.
[bookmark: _Toc21020105][bookmark: _Toc29763798][bookmark: _Toc45870784][bookmark: _Toc61113563][bookmark: _Toc74844174][bookmark: _Toc76504153]A.2.1	Assessment of BER using RXQUAL
The value of the RXQUAL reported by the BTS or BSS shall be monitored using suitable test equipment.
[bookmark: _Toc21020106][bookmark: _Toc29763799][bookmark: _Toc45870785][bookmark: _Toc61113564][bookmark: _Toc74844175][bookmark: _Toc76504154]A.2.2	Assessment of BER using reported BER
The BER of the class 2 bits at the output of the receiver shall be assessed using suitable test equipment.
If the EUT does not support TCH/FS, the manufacturer shall declare the logical channel for which the performance shall be assessed, and the corresponding performance criteria.
NOTE:	This can be performed by a "test loopback" which uses the transmitter of the BTS to return the data which has been decoded by the receiver back to the test equipment which generated the bit sequence. For immunity tests of signal ports, the "test loopback" includes an external connection between signal ports.
A.3 Simplified immunity testing 
A.3.1 Conditions for applicability
This clause is only applicable if the BS is declared to
· employ radio digital unit which has the ability to handle the signals from all RATs in common active components and
· have no RAT-specific hardware blocks, 
Note: If the above conditions are not met, test configurations in clause 4.5 shall apply.
A.3.2 Test configurations
The test configurations (TCx) shall be associated to the sufficient CSs according to tables 4.5-1, 4.5-1a, 4.5-1b and 4.5-1c, instead of the declared CSs in tables A.3-1, A.3-1a, A.3-1b and A.3-1c. 
Example: A BS declared to support CS9 (corresponding to TC9 in table 4.5-1a) in table A.3-1a, will be tested using TC8 (corresponding to CS8 in table 4.5-2).
Table A.3-1: Enhancement of test configurations shown in table 4.5-1
	Declared Capability Set
	CS3 (U, E, IoT NI/NG)
	CS4 (G, U)
	CS5 (G, E, IoT NI/NG)
	CS6 (G, U, E)
	CS7 (G, U, E, IoT NI/NG)

	Sufficient CS for testing
	CS2 (E, IoT NI/NG)
	--
	CS2* (E, IoT NI/NG)
	CS5 (G, E)
	CS2* (E, IoT NI/NG)

	
	
	
	--
	
	CS5 (G, E, IoT NI/NG)

	NOTE 1: *) means that either NB-IoT in-band or guard band is supported, otherwise, no EMC enhancement for GSM for this CS.
NOTE 2: G, U, E and IoT NI/NG stand for GSM, UTRA, E-UTRA and NB-IoT in-band/guard band.



Table A.3-1a: Enhancement of test configurations shown in table 4.5-1a
	Declared 
Capability Set
	CS9 (G, IoT SA)
	CS10 (U, IoT SA)
	CS11 (E, IoT SA)
	CS12 (G, U, IoT SA)
	CS13 (G, E, IoT SA)

	Sufficient CS for testing
	CS8 (IoT SA)
	--
	--
	CS10 (U, IoT SA)
	CS11 (E, IoT SA)

	NOTE 1: G, U, E and IoT SA stand for GSM, UTRA, E-UTRA and NB-IoT standalone.



Table A.3-1b: Enhancement of test configurations shown in table 4.5-1b
	Declared 
Capability Set
	CS14 (U, E, IoT SA)
	CS15 (G, U, E, IoT SA)
	CS16 (N, E, IoT NI/NG)
	CS17 (N, IoT SA, E, IoT NI/NG)

	Sufficient CS for testing
	CS11 (E, IoT SA)
	CS11 (E, IoT SA)
	--
	--

	NOTE 1: G, U, E, IoT NI/NG, IoT SA and N stand for GSM, UTRA, E-UTRA, NB-IoT in-band/guard band, NB IoT standalone and NR.



Table A.3-1c: Enhancement of test configurations shown in table 4.5-1c
	Declared 
Capability Set
	CS18 (G, N, E, IoT NI/NG)
	CS19 (U, N, E, IoT NI/NG)

	Sufficient CS for testing
	CS16* (N, E, IoT NI/NG)
	CS16 (N, E, IoT NI/NG)

	
	--
	

	NOTE 1: *) means that either NB-IoT in-band or guard band is supported, otherwise, no EMC enhancement for GSM for this CS.
NOTE 2: G, U, E, IoT NI/NG and N stand for GSM, UTRA, E-UTRA, NB-IoT in-band/guard band and NR.



Note: The sufficient set of CSs was derived based on following principles:
· For BS declared to support both E-UTRA (or NR) and UTRA, UTRA needs not to be configured.
· For BS declared to support both NB-IoT and GSM, GSM needs not to be configured.
[bookmark: _Toc21020107][bookmark: _Toc29763800][bookmark: _Toc45870786][bookmark: _Toc61113565][bookmark: _Toc74844176][bookmark: _Toc76504155]
Annex B (informative):
Change history
------------------------------------------end of changes-------------------------------------------------
3 Conclusion
In this contribution, the explanation of “common HW” is proposed, to help manufacturers identify if their products are applicable to EMC enhancement. 
Besides, current framework of clause 4.5 BS test configurations in TS 37.113 is discussed, and only a limited number of the declared supported CSs of MSR BS need to be tested for EMC testing purpose. 
Furthermore, the implementation of EMC enhancement for immunity tests in TS 37.113 is presented. 
Proposal 1: Radio digital unit with Common HW for all RATs, describes a type of digital unit/baseband which has the ability to handle the signals from all RATs in common active components.
Proposal 2:  A MSR BS employing a radio digital unit with common HW for all RATs, and there are no RAT-specific hardware blocks, can be called True MSR BS and becomes the object of reducing number of tested RATs.
Observation 1: For immunity testing, considering all declared supported CSs leads to redundant measurements.
Proposal 3: For the current framework in clause 4.5 BS test configurations for immunity tests, only test up to two CSs with the largest number of RATs, which include all declared supported RATs, and all subsets of supported CSs are not required to be tested.
Proposal 4: Condition of “True MSR BS” is based on the product type declared by the manufacturer.
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