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1 Introduction
In RAN4 #106 meeting, the study phase of R18 EMC enhancement is ended. Some agreements have been reached in WF[1]. The implementation phase will start from RAN4 #106bis meeting.
2 Discussions
The agreements from WF[1] in RAN4#106 meeting are listed below: 
Agreements:
· Regarding the BS EMC enhancement of EMC immunity test, introduce the concept of “common HW” for radio digital unit/baseband, which makes the MSR BS products applicable to EMC enhancement are the subset of MSR BS defined in TS 37.113 [6]. A clear and detailed explanation of “common HW” is FFS, based on the existing terminology.
· Keep the currently existing framework (fully tested) remaining as fallback solution.
· For MSR BS where RATs are handled in “common HW”, the discussed test simplification is an alternative of the currently existing framework.

Open issues for further study:
· Method of BS EMC enhancement
· A clear and detailed explanation of “common HW” with existing terminology.
· Introduce manufacturer declaration-based approach to identify the worst case for testing, and apply the test simplification on the RATs handled in baseband with “common HW”.
Option 1: for the BS products which use the “common HW” it is possible to reduce the number of tested cases to a subset of test cases, so that the same hardware is not tested multiple times.
· Principles for BS EMC enhancement
· For EMC immunity test, investigate if NR and E-UTRA cover UTRA.
Option 1: NR and E-UTRA covers UTRA.
Option 2: All of NR, E-UTRA and UTRA should be tested.
Option 3: …
· For EMC immunity test, investigate if NB-IoT covers GSM.
Option 1: NB-IoT covers GSM.
Option 2: Both GSM and NB-IoT should be tested.
Option 3: …
· Investigate existing CSs/TCs in TS 37.141 & TS 37.145 can cover the outcome of test simplification.
· Companies are encouraged to provide the detailed plan of implementation of test simplification. 
Observation 1: Test simplification should only apply on the MSR BS with “common hardware”.
Observation 2: Use existing terminology to explain “common hardware”.
Observation 3: Investigate whether NR and E-UTRA covers UTRA.
Observation 4: Investigate whether NB-IoT covers GSM.
From the WF[1] the EMC test simplification should only apply on the MSR BS with “common hardware”. But the word “common hardware” should be explained with existing terminology. Our suggestion is that use the wording MSR BS that shares same baseband components to instead “common hardware” MSR BS.
Proposal 1: Use the wording “MSR BS that shares same baseband components” to instead “common hardware MSR BS”.
In observation 3&4, the feasibility of NR and E-UTRA covers UTRA and NB-IoT covers GSM are asked to investigate. Based on the discussion in the previous meeting and experience of daily work, the immunity ability of E-UTRA and NR is worse than UTRA. Therefore we can illustrate that NR and E-UTRA can cover UTRA in EMC immunity test for “common hardware” MSR BS.
For NB-IoT and GSM, GSM that is usually worked under larger power compare with NB-IoT would have better behaviour in EMC immunity test. Therefore, GSM can be covered by NB-IoT in EMC immunity test for “common hardware” MSR BS.
Proposal 2: Based on discussion in previous meeting and experience of daily work, NR and E-UTRA can cover UTRA.
Proposal 3: GSM that usually carried out by larger power would have better behaviour in immunity test. Therefore NB-IoT can bu used to cover GSM.
We assume proposal 2 and proposal 3 is approved. Then we can simplify the MSR BS test configuration as following:
	Capability sets
	RATs included in existing Spec.
	RATs included after simplification based on proposal 2&3
	Corresponding CS’s test configuration after simplification

	CS1
	UTRA (MC) capable BS (CS1)
	Remain unchange
	CS1

	CS2
	E-UTRA (MC) capable BS (CS2)
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	Remain unchange
	CS2

	CS3
	UTRA + E-UTRA.
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	E- UTRA,
NB-IoT in band, NB-IoT guard band
	CS2

	CS4
	GSM+ UTRA
	Remain unchange
	CS4

	CS5
	GSM + E-UTRA,
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	E-UTRA,
NB-IoT in-band, NB-IoT guard band
	CS2 for NB-IoT exist

	
	
	
	CS5 for NB-IoT does not exist

	CS6
	GSM + UTRA + E-UTRA
	GSM + E-UTRA
	CS5

	CS7
	GSM+UTRA/ E-UTRA, UTRA+E-UTRA,
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	E-UTRA,
NB-IoT in-band, NB-IoT guard band
	CS2 for NB-IoT exist

	
	
	
	CS5 for NB-IoT does not exist

	CS8
	NB-IoT (MC) capable BS
	Remain unchange
	CS8

	CS9
	GSM+NB-IoT standalone
	NB-IoT standalone
	CS8

	CS10
	UTRA +NB-IoT standalone
	Remain unchange
	CS10

	CS11
	E-UTRA + NB-IoT standalone
	Remain unchange
	CS11

	CS12
	GSM+UTRA+NB-IoT standalone
	UTRA + NB-IoT standalone
	CS10

	CS13
	GSM+ E-UTRA+ NB-IoT standalone
	E-UTRA + NB IoT standalone
	CS11

	CS14
	UTRA + E-UTRA + NB-IoT standalone
	E-UTRA + NB-IoT standalone
	CS11

	CS15
	GSM + UTRA + E-UTRA + NB-IoT standalone
	E-UTRA + NB-IoT standalone
	CS11

	CS16
	NR + E-UTRA,
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	Remain unchange
	CS16

	CS17
	NR + NB-IoT standalone + E-UTRA
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	Remain unchange
	CS17

	CS18
	GSM + NR + E-UTRA
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	NR + E-UTRA
NB-IoT in-band, NB-IoT guard band
	CS16 for NB-IoT exist

	
	
	
	CS18 for NB-IoT does not exist

	CS19
	UTRA + NR + E-UTRA
NB-IoT in-band, NB-IoT guard band
(NOTE 2,3)
	NR + E-UTRA
NB-IoT in-band, NB-IoT guard band
	CS16

	NOTE 2:	The support of NB-IoT in-band operation is optional and declared by the manufacturer. If not supported, the test configurations denoted by "NI" shall not be used for testing.
NOTE 3:	The support of NB-IoT guard band operation is optional and declared by the manufacturer. If not supported, the test configurations denoted by "NG" shall not be used for testing.


Table 1: MSR BS simplification
As we can see from the table above, for some capability sets like CS5,7,18. The test configuration can be separated into two cases, with NB-IoT or without NB-IoT. Because NB-IoT in-band and guard band is optional and declared by the manufacturer. Therefore if the NB-IoT in-band or guard band does not exist, then GSM should be tested.
By using NR/E-UTRA to cover WCDMA and NB-IoT to cover GSM, we can reduce the MSR BS test configuration from 19 different TCs to 10 different TCs.
Proposal 4: By using NR/E-UTRA to cover WCDMA and NB-IoT to cover GSM, which is shown in table 1, the MSR BS test configuration can be reduced from 19 different TCs to 10 different TCs.
3 Conclusion
[bookmark: OLE_LINK1]In this paper, we first summarize the WF[1] from RAN4#106 meeting and then introduce one way to do the simplification work. The conclusions are shown below: 
Observation 1: Test simplification should only apply on the MSR BS with “common hardware”.
Observation 2: Use existing terminology to explain “common hardware”.
Observation 3: Investigate whether NR and E-UTRA covers UTRA.
Observation 4: Investigate whether NB-IoT covers GSM.
Proposal 1: Use the wording “MSR BS that shares same baseband components” to instead “common hardware MSR BS”.
Proposal 2: Based on discussion in previous meeting and experience of daily work, NR and E-UTRA can cover UTRA.
[bookmark: _GoBack]Proposal 3: GSM that usually carried out by larger power would have better behaviour in immunity test. Therefore NB-IoT can bu used to cover GSM.
Proposal 4: By using NR/E-UTRA to cover WCDMA and NB-IoT to cover GSM, which is shown in table 1, the MSR BS test configuration can be reduced from 19 different TCs to 10 different TCs.
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