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1. Introduction

R3-082571 [1] provided a mechanism of allocating unique and authorized UE context-id during UE registration procedure. Additionally, this contribution also listed several advantage of allocating the context-id during UE registration. A comparison of Iuh connection ID (i.e. context id) assignment was attempted in R3-082754 [2]. This contribution provides clarifications or corrections to the comparison presented in R3-082754 [2].
2. Discussion
Table 1 Comparison of Two Iuh Connection ID Assignment

	
	Pre-configure Context ID in UE Registration
	Dynamic Assignment in Connection Establishment
	Clarification/Comments

	The Capacity of Connection ID
	Semi-static, HNB-GW should record all UE Context IDs. If many HNBs are in open mode, it is difficult to estimate the number of UEs camping on the HNB for HNB should accept all UE’s access. So it is very hard to estimate the peak number of UEs which register to a HNB-GW. This will increase the difficulty of HNB-GW implementation.  (
	Dynamic. HNB-GW only keeps the Connection IDs during the lifetime of Iuh connection. It is very easier to use current traffic module to estimate the number of Iuh connection. 1byte is enough. ( 
	UE registration has been agreed concept which allows the HNB and HNB-GW to track a particular UE. Once a UE is registered successfully (regardless of closed or open model), the HNB (and the HNB-GW) will need to store some information (i.e. context) for each UE to allow paging filtering, access control in the HNB-GW and to avoid the HNB from re-issuing Identity request to the UE upon every new L3 transaction. Furthermore it is to be noted that simply registering UE on the HNB-GW does not add to the complexity or limit the scale of the HNB-GW, but rather HNB-GW has to be dimensioned based on the traffic model e.g. BHTA for each HNB-GW, etc. 

	Connection ID Management
	In HNB-GW. When HNB-GW receives a UE Registration message or a Connect message, HNB-GW will lookup the Context pool to check the idle resource or check if the context id is valid or not. The number of Context ID in HNB-GW is 50,000 times over the number in HNB.  For 50,000 HNBs are connecting to a HNB-GW, so the Connection ID lookup times in HNB-GW is 50,000*50,000=2,500,000,000 over in HNB. (
	Only in HNB in case that only HNB originate Iuh connect. Because only a few of UEs camp on the HNB, the management load is very low. (
	The number of context id per HNB-GW is based on the number of UEs camped on the HNBs within the HNB-GW’s serving area. When the UE roves out, the corresponding UE registration (and as a result the context id) is removed from the HNB as well as the HNB-GW.  There are many efficient algorithms for looking up a context id in a context-id pool that do not result in anything near the lookup times asserted in the first column. 

	Connection ID Assignment Frequency
	The context id is assigned when a UE accesses the HNB, It is valid until HNB detect the UE has moved out the HNB. (
	The connection id is assigned when the Iuh connection is established. The connection ID assignment times is several times over Context ID. (
	We agree that significant computational efficiency is gained in both the HNB as well as the HNB-GW by avoiding dynamic connection management.

	The Connection ID Assignment if UE moves between HNBs
	If a UE has got a Context ID in a HNB, the UE may enter another HNB during the lifetime of former Context ID. If a new context ID is assigned to the UE, there are two Context IDs for the same UE, it is a waste of Context ID Resource. If the UE passes many HNBs during the Context ID lifetime, the situation will be much worse. If former Context ID is used, it is very confused if the former HNB originate UE De-Registration to release the Context ID. (
	The connection id is only valid during the Iuh connection lifetime. (
	If the UE moves away from a 1st HNB and enters a 2nd HNB, then upon entering the 2nd HNB, the 2nd HNB will trigger a UE registration procedure towards the HNB-GW. The HNB-GW will lookup the UE IMSI from the UE Registration and detect the existence of the previous UE registration on the 1st HNB. The HNB-GW can then trigger UE de-registration procedure towards the 1st HNB (without waiting for the 1st HNB to detect a UE rove-out). Whether the HNB-GW re-uses the same context-id for 2nd HNB UE registration from the 1st UE registration is an implementation choice and does not in any way impact the system behavior.

	TMSI Tracking 
	Decoding every downlink NAS message to track TMSI. This may increase the complex of HNB implementation. (
	No need to track TMSI. (
	TMSI tracking is required in the HNB independent of the context-id allocation scheme. Without TMSI tracking, the HNB will need to request UE IMSI in the clear every time the UE establishes a new RRC connection.

	Abnormal Process
	Flash disconnect may happen between HNB and HNB-GW, and the Context ID is used in both sides. The Context ID may not be consistency in some abnormal cases. So a new high reliable mechanism should be designed to guarantee the Context ID status consistency in both sides. This is a risk for HNB deployment. (
	No mechanism needed. HNB can manage Iuh connection status depending on RRC connection status, and HNB-GW can manage Iuh connection status depending on SCCP connection status. (
	There is absolutely no use case where the context-id can go out of sync since the context-id is centrally allocated and managed in the HNB-GW on a per UE basis independent of the HNB. Further, we see no reason to build additional reliability mechanism than that already provided by the underlying transport i.e SCTP. SCTP already provides reliable delivery as well as detection of dead peers.

	Connection ID Release
	The LAU timer in HNB expiration will trigger the UE De-Registration procedure to notice HNB-GW release the Context ID. In abnormal case, the Context ID in HNB-GW may be suspended. If two timers are used in both sides, the implementation will be complex. (
	No timer needed. HNB can manage Iuh connection status depending on RRC connection status, and HNB-GW can manage Iuh connection status depending on SCCP connection status. (
	A UE de-registration procedure can be triggered either by the HNB or HNB-GW based on use cases (e.g. HNB-GW detecting that UE has registered from another HNB can trigger UE de-registration on the 1st HNB). In summary, there can never be two UE registrations for the same UE in the HNB-GW. The context-id is an integral part of the UE registration and is managed as part of handling UE registration/de-registration procedures. It does not, in any way, add complexity or inconsistency to the system behavior, but rather provides a very well defined and predicable resource allocation and UE identification mechanism in the HNB and HNB-GW
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