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1
Introduction
Based on the discussion in [1], this contribution proposes text proposal for TS 38.413 on Allowed NSSAI during Initial Context Setup Procedure.
START OF CHANGES
8.3
UE Context Management Procedures
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio Capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

Editor’s Note:
Further details are FFS.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

If the Allowed NSSAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates the slices permitted by the network. The gNB shall, if supported, store this information in the UE context and use it to validate the UE to access to a network slice for support of RAN part of network slice. The gNB shall also consider it to override the received Request NSSAI from UE and apply policies to RAN part (s) of network slice as described in TS 38.300 [X]. 
END OF CHANGES
START OF CHANGES
9.2.2
UE Context Management Messages

9.2.2.1
INITIAL CONTEXT SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup List
	O
	
	<ref>
	[FFS align with PDU Session management]
	YES
	reject

	Allowed NSSAI
	
	0..<maxnoofAllowedSNSSAI>
	
	The IE indicates the NSSAIs permitted by the network
	Yes
	ignore

	>S-NSSAI
	
	 
	<ref>
	
	EACH
	ignore

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	<ref>
	[FFS]
	YES
	ignore


	Range bound
	Explanation

	 maxnoofAllowedSNSSAI
	Maximum no. of S-NSSAI allowed by the network. Value is 8.


END OF CHANGES
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