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1. Introduction
In last RAN3 meeting, it was agreed to further refine the interface management functions for F1AP. This paper propose how to further proceed with the interface management. 
2.	Discussion
2.1	Stage 2 description of procedures
It was previously agreed generally to capture a stage2 description of the F1 procedures in the stage 2 in 38.470. Therefore we propose to capture a general description of the interface management procedures into 
Proposal 1: Capture a stage 2 description of the interface management procedures (as outlined in the associated TP).
2.2	F1 setup
In F1 setup, the remaining issue to discuss is what kind of information is included in the F1 setup reset message.
In X2 setup, there is an exchange of basic information enabling the two nodes to work together, e.g. served cell information. Unlike X2 however, the F1 interface will not be dynamically set up towards nodes depending on the radio interface. F1 requires careful planning and the gNB-DU will only set up one interface towards a dedicated gNB-CU.
Another difference is that there is a need to provide much more detailed information in order to enable the interworking between the two nodes, since the gNB-CU and gNB-DU must be well configured and dimensioned in order to cooperate. The gNB-CU will require a lot more information than e.g. served ells to be able to efficiently work together with the gNB-DU.
Therefore, it is proposed that we instead of taking the task to specify signalling of this detailed information across the F1 interface, rely on OAM to coordinate this. 
The envisaged required steps for F1 setup is therefore:
· gNB-DU is configured with the TNL address to the gNB-CU
· gNB-DU triggers and F1 setup and provides an identity that enables the gNB-CU to identify the configuration associated with this gNB-DU
In a previous contribution we proposed to include a node identifier. But since the identity is primarily used to identify a configuration, it may be even better to use a configuration ID. This configuration ID could be unique within the gNB-CU. By providing the configuration ID, the gNB-Cu is able to identify the gNB-DU and the associated configuration. If the configuration ID is unknown, the gNB-CU could respond to the gNB-DU with a cause corresponding to unknown configuration and the gNB DU could trigger OAM intervention. 
Proposal 2: We propose to provide a locally unique configuration ID in the F1 setup request message (as outlined in the associated TP).
3. Conclusion
This paper discuss the remaining open issues for F1 interface management and propose:
Proposal 1: Capture a stage 2 description of the interface management procedures (as outlined in the associated TP).
Proposal 2: We propose to provide a locally unique configuration ID in the F1 setup request message
