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Discussion and Decision
1 Introduction
In SA2#118 meeting, the final agreement about network slice was made. This contribution will discuss the key principle of slice in TR38.801 base on the SA2 agreement,

2 Discussion
2.1 RAN selection of CN entity
In last SA2 #118 meeting, the agreement about how RAN selects the CN entity was made as below: 
	2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE:

a)
The NSSAI can have standard values or PLMN specific values. The NSSAI (which is used to select the CCNF) is a collection of SM-NSSAIs (see sub-bullet 2c for the SM-NSSAI definition), each allowing the network to select a particular slice.

NOTE 1: Whether a single value which is a representation of a collection of the SM-NSSAIs could also be used as NSSAI is to be assessed in normative work.

b)
The UE may store a Configured and/or Accepted NSSAI per PLMN.


The Configured NSSAI is a NSSAI configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place.

The Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI. The accepted NSSAI may be updated by MM procedures (see below).

c)
If the UE has been provided a Configured or Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides this NSSAI in RRC and NAS as described below.


Each SM-The NSSAI in the NSSAI may include:

-
Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services.

-
Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD).

NOTE 2: The abbreviation SM-NSSAI does not imply it is used only in SM procedures nor that it only carries SM information. E.g. it may be used to help in AMF selection as part of the NSSAI.


An SM-NSSAI can include both a Slice/Service Type and Slice Differentiator or just the Slice/Service Type.


The RAN routes the initial access to a CCNF using the NSSAI (see bullet 4 for CCNF definition).

NOTE 3: Whether NSSAI in RAN and NAS are exactly the same, is to be determined during normative phase.

d)
If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI. The RAN uses the NSSAI for routing the initial access to a CCNF. If the UE doesn't store any NSSAI (Accepted or Configured) for the ID of the PLMN that the UE accesses, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default CCNF (see bullet 4 for CCNF definition).

e)
After (initial) slice selection, upon successful attachment the UE is provided with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. The Accepted NSSAI includes the SM-NSSAI values of the slices the UE is accepted to use by the network.

f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC. If the RAN is aware of and can reach the CCNF which is associated with the Temp ID, then RAN forwards the request to the CCNF. Otherwise, RAN selects a suitable CCNF based on the Accepted NSSAI and forwards the request to the selected CCNF. If the RAN is not able to select a CCNF based on the Accepted NSSAI, then the request is sent to a default CCNF.

h)
The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN.

i) In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices. How the RAN is aware of this is up to RAN WGs to determine.

3.
If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice. In addition, the UE capabilities and UE subscription data may be used.


According this agreement, A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE.
The NSSAI may include: Slice/Service type (SST), Slice Differentiator (SD).The UE provides this NSSAI in RRC and NAS.RAN routes the initial message to a CCNF using the NSSAI which is in RRC.
After initial slice selection, the TEMP ID will be available and used for the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid.
In TR38.801, we use slice ID to perform the initial message routing to CCNF in RAN selection of CN entity. Also the slice ID is used Selection of RAN part of the network slice. But no definition is made in the TR. Also from the below description in TR 38.801, the slice ID is more likely the NSSAI in SA2. According the agreement from SA2, CN will use the NSSAI terminology to handle the slice and CN entity.
Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.

To align the terminology with different WGs, we suggest use NSSAI in RAN selection of CN entity in TR38.801. Whether use NSSAI for the RAN slice selection will be discuss in next section.
Proposal1: To align the terminology with SA2, use NSSAI in RAN selection of CN entity 

	10. During the initial Attach procedure, in case the CCNF to serve the UE is to be redirected, the CCNF, which first receives the initial Attach request, shall be able to redirect the initial Attach request to another CCNF via the RAN or via direct signalling between the initial CCNF and the target CCNF. The redirection message sent by the CCNF may include an information about the new CCNF to serve the UE.

11. For a UE that is already registered, the system shall support a redirection of a UE from its serving CCNF to a target CCNF.

a) The operator policy determines whether redirection between CCNFs is allowed.

b) When the network decides to redirect the UE due to NSSAI change, the network send the updated/new NSSAI to the UE using an MM procedure and an indication for the UE to initiate an MM procedure with the updated/new NSSAI. The UE then initiates an MM procedure with the updated/new NSSAI.

NOTE 7:
Whether the UE's MM procedure is a TAU, re-Attach, or both is to be determined in the normative phase.


When the UE perform the initial access procedure, the RAN should support the CCNF redirection. Also the system supports the CCNF redirection for the registered UE from serving CCNF to target CCNF. The UE can use MM procedure to initiate the redirection.
Proposal2: RAN should support the CN entity (CCNF) redirection

2.2 Selection of RAN part of the network slice
In RAN, the slice design may base on SLA and the RAN characteristics. The RAN slice may configure as statics or dynamic. RAN2 maybe decide what kind’s resource will be grouped as one slice.
In RAN, the slice identify may be set of parameters like as Service type+ Slice Differentiator or one ID likes as RNC ID. 
SA2 already get agreement, RAN will not select CN slice. Only select the CN entity using the NSSAI which provide by UE in the RRC in initial attached message. Since RAN can get the NSSAI information from RRC when the UE perform the initial attach. The NSSAI include Slice/Service type (SST), Slice Differentiator (SD).
For RAN slice selection, these two parameters in NSSAI are efficient and enough to distinguish the RAN slice. Also these parameters already are available during CN entity selection.

If we still use slice ID in TR38.801. We may give a detail definition. The content of definition should be similar as NSSAI. To avoid confuse and reduce the effort, we suggest use NSSAI in RAN slice selection.
Proposal3: Use NSSAI in Selection of RAN part of the network slice
Proposal 4: Agree to capture the TP in [3] into TR 38.801.
3. Conclusion

According to the analysis on the Slicing in RAN, we suggest RAN discussing the following proposals.
Proposal1: To align the terminology with different WGs, use NSSAI in RAN selection of CN entity 

Proposal2: RAN should support the CN entity (CCNF) redirection

Proposal3: Use NSSAI in Selection of RAN part of the network slice
Proposal 4: Agree to capture the TP in [3] into TR 38.801.
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