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1. Introduction
In this contribution we provide our inputs on the choice of NG-U/NG3 and Xn user plane protocol.
2. Discussion
So far RAN3 have considered three user plane protocols for NG-U/NG3 and Xn interfaces: GTP-U, GRE and PoE, with the working assumption to go forward with GTP-U. In this contribution we provide further considerations on this topic.

It is rather obvious that almost any tunneling protocol can serve the purpose and therefore the choice of the protocol should be mainly based on considerations such as: which protocols have sufficient install base to minimize deployment costs and which protocols are sufficiently future proof to address new challenges in NR/NGC.
It is also worth mentioning that RAN3 is only responsible for some, but on all, NR/NGC network interfaces and since it is beneficial to use the same protocol on all NR and NGC interfaces, once RAN3 makes a decision it should be communicated to stage-3 working groups defining NGC interfaces. Along the same line, it also seems beneficial to have common protocol for all NR interfaces: NG-U and Xn. 
Proposal 1: RAN3 should select a common protocol at least for NG-U/NG3 and Xn.

Proposal 2: RAN3 should communicate the decision to other stage-3 groups responsible for NGC protocols.

As mentioned before, GTP-U which is the current working assumption, has a proven track record and large install base of compatible equipment. It is therefore a reasonable choice for NR user plane protocol.

Observation 1: GTP-U is the current assumption and a reasonable choice for NR user plane protocol.

If, however, RAN3 is willing to challenge this assumption, we must carefully consider the alternatives, which must provide sufficient advantages over the current working assumption. In particular, if we are to select a new protocol, special attention must be paid to potential control/user plane separation of NR itself and NR/NGC interfaces and virtualization of NGC and NR.
NOTE1: regardless of whether RAN3 decides to standardize any of the above features, it is a common understanding that control/user plane separation and virtualization will be deployed in either standardized or proprietary manner. Therefore, it is important that the tunneling protocol is future proof to be compatible with such deployments. 

NOTE2: at least for NGC, control/user plane separation and support for virtualized environments is given and therefore, these considerations are definitely applicable at least to NG-U interface and protocol.

In theory, any tunneling protocol can work in virtualization environment with SDN. However, in practice some protocols are already supported (e.g. GRE in OpenFlow), some are not, but can be added with reasonable effort (e.g. GTP-U) and for some such effort may be bigger (e.g. PoE). 
Protocol Oblivious Encapsulation (PoE), introduced in RAN3#94, is essentially not a protocol, but means to use multiple potentially different tunneling protocols. The essence of the PoE protocols is that the tunneling protocol structure is configured dynamically over NG-C/NG2 protocol. This in itself does not preclude SDN, however makes its deployment somewhat more complicated, as it requires addition interoperability effort between NGC/NR and SDN switch equipment, which is often supplied by different vendors.
Observation 2: PoE makes SDN (in NGC) deployment interoperability somewhat more complicated. 

On the other hand, if RAN3 is willing to challenge the working assumption and to consider alternative tunneling protocols, it is worthwhile to consider a new one which aims to address issues with existing protocols and is likely to become the tunneling protocol of choice in the future - Generic Network Virtualization Encapsulation (GENEVE).
Geneve is a new tunneling protocol standardized in IETF [3], which aims to address the issues with existing ones (GRE, VXLAN, etc), to unify them and to be the extendable future-proof tunneling protocol. In order to do so, GENEVE is control plane independent with an options infrastructure to allow new metadata types to be defined, deployed, and either finalized or retired. The Geneve header is defined as follows:

  Geneve Header:

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |Ver|  Opt Len  |O|C|    Rsvd.  |          Protocol Type        |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |        Virtual Network Identifier (VNI)       |    Reserved   |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |                    Variable Length Options                    |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

· Ver (2 bits)
· Opt Len (6 bits): the length of the options fields
· (1 bit):  OAM frame
· C (1 bit):  Critical options present
· Rsvd. (6 bits):  Reserved
· Protocol Type (16 bits):  Ethertype

· Virtual Network Identifier (VNI) (24 bits):  An identifier for a unique element of a virtual network (e.g. a tunnel id)

It has a flexible options structure which can be tailored for all needs and is defined as follows:

0                   1                   2                   3

   0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |          Option Class         |      Type     |R|R|R| Length  |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |                      Variable Option Data                     |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

· Option Class (16 bits):  Namespace for the 'Type' field (allocated by IANA)

· Type (8 bits): Type indicating the format of the data contained in this option
· Length (5 bits)
· Variable Option Data
Observation 3: Geneve, which is designed with virtualization in mind, can fulfil NR needs with its flexible and extendible options infrastructure.
Based on considerations above we propose that RAN3 select either GTP-U or Geneve for NG-U and Xn user plane.

Proposal 3: to select either GTP-U or Geneve for NG-U and Xn user plane.

Two pCRs fpr TR 38.801 [4] for both alternatives are provided in [1] and [2]. 
3. Conclusions and Proposals

In the present contribution we make the following observations:

Observation 1: GTP-U is the current assumption and a reasonable choice for NR user plane protocol.

Observation 2: PoE makes SDN (in NGC) deployment interoperability somewhat more complicated. 

Observation 3: Geneve, which is designed with virtualization in mind, can fulfil NR needs with its flexible and extendible options infrastructure.

Based on the discussion in the present contribution and the observations above we propose: 

Proposal 1: RAN3 should select a common protocol at least for NG-U/NG3 and Xn.

Proposal 2: RAN3 should communicate the decision to other stage-3 groups responsible for NGC protocols.

Proposal 3: to select either GTP-U or Geneve for NG-U and Xn user plane.
Two pCRs fpr TR 38.801 [4] for both alternatives are provided in [1] and [2]. 
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Appendix A – Text Proposal for TR 38.801
	*********First change**********


7.2.7
NG User Plane
The NG user plane (NG-U) interface is defined between the gNB/eLTE eNB and the UPGW. The NG-U interface provides non guaranteed delivery of user plane PDUs between the gNB/eLTE eNB and the UPGW.

The NG-U interface shall at least support per PDU Session tunneling.

NOTE 1:
Support of other type tunneling e.g. per node tunneling is FFS.
The protocol stack for NG-U is shown in Figure 7.2.7-1.
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Figure 7.2.7-1: NG-U protocol structure


	*********Next change**********


7.3.1.5
Xn User Plane
The transport layer for data streams over Xn is an IP based Transport. The following figure shows the transport protocol stacks over Xn.
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Figure 7.3.1.5-1: Xn Interface User Plane

Appendix B – pCR for alternative 2

B.1
Description of candidate solutions
	*********Text Omitted For Clarity**********


Solution 4: Geneve/UDP/IP 

Geneve/UDP IP is a tunnelling protocol with flexible options infrastructure defined in [xx]. It is specifically designed for future tunnelling use cases, including SDN. This is illustrated below:
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Figure B.1-3: Geneve/UDP/IP Protocol stack
The details of the Genve structure is shown below:
  Geneve Header:

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |Ver|  Opt Len  |O|C|    Rsvd.  |          Protocol Type        |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |        Virtual Network Identifier (VNI)       |    Reserved   |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

      |                    Variable Length Options                    |

      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

· Ver (2 bits)
· Opt Len (6 bits): the length of the options fields
· (1 bit):  OAM frame
· C (1 bit):  Critical options present
· Rsvd. (6 bits):  Reserved
· Protocol Type (16 bits):  Ethertype

· Virtual Network Identifier (VNI) (24 bits):  An identifier for a unique element of a virtual network (e.g. a tunnel id)

It has a flexible options structure which can be tailored for all needs and is defined as follows:

0                   1                   2                   3

   0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |          Option Class         |      Type     |R|R|R| Length  |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |                      Variable Option Data                     |

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

· Option Class (16 bits):  Namespace for the 'Type' field (allocated by IANA)

· Type (8 bits): Type indicating the format of the data contained in this option
· Length (5 bits)
· Variable Option Data
This protocol stack offers the following key characteristics:

Table B.1-3 Key Characteristics of Geneve/UDP/IP
	Feature
	Geneve

	Message Type
	Yes (NOTE).

	Length
	In IP header

	Protocol multiplexer
	Yes: 16-bit payload identifier (Ethertype).

	payload Type
	Supports any payload.

	Tunnel multiplexer
	24-bit VNI field

	Sequence Number
	Yes (NOTE)

	Checksum
	In UDP header

	QoS transport marking
	DSCP in outer IP header (TS 36.414)

	5G QoS marking
	Yes (NOTE)

	Carried over
	UDP/IP 

	End Marker in HO
	Yes (NOTE)

	Transport overhead
	IP + UDP + Geneve header + options header

	U-plane possible without tunnelling
	Yes.

	NAT Traversal
	No


NOTE: As Geneve is designed to be extendable, any number of options (e.g. message type, 5G QoS, etc) can be easily added.
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