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Introduction
The last SA2 #118 [1] has agreed the following bullets on further clarification of network slice selection assistance information (NSSAI) that can be used to select the RAN part and CN part of network slice instance (NSI) which is of particular interest to RAN3,
c)
If the UE has been provided a Configured or Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides this NSSAI in RRC and NAS as described below. 

Each SM-The NSSAI in the NSSAI may include:

-Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services.

-Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator(SD)

NOTE: The abbreviation SM-NSSAI does not imply it is used only in SM procedures nor that it only carries SM information. E.g. it may be used to help in AMF selection as part of the NSSAI.

An SM-NSSAI can include both a Slice/Service Type and Slice Differentiator or just the Slice/Service Type.

The RAN routes the initial access to a CCNF using the NSSAI (see bullet 4 for CCNF definition).

Editor's note:
whether NSSAI in RAN and NAS are exactly the same, is FFS 

d)
If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI. The RAN uses the NSSAI for routing the initial access to a CCNF. If the UE doesn't store any NSSAI (Accepted or Configured) for the ID  of the PLMN that the UE accesses, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default CCNF(see bullet 4 for CCNF definition).

e)
After (initial) slice selection, upon successful attachment the UE is provided with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN.  The Accepted NSSAI includes the SM-NSSAI values of the slices the UE is accepted to use by the network.

f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC. If the RAN is aware of and can reach the CCNF which is associated with the Temp ID, then RAN forwards the request to the CCNF. Otherwise, RAN selects a suitable CCNF based on the Accepted NSSAI and forwards the request to the selected CCNF. If the RAN is not able to select a CCNF based on the Accepted NSSAI, then the request is sent to a default CCNF.

h)
The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN.

i) In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices. How the RAN is aware of this is up to RAN WGs to determine.
However, it is noted that the term “slice ID” is still used in RAN3 TR with respects of the key principles of selection of RAN part of the network slice and CN entity [2]. Given that SA5 has launched the discussions on slice management, it is of importance and urgency to further clarify the usage of “slice ID” and the relation between “slice ID” and “NSSAI” in RAN3 as reference. This contribution intends to update the key principles of support of network slicing in RAN captured in RAN3 TR to be aligned with SA2 understanding and progress so that the ambiguity could be eliminated. 
2
Discussion
2.1
RAN selection of CN entity
RAN3 has discussed that “slice ID” could be used for RAN selection of CN entity in the key principle of RAN selection of CN entity. When the Temp ID is not provided by the UE but “slice ID” is present in the RRC message, the RAN could use this “slice ID” for routing the initial NAS to an NGC CP function. 
However, how to define such an identifier is still unclear in RAN3. According to the SA2 agreements, NSSAI received by RAN could be used for the purpose of routing the NAS signalling. Therefore, we can conclude that NSSAI carried in RRC message can be equivalent to the term of “slice ID” in the key principle of RAN selection of CN entity in RAN3 TR with an inserted editor’s note that the definition of NSSAI is up to SA2. Moreover, in order to enable the CN entity selection by RAN according to received NSSAI, a mapping between the CN entity and associated NSSAI could be maintained in RAN while how to configure the mapping is FFS, e.g. it could be maintained in RAN through NG2 interface Setup Procedures between RAN and NGC CP function similar as eDECOR or through OAM.
Proposal 1: Slice ID used in the key principle of RAN selection of CN entity should be replaced by the network slice selection assistance information (NSSAI), in order to make alignment with SA2 progress.
2.2
Selection of RAN part of the network slice
It is noted that “slice ID” is also quoted for the selection of RAN part of the network slice. Since SA2 only focuses on the selection of CN part of NSI, how to select the RAN part of the NSI needs more clarifications from the RAN side. 
· Usage of “slice ID” for selection of RAN part of the network slice

In the last RAN3 meeting, it was agreed on the resource management between slices which can be generalized as 
· RAN is configured with a set of different configurations for different network slices;

· RAN received a “slice ID” indicating which of the configuration applies for this specific network slice.

Therefore, selection of RAN part of the network slice is deemed to be a mandatory step for support of resource management between slices in order to enable differentiated handling of traffic for network slices with different SLA. Regarding the network slice configuration, SA5 has just approved the potential requirements in [3] as follows,
The network slice management function shall be able to support the following capability when creating a new network slice instance with common and slice specific CN functions and shared AN:

· Configuration of existing shared AN to support a new network slice instance.

According to above consensus, it is clear that “slice ID” could be used by the RAN to point to the appropriate set of slice specific configurations applied to the selected network slice instance in serving the UE, e.g. proper RAN resources, policies for resource usage, isolation requirement, congestion handling, KPI statistics etc. 
· Relation between “slice ID” and “NSSAI”
Based on the recent agreements on the network slice selection association procedures from SA2, variants of NSSAI, e.g. Configured NSSAI, Accepted NSSAI and SM-NSSAI can be used during the procedure of CN part of the NSI. RAN3 TR has clarified the slice ID may be provided by the UE or the CN, in the following, the relation between “slice ID” and NSSAI is analyzed with respects to those two cases respectively,
· Case 1: Slice ID provided by the UE
During the RRC connection setup, e.g. initial attach, the UE may provide the Configured or Accepted NSSAI in RRC to the RAN for the purpose of routing the NAS message to a NGC CP function. Since the Configured NSSAI has not been verified and authorised by the CN yet, whether RAN should use the NSSAI provided by the UE as “slice ID” to apply the specific network slice configurations needs more consideration for the sake of security. It is possible for RAN to make rough preparations in advance and then verifies the results of Accepted NSSAI responded by the CN. 
· Case 2: Slice ID provided by the CN
Once receiving a slice ID responded by the CN, the RAN shall apply the slice specific configurations by referring the slice ID to the set of slice configurations in the RAN. However, the definition of slice ID is still open and it is possible that collaborative works across SA2 and SA5 are hence needed in the WI phase. It can be foreseen that the slice ID could be a different identifier between RAN and CN or the same Accepted NSSAI during initial attach and SM-NSSAI during PDU session establishment. In the case that the slice ID is adopted as the same NSSAI, the mapping between the NSSAI and a specific network slice configuration in the RAN needs to be determined. 
Proposal 2: Whether RAN part of the network slice can be selected based on the slice ID provided by the UE is FFS. The definition of the slice ID is FFS, e.g. whether it is the same as NSSAI or a different ID.
Proposal 3: Capture the updates of key principles of support of network slicing in RAN into RAN3 TR.
3
Conclusions
This contribution intends to update the RAN3 TR on key principles of support of network slicing in RAN according to SA2 progress, in order to make alignment of understanding of network slicing between RAN3 and SA2 for further RAN studies.
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