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1   Introduction
At last RAN3#94 several contributions addressed the correction of the slice ID such as [5]. This was however postponed pending final conclusion of the study item in SA2.

In the meantime, in November 2016 SA2 has completed their study and the final agreements on slicing can be found in section 8.1 of the SA2 TR [2].

The NSSAI concept and usage has been clarified and we therefore propose associated alignment and clarification for the section 8.1 of the RAN3 TR [4].

2 Description
Selection of RAN part of network slice

The NSSAI concept has now been agreed in SA2. We first note that NSSAI will be provided at two levels: NAS and RRC, as can be seen from 2.c: 
If the UE has been provided a Configured or Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides this NSSAI in RRC and NAS
It is also confirmed from 2. that the NSSAI over RRC will be used to select the RAN part of the network slice:
2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE:
And from 2.i:
In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices

Observation 1: it is confirmed that NSSAI is included over RRC and serves for selection of the RAN part of the network slice.

SA2 further makes a difference between configured NSSAI and Accepted NSSAI.

The Configured NSSAI is a NSSAI configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place

The Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI

The consequence for RAN is that if the UE has no configured NSSAI, for the very first Attach the RAN will select a default CCNF and then RAN will select the RAN part of the network slice only later when receiving the NSSAI in the DL NAS Transport (which carries the Attach Accept) over NG2, and not over RRC.

Moreover the “Accepted NSSAI” prevails on the “configured NSSAI”:

If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI

This means that even if RAN received over RRC a first NSSAI (configured) the new NSSAI (accepted) received in DL NAS Transport (which carries the Attach Accept) over NG2 would prevail. 

Observation 2: there are cases where the RAN part of network slice will be selected (or re-selected) from the NSSAI included in the DL NG2 transport message if different from the one received over RRC or if none received over RRC.

Usage of NSSAI compared to SM-NSSAI

The NSSAI agreed by SA2 is made of multiple SM-NSSAI for which each SM-NSSAI is made of two components:

· SST: The slice/service type component of the NSSAI corresponds to different types of traffic which can be as diverse as URLLC or mIOT. 

· SD: The Service Differentiator component of the NSSAI is an optional element which typically identifies traffic which corresponds to different tenants. Tenant types can have different service requirements based on Service Level Agreements (SLA).

The usage of NSSAI compared to usage of SM-NSSAI is clarified in 2.a:
The NSSAI (which is used to select the CCNF) is a collection of SM-NSSAIs (see sub-bullet 2c for the SM-NSSAI definition), each allowing the network to select a particular slice.
It results that assuming that the slice configuration doesn’t change within the UE registration area, the RRC carrying the “Service Request” can include only the relevant SM-NSSAI and route based on Temp ID i.e. full NSSAI is not needed. 
f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

Also, during a PDU session setup the SM-NSSAI only is needed:
h)
The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN.

Observation 3: SA2 assumes that the slice configuration doesn’t change within UE’s registration area. Therefore the full NSSAI is provided in Attach or TAU to enable selection of a suitable CCNF; but the SM-NSSAI only is sufficient in subsequent RRC connections for selection of suitable slice(s) e.g. Service Request, PDU Session Setup.
3 Conclusion and proposal
This paper has reviewed the final agreements reached by SA2 on network slicing at the end of their study phase and what are the main high level impacts to RAN.

Proposal: It is proposed to update and align RAN3 principles for RAN described in section 8.1 of current RAN3 TR [4] as presented in tdoc [6].
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