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1 Introduction

This document provide discussion about how RAN make selection of RAN part network slice function and selection CN entity based on the slice ID, i.e. network slice assistant information is already defined in SA2. In the last meeting, RAN3 keep to use the slice ID because the definition in SA2 is not concluded. In this document, the term used in RAN3 can be aligned  in order to take the latest SA2 agreement into account.
2 Network slicing function
On the selection of RAN part of the network slice, we assumed the selection is based on the slice ID. The slice ID is provided by UE or CN. One editor's note was captured in the TR below the function description. It is FFS how UE get this slice ID. Now SA2 closed the SI, how UE get this slice ID is clear. The corresponding description should be revised based on the final agreement in SA2. 

	Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part of the network slice, by one or more slice ID(s) provided by the UE or the CN which unambiguously identifies one or more of the pre-configured network slices in the PLMN.

Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.


The slice ID we assumed in our TR is the NSSAI information defined in SA2 TR. From the SA2 agreement in TR23.799 Version 15.0.0, the UE may store a Configured and/or Accepted NSSAI per PLMN. 

· The Configured NSSAI is a NSSAI configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place. 

· The Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI. The accepted NSSAI may be updated by MM procedures. 
So from the SA2 agreement, it is clear that UE can get this unambiguous slice ID by MM procedure or can be configured by default in the UE.

Proposal 1:Remove the Editor's note about how UE gets the slice ID.
In the selection of RAN part of the network slice, RAN shall take the Slice ID into account. The below SA2 agreement related to this aspects：

2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE:

i) 
In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices. How the RAN is aware of this is up to RAN WGs to determine.
In the first attachment, the UE can provide the Configured NSSAI to the RAN and CN. After authentication, the CN return the Accepted NSSAI to the UE and RAN. After that, the Accepted NSSAI is stored in the UE and will be provided to RAN in the following idle to active transition. The Accepted NSSAI may be same or different as the Configured NSSAI. The RAN allocate radio resource for data transmission only after the UE is authenticated by the CN, so the Accepted NSSAI is the reference for the data resource allocation in RAN. But the detail method is stage 3 scope, e.g. stage 3 will discuss the CN will always provide the Accepted NSSAI to the RAN and UE, or only provide it when the Accepted NSSAI is different from the Configured NSSAI. We can keep the currently description that the RAN support selection of RAN part slice based on the received NSSAI, it could be Configured NSSAI, or Accepted NSSAI, could come from UE or from CN.
Proposal 2:Replace the slice ID with the NSSAI in order to align with SA2 agreement. 
3 Proposal

The objective is to align with the SA2 final agreement about the network slicing function. The specific proposal are:

Proposal 1:Remove the Editor's note about how UE gets the slice ID.
Proposal 2: Replace the slice ID with the NSSAI in order to align with SA2 agreement.
The corresponding text proposal to TR38.801 is in R3-170046.
4 Annex: SA2 agreements on the network slicing

8.1
Agreements on Key Issue #1: Network slicing

The following bullets are the current status of agreements on the network slicing:

1.
The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine:

a)
AN can be common to multiple network slices.
b)
Network slices may differ for features supported and Network Functions optimisations use cases.

c)
Networks may deploy multiple Network slice instances delivering exactly the same optimisations and features as per but dedicated to different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
2.
A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE:
a)
The NSSAI can have standard values or PLMN specific values. The NSSAI (which is used to select the CCNF) is a collection of SM-NSSAIs (see sub-bullet 2c for the SM-NSSAI definition), each allowing the network to select a particular slice.
NOTE 1:
Whether a single value which is a representation of a collection of the SM-NSSAIs could also be used as NSSAI is to be assessed in normative work.
b)
The UE may store a Configured and/or Accepted NSSAI per PLMN.

The Configured NSSAI is a NSSAI configured by default in a UE to be used in a PLMN before any interaction with the PLMN ever took place.
The Accepted NSSAI is the NSSAI used by the UE after the PLMN has accepted an Attach Request from the UE. The Attach Accept message includes the Accepted NSSAI. The accepted NSSAI may be updated by MM procedures (see below).
c)
If the UE has been provided a Configured or Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides this NSSAI in RRC and NAS as described below.

Each SM-The NSSAI in the NSSAI may include:
-
Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services.
-
Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD).
NOTE 2:
The abbreviation SM-NSSAI does not imply it is used only in SM procedures nor that it only carries SM information. E.g. it may be used to help in AMF selection as part of the NSSAI.

An SM-NSSAI can include both a Slice/Service Type and Slice Differentiator or just the Slice/Service Type.

The RAN routes the initial access to a CCNF using the NSSAI (see bullet 4 for CCNF definition).
NOTE 3:
Whether NSSAI in RAN and NAS are exactly the same, is to be determined during normative phase.
d)
If the UE did not receive any Accepted NSSAI for the ID of the PLMN that the UE accesses, the UE provides the Configured NSSAI in RRC and NAS, if the UE has been provided with a Configured NSSAI. The RAN uses the NSSAI for routing the initial access to a CCNF. If the UE doesn't store any NSSAI (Accepted or Configured) for the ID of the PLMN that the UE accesses, the UE provides no NSSAI in RRC and NAS, and the RAN sends NAS signalling to a default CCNF (see bullet 4 for CCNF definition).
e)
After (initial) slice selection, upon successful attachment the UE is provided with a Temp ID that is provided by the UE in RRC during subsequent accesses to enable the RAN to route the NAS message to the appropriate CCNF, as long as the Temp ID is valid. In addition the serving PLMN may return an Accepted NSSAI that the UE stores for the PLMN ID of the serving PLMN. The Accepted NSSAI includes the SM-NSSAI values of the slices the UE is accepted to use by the network.

f)
For a "Service Request" the UE is registered/updated and has a valid temp ID, which is sufficient in the RAN to route the request to the serving Common CP NF. It is assumed that the slice configuration doesn't change within the UE's registration areas.

g)
For enabling routing of a TA update request the UE includes always Accepted NSSAI and a complete Temp ID in RRC. If the RAN is aware of and can reach the CCNF which is associated with the Temp ID, then RAN forwards the request to the CCNF. Otherwise, RAN selects a suitable CCNF based on the Accepted NSSAI and forwards the request to the selected CCNF. If the RAN is not able to select a CCNF based on the Accepted NSSAI, then the request is sent to a default CCNF.
h)
The UE shall include in a PDU session establishment Request a SM-NSSAI which, shall enable the selection of an SMF, alongside the DNN.
i) In order for RAN to select a proper resource for supporting network slicing in RAN, RAN may need to be aware of the network slices. How the RAN is aware of this is up to RAN WGs to determine.
3.
If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice. In addition, the UE capabilities and UE subscription data may be used.

4.
A UE may access multiple slices simultaneously via a single RAN. In such case, those slices share some control plane functions, e.g. AMF and Network Slice Instance Selection Function. These common functions are collectively identified as CCNF (Common Control Network functions).

5.
The CN part of network slice instance(s) serving a UE is selected by CN not RAN.
5a.
The NSSF is one function of CCNF, which is a set of NFs including the AMF and the NSSF, and is used to select the NSI for the UE.
6.
With reference to Annex D: move forward with Group B type of solution in Rel-15 (Group C is subsumed under Group B). Group A is not pursued in Rel-15.

7.
It shall be possible to handover a UE from a slice in NGC to a DCN in EPC. There is not necessarily a one-to-one mapping between slice and DCN.

NOTE 4:
Interworking slicing with EPS is to be determined in normative phase.

8.
The UE need to be able to associate an application with one out of multiple parallel established PDU sessions. Different PDU sessions may belong to different slices.

9.
The UE may cause the network to change the set of network slices it is using by submitting in an MM procedure the value of a new NSSAI. The final decision is up to the network.

The network, based on local policies, subscription changes and/or UE mobility, can change the set of network slices that are being used by a UE by providing the UE a notification of Accepted NSSAI change. This then triggers a UE initiated MM procedure including in RRC and NAS Signalling the new value of the new accepted NSSAI the network has provided.


Change of set of slices used by a UE (whether UE or Network initiated), may lead to CCNF change subject to operator policy.

NOTE 5:
The scenarios and which MM procedures to use when such UE triggered network slice change is to be used is to be determined during normative phase.

NOTE 6:
Changing the set of network slices accessible by the UE will result in termination ongoing PDU sessions with the original set of network slices if these slices are no longer used (Some slices are still retained, potentially).

10.
The Network subscription data includes information about what slices a UE is allowed to access.

a)
The Information in the subscription includes both SST and SD information for each slice the UE is allowed to access (SD information is present if applicable for a slice). This is also the SM-NSSAI for the slice.

b)
The subscription data include information on whether a slice is a default slice (i.e. the UE shall be using this slice when it is attached to the network). When a UE is initially attached to the network without providing any NSSAI, the CN should use a default NSSAI, composed of the SM-NSSAI values stored in the UE subscription with a flag indication they are to be considered default slices, to determine the default initial network slice(s set) to serve the UE.
10.
During the initial Attach procedure, in case the CCNF to serve the UE is to be redirected, the CCNF, which first receives the initial Attach request, shall be able to redirect the initial Attach request to another CCNF via the RAN or via direct signalling between the initial CCNF and the target CCNF. The redirection message sent by the CCNF may include an information about the new CCNF to serve the UE.
11.
For a UE that is already registered, the system shall support a redirection of a UE from its serving CCNF to a target CCNF.

a)
The operator policy determines whether redirection between CCNFs is allowed.

b)
When the network decides to redirect the UE due to NSSAI change, the network send the updated/new NSSAI to the UE using an MM procedure and an indication for the UE to initiate an MM procedure with the updated/new NSSAI. The UE then initiates an MM procedure with the updated/new NSSAI.

NOTE 7:
Whether the UE's MM procedure is a TAU, re-Attach, or both is to be determined in the normative phase.
12. The network operator may provision the UE with network slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain SM-NSSAI. A default rule may also be included which matches all applications and contains a default SM-NSSAI. The UE uses the NSSP to associate UE applications with SM-NSSAIs. When a UE application associated with a specific SM-NSSAI requests data transmission, then:

a)
If the UE has one or more PDU sessions established with this specific SM-NSSAI, the UE routes the data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
b)
If the UE does not have a PDU session established with this specific SM-NSSAI, the UE requests a new PDU session with this SM-NSSAI and with the DNN that may be provided by the application.

13.
The CCNF selects an SMF in a network slice instance based on SM-NSSAI, DNN and other information e.g. UE subscription and local operator policies. The selected SMF establishes a PDU session based on SM-NSSAI and DNN.
14.
For roaming scenarios, the slice specific network functions beyond CCNF in VPLMN and HPLMN are selected based on the SM-NSSAI provided by the UE as following.

a)
If standard SM-NSSAI is used, then selections of slice specific NF instances are done by each PLMN based on the standard SM-NSSAI.

b)
If non-standard SM-NSSAI is used, the VPLMN maps the SM-NSSAI of HPLMN to a SM-NSSAI of VPLMN based on roaming agreement (including mapping to a default SM-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the SM-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the SM-NSSAI of HPLMN.

NOTE 8:
Whether the SM-NSSAI can be directly used as input to network function instance selection procedure defined in KI 7# should be decided in normative phase.

