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1 Introduction
This paper proposes a detailed message format for the Composite IP (CIP) protocol. The CIP approach is proposed  for an IP-based transport service for the user plane on the UTRAN Iub or Iur interface. It was already presented in [1]. 

In this document, among other topics, the CIP packet header (CPH) and the CIP container header (CCH) are introduced and the necessary header fields are identified. 

FP PDUs to be transported over the Iub or Iur interface may vary in size to a large extent depending on the data rate of a flow and the associated TTI. FP PDUs carrying voice are small by nature and have a low TTI (AMR codec). FP PDUs carrying data packets may be large and may have a high TTI.

As a consequence of the variable FP PDU sizes, need for the support of both following mechanisms has been identified:

· Aggregation of small FP PDUs into one IP packet in order to amortise for IP/UDP header overhead

· Segmentation of large FP PDUs into smaller chunks in order to keep transmission delays low and avoid blocking of small time-critical packets by large PDUs

2 CIP Container

The aggregation functionality allows to multiplex CIP packets of variable size in one CIP container, also of variable size. This is necessary for an efficient use of the bandwidth of the links. It is achieved by amortising the IP/UDP overhead over several CIP packets. The resulting packet structure is depicted below:
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Figure 1: Generic CIP Container format

Figure 1 shows a generic approach for a CIP container format. In the current proposal, the CIP container header is omitted. The CIP container only consists of pairs of packet headers and packet payloads. Their format is described in the next chapter. 

3 CIP Packets

3.1 Segmentation and Re-assembly

A segmentation/re-assembly mechanism allows to split large FP PDUs in smaller segments. There has to be a trade-off  between efficiency (IP header / payload ratio) and transmission delay. Large data packets have to be segmented in order to avoid IP fragmentation and to keep transmission delays low as explained in [2].

The following figure shows the segmentation process from a FP PDU to several CIP packet payloads.
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Figure 2: CIP segmentation

3.2 CIP Packet Header Format

The proposed CIP packet header format is shown in the following figure.
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Figure 3: CIP packet header format

3.3 The CIP Packet Header Fields in Detail. 

The CIP packet header is composed of three sections:

1. The CID section, also containing CRC and flags is used for multiplexing. This section is mandatory.

· The CRC protects the reserved flag, the segmentation flag and the CID.

· The reserved flag is for further extensions.

· The segmentation flag indicates that the sequence number field and the end flag are present. These fields are only needed for segmented packets. Because also the aggregation of non-segmented PDUs is a frequent case, e.g. voice, these fields can be suppressed by means of the segmentation flag to save bandwidth. 

· The CID is the Context ID. This is the identifier of the multiplex functionality, e.g. to distinguish the flows of different calls or users by the higher layers. 

2. The payload length section is used for aggregation. This section is mandatory.

· The payload length is the length of the CIP packet payload. So, CIP packets, containing e.g. FP-PDUs with voice or FP-PDU segments with data, can be between 1 and 256 octets in size. 

3. The sequence number section, also containing the end-flag is used for segmentation. This section is optional. It exists if the segmentation flag is set.

· The end-flag marks the last segment of a packet in a sequence of segments. This field is only present if the segmentation flag is set.

· The sequence number is to reassemble segmented packets. This field is only present if the segmentation flag is set. It is incremented for each segment (modulo) and is not reset if the segments of a new packet start. The sequence numbers are maintained for each CID individually.

3.4 Discussion of the CIP Packet Header Field Sizes

One aim is to have byte aligned boundaries where possible. So, adding a few bits to some fields would increase the header size by at least 1 byte. The proposed CIP packet header has a length of 3 bytes for non-segmented packets and 4 bytes for segmented packets. 

· The CID field size determines how many flows between a pair of network elements can be supported at the same time. The proposed size of 11 bits allows 2048 CIDs. This is more than 8 times the amount that AAL2 offers. It can be extended by additional UDP ports, each having its own CID address space. 

· The size of the Payload Length field. This choice determines the maximum size of a CIP packet payload, containing either a whole FP-PDU or a segment of a FP-PDU. Typically, these packets are either small by nature or they are made small intentionally. So, to stay on byte boundaries, the length field for the CIP packet payload size is proposed to be 1 byte.

· The size of the Sequence Number field determines in how many segments a FP PDU can be split before this modulo-incremented field wraps around and becomes ambiguous. The proposed size is 7 bits i.e. 128 segments. One bit has to be reserved for the end-flag. These two fields are combined together because they are both optional and are needed only in case of segmentation. The segment numbers also protect segments that arrive late, from being injected in the next packet with the same CID during the reassembly process. This is the reason why the segment numbers are counted modulo over the full range and do not start with 0 at every new FP PDU. A very worst case scenario with a 2Mbit/s source would deliver 20480 bytes within 80 ms. If this PDU is cut to pieces of 256 bytes, 80 segments would result.

· The size of the CRC depends on how many bits need protection. A bit error in the length field would interpret the wrong bytes as the next header. But this can be detected, because the next header is again protected by its own CRC. So, the payload length needs no protection. An error in the sequence number would be detected by either placing a segment in a position where another segment with the same number already is, or would be regarded as 'too late' because it belongs to the segment number range of a PDU already processed. Even if the segment is injected in the wrong place, it would be detected by a checksum error of the higher layer. So, the only fields that need protection are the flags and the CID. An error in the CID is critical, because it would inject a formally correct (non-segmented) PDU in the flow to another CID, i.e. to the wrong destination. This might be difficult to detect by the higher layer, because the CID is not a part of the PDU of the higher layer. And so, the CRC of the higher layer alone is not a sufficient protection mechanism against the erroneous injections of formally correct PDUs. For the 13 bits to be protected, a 3 bit CRC seems to be sufficient. 

4 Summary

· CIP provides mechanisms for aggregation and optional segmentation of FP-PDUs. 

· The proposed CIP (Composite IP) container header and CIP packet headers are in a compact format. The field sizes are kept small to save bandwidth. The CIP packet header has a length of 3 bytes for non-segmented packets and 4 bytes for segmented packets. CIP is optimised for usage in a RAN. The CIP container header is not used for UTRAN. 

· CIP shall substitute the AAL2 functionality. This is needed in an IP based UTRAN below FP in the user plane. The stack used below FP is CIP/UDP/IP, with an arbitrary layer 2 and 1.

· The CID within CIP is protected by a CRC. 

5 Proposal

It is proposed to use the CIP protocol for an IP based UTRAN and apply the CIP packet header and CIP container formats defined in this paper. 

It is proposed to introduce Section 2, Section 3.2 and Section 3.3 from this contribution in the agreement section of the TR [3]. Section 3.4 should be introduced in the study area section of the TR [3].
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