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1	Introduction
This paper discusses the criticality handling of the NGAP SMF IEs which are defined as Octets String and are transparent to AMF.
2	Discussion
Due to the separation between AMF and SMF in 5GC, some information elements (so called SMF IEs) are defined over NGAP as octets string and are transparent to AMF.
These IEs are designed to hold the information between SMF and NG-RAN nodes. AMF only passes the IE as octets string.
As we know, the criticality information instructs the receiver how to act when receiving an IE or an IE group that is not comprehended.
In the current specification, when the SMF IE is included in the message received by AMF, the criticality is defined at the top IE level as “reject”. For example, in the Path Switch Request, it is at the PDU Session Resource to be Switched in Downlink Item IEs level. In the case of “reject”, the Criticality Diagnostics would not be able to point out which IEs in the SMF IE structure caused failure.
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This message is sent by the NG-RAN node to inform the AMF of the new serving NG-RAN node and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU session resources.
Direction: NG-RAN node  AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	AMF UE NGAP ID
9.3.3.1
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	ignore

	PDU Session Resource to be Switched in Downlink List
	
	1
	
	
	YES
	reject

	[bookmark: _Hlk517713319]>PDU Session Resource to be Switched in Downlink Item IEs
	
	1..<maxnoofPDUSessions> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Transfer IE specified in subclause 9.3.4.8.
	-
	

	PDU Session Resource Failed to Setup List
	O
	
	PDU Session List
9.3.1.11
	
	YES
	ignore
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This message is sent by the AMF to inform the NG-RAN node that a failure has occurred in the 5GC during the Path Switch Request procedure.
Direction: AMF  NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	ignore

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore



If we would like to get the detailed information in the Criticality Diagonstics for the SMF IE, we would need to define inside the SMF IE structure the own criticality for each sub IEs.
Proposal 1	RAN3 to discuss if to introduce criticality for the SMF IEs and communicate with CT4 when needed.
3	Conclusion
Proposal 1	RAN3 to discuss if to introduce criticality for the SMF IEs and communicate with CT4 when needed.

Appendix
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This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Path Switch Request Transfer
	
	1
	
	
	YES
	reject

	>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information
9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.
	-
	

	>User Plane Security Information
	O
	
	9.3.1.60
	
	-
	

	>QoS Flow Accepted List
	
	1
	
	
	
	

	>>QoS Flow Accepted Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>>QoS Flow Indicator
	M
	
	9.3.1.51
	
	-
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	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.



