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1   Description
This paper discusses the emergency fallback.

When gNB receives the indication that the Initial Context setup is subject to fallback, it results in four possible outcomes:

· Decision to send the UE to another RAT or another system (1),

· Decision to use handover of redirection (2).

This is dealt with in the following excerpt from [2] in section 5.16.4.11:

After receiving the Service Request for Emergency Fallback, the AMF triggers N2 procedure resulting in either CONNECTED state mobility (Handover procedure) or IDLE state mobility (redirection) to either E-UTRA/5GC or to E-UTRAN/EPC depending on factors such as N26 availability, network configuration and radio conditions. In the N2 procedure, the AMF may indicate the target CN for the RAN node to know whether inter-RAT fallback or inter-system fallback is to be performed.

In the above text, SA2 text mixes a bit (1) and (2) in the same paragraph. However, our interpretation is that:
· 5GC decides about (1) according to the following text:
In order to support various deployment scenarios for obtaining Emergency Services, the UE and 5GC may support the mechanism to direct or redirect the UE either towards E-UTRA connected to 5GC (RAT fallback) when only NR does not support Emergency Services or towards EPS (E-UTRAN connected to EPC System fallback) when the 5GC does not support Emergency Services.

From the above text when NR does not support emergency services, we have two cases:
· 5GC does not support emergency services at all, then no other solution than doing EPS fallback,

· 5GC does support emergency services, then one assumes that E-UTRA supports emergency services and UE is sent to E-UTRA/5GC regardless of EPS support.

NOTE: this interpretation seems confirmed now in [3] based on the recently agreed CR in [4].

The AMF based on the support of Emergency Services in EPC or 5GC may indicate the target CN for the RAN node to know whether inter-RAT fallback or inter-system fallback is to be performed
Proposal 1: When emergency fallback is triggered, 5GC shall indicate whether it supports emergency services and based on that NG-RAN decides to send the UE to E-UTRA/5GC or EPS.

· NG-RAN node decides about (2)

After (1) is decided, NG-RAN decides a target cell consistent with (1) and then decides between handover or redirection towards this target cell. The latter decision depends whether N26 interface is supported, and this knowledge must therefore be available in the NG-RAN node. This topic is handled by tdocs [5] and [6].
However, N26 interface availability should be decoupled from (1) and only related to (2). 

Proposal 2: NG-RAN decides the target cell and decides between handover or redirection based on multiple factors including the assistance information provided for (1) and N26 interface availability known by other means (see tdocs [5] and [6]).

2   Conclusion and Proposal

This paper has clarified the respective decision roles of 5GC and NG-RAN during an emergency fallback and also the nature of the assistance information that is sent from 5GC to NG-RAN. It results into the following two proposals:
Proposal 1: When emergency fallback is triggered, 5GC shall indicate whether it supports emergency services and based on that NG-RAN decides to send the UE to E-UTRA/5GC or EPS. Agree the corresponding TP below.
Proposal 2: NG-RAN decides the target cell and decides between handover or redirection based on multiple factors including the assistance information provided for (1) and N26 interface availability known by other means (see tdocs [5] and [6]).

3  References

[1] RP-172109, Revised Work Item on New Radio (NR) Access Technology, NTT DOCOMO, Inc.
[2] 3GPP TS 23.501, Architecture for Next Generation System, SA2
[3] 3GPP TS 23.502, Procedures for the 5G system, stage 2
[4] S2-186247, CN Type indicator in Emergency Service Fallback procedure.
[5] R3-183631, Correction of redirection to 4g
[6] R3-183632, Correction of handover to 4g
Text Proposal for TS 38.413
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message either over this NG interface instance or another NG interface instance, The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE;

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use.

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.

The NG-RAN node shall use the information in the Mobility Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Additional QoS Flow Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 or NIA0 algorithm as defined in TS 33.501 [13] and if the EIA0 or NIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE.
If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC_INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency services support on 5GC IE. 

If the Old AMF IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that this UE-associated logical NG-connection was redirected to this AMF from another AMF identified by the Old AMF IE.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

Next Change
9.3.1.26
Emergency Fallback Indicator

The IE indicates emergency service fallback.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Emergency Fallback Request Indicator
	M
	
	ENUMERATED (emergency fallback requested, …)
	

	Emergency service Support on 5GC
	O
	
	ENUMERATED (supported, not supported, …)
	


Next Change
9.4.5
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Next Change
-- E

EmergencyAreaID ::= OCTET STRING (SIZE(3))

EmergencyAreaIDBroadcastEUTRA ::= SEQUENCE (SIZE(1..maxnoofEmergencyAreaID)) OF EmergencyAreaIDBroadcastEUTRA-Item

EmergencyAreaIDBroadcastEUTRA-Item ::= SEQUENCE {


emergencyAreaID




EmergencyAreaID,


completedCellsInEAI-EUTRA

CompletedCellsInEAI-EUTRA,


iE-Extensions

ProtocolExtensionContainer { {EmergencyAreaIDBroadcastEUTRA-Item-ExtIEs} } OPTIONAL,


...

}

EmergencyAreaIDBroadcastEUTRA-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EmergencyAreaIDBroadcastNR ::= SEQUENCE (SIZE(1..maxnoofEmergencyAreaID)) OF EmergencyAreaIDBroadcastNR-Item

EmergencyAreaIDBroadcastNR-Item ::= SEQUENCE {


emergencyAreaID



EmergencyAreaID,


completedCellsInEAI-NR

CompletedCellsInEAI-NR,


iE-Extensions

ProtocolExtensionContainer { {EmergencyAreaIDBroadcastNR-Item-ExtIEs} }
OPTIONAL,


...

}

EmergencyAreaIDBroadcastNR-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EmergencyAreaIDCancelledEUTRA ::= SEQUENCE (SIZE(1..maxnoofEmergencyAreaID)) OF EmergencyAreaIDCancelledEUTRA-Item

EmergencyAreaIDCancelledEUTRA-Item ::= SEQUENCE {


emergencyAreaID




EmergencyAreaID,


cancelledCellsInEAI-EUTRA

CancelledCellsInEAI-EUTRA,


iE-Extensions

ProtocolExtensionContainer { {EmergencyAreaIDCancelledEUTRA-Item-ExtIEs} } OPTIONAL,


...

}

EmergencyAreaIDCancelledEUTRA-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EmergencyAreaIDCancelledNR ::= SEQUENCE (SIZE(1..maxnoofEmergencyAreaID)) OF EmergencyAreaIDCancelledNR-Item

EmergencyAreaIDCancelledNR-Item ::= SEQUENCE {


emergencyAreaID



EmergencyAreaID,


cancelledCellsInEAI-NR

CancelledCellsInEAI-NR,


iE-Extensions

ProtocolExtensionContainer { {EmergencyAreaIDCancelledNR-Item-ExtIEs} }
OPTIONAL,


...

}

EmergencyAreaIDCancelledNR-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EmergencyAreaIDList ::= SEQUENCE (SIZE(1..maxnoofEmergencyAreaID)) OF EmergencyAreaID

EmergencyAreaIDListForRestart ::= SEQUENCE (SIZE(1..maxnoofEAIforRestart)) OF EmergencyAreaID

EmergencyFallbackRequestIndicator ::= ENUMERATED {


emergency-fallback-requested,


...

}

EmergencyServiceSupportOn5GC ::= ENUMERATED {


supported, not-supported,


...

}

EmergencyFallbackIndicator ::= SEQUENCE {


emergencyFallbackRequestIndicator



EmergencyFallbackRequestIndicator,

emergencyServiceSupportOn5GC




EmergencyServiceSupportOn5GC,

iE-Extensions

ProtocolExtensionContainer { {EmergencyFallbackIndicator-ExtIEs} }
OPTIONAL,


...

}

EmergencyFallbackIndicator-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EquivalentPLMNs ::= SEQUENCE (SIZE(1..maxnoofEPLMNs)) OF PLMNIdentity

EPS-TAC ::= OCTET STRING (SIZE(2))

EPS-TAI ::= SEQUENCE {


pLMNIdentity

PLMNIdentity,


ePS-TAC



EPS-TAC,


iE-Extensions

ProtocolExtensionContainer { {EPS-TAI-ExtIEs} } OPTIONAL,


...

}

EPS-TAI-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

E-RAB-ID ::= INTEGER (0..15, ...)

E-RABInformationList ::= SEQUENCE (SIZE(1..maxnoofE-RABs)) OF E-RABInformationItem

E-RABInformationItem ::= SEQUENCE {


e-RAB-ID


E-RAB-ID,


dLForwarding

DLForwarding












OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {E-RABInformationItem-ExtIEs} }
OPTIONAL,


...

}

E-RABInformationItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

EUTRACellIdentity ::= BIT STRING (SIZE(28))

EUTRA-CGI ::= SEQUENCE {


pLMNIdentity


PLMNIdentity,


eUTRACellIdentity

EUTRACellIdentity,


iE-Extensions

ProtocolExtensionContainer { {EUTRA-CGI-ExtIEs} } OPTIONAL,


...

}

EUTRA-CGI-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
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