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1   Description
RAN3 has received the LS in [3] and is consulted by SA2 on slice based admission control during service request procedure.

It is worth noting that SA2 already specifies in [2] that requested NSSAI shall be checked during RRC connection establishment procedure for Registration Request. 

Checking requested NSSAI at RRC connection establishment for Service Request?
The RRC signaling has not intentionally distinguished different triggers (e.g. Registration or Service Request) for NSSAI provision. The RRC signaling capability needs to ensure encoding of NSSAI (full assistance information) anyway:  RAN2 agreed that MSG5 contains NSSAI as provided by upper layers. 

Is it needed for Service Request?
Let’s assume the following scenario:

- the UE supporting two slices (IoT, eMBB) 

- there is load condition for IoT (maybe local to RAN, or maybe triggered by Overload control from N2.

The current assumption is that the UE provides full NSSAI (IoT, eMBB) in RRCSetupComplete message during Registration.   

There might be different methods of handling the Service Request (SR) and algorithms that decide on the connection establishment:

Let’s suppose the trigger is a SR triggered by NAS signaling related to IoT:

1) RRC connection establishment with NSSAI that includes only IoT gets released just after setup. To then send signaling for eMBB a second attempt including eMBB needs to be issued. Thereafter, IoT signaling also can be sent on same RRC connection.

2) RRC connection establishment with NSSAI that includes (IoT and eMBB) does not get released as eMBB is allowed slice. Then UE can send NAS signaling for both IoT and eMBB on same RRC connection.

The difference between 1 and 2 is an extra RRC connection establishment in case one is needed. i.e. if we include a NSSAI that has a smaller set of slices than the allowed NSSAI we may overall increase the # of RRC connection establishment attempts and still we are unable to avoid the fact that some NAS signaling for slices that are subject to Access stratum level restrictions can use connections established thanks to the fact the UE indicates at RRC connection setup slices that are not subject to restriction.

 A method to block slice specific request may be unified access control, but then this would become a routine tool for load management also on a short-term basis and based on control plane logic (whereas today access control is more CN or OAM controlled). In general, routine use of UAC is not advisable also because it would require frequent UAC Categories configuration in UE and frequent SIB updates to all UEs and these are slow and resource consuming procedures.

Observation 1: There is no benefit to limit NSSAI provision in RRC connection Setup to Registration and its content to just a subset of Allowed NSSAI (actually this will on average increase RRC connection establishment related traffic). 

Proposal 1: reply that also for Service Request, admission at connection establishment should be based on Allowed NSSAI of the UE and not on the particular S-NSSAI of the particular service that is being requested.

Checking allowed NSSAI at Paging?
The next question related to Paging is correlated.
If the congestion is in AMF, then it can filter the delivery of some paging messages itself. Therefore, let us assume that the congestion is in the NG-RAN.

When receiving the Paging message, the NG-RAN has no idea which service will be triggered by UE. There is therefore benefit in providing slicing information in the paging message to help the NG-RAN to filter some paging attempts in case it suffers from overload of some slices because otherwise these paging attempts will generate useless RRC connection establishments which in turn will get released (as per paragraph above) thus further increasing uselessly the NG-RAN load. 
Besides, there is no RRC impact due to this: the slicing information is just included in the NGAP Paging message for the NG-RAN node to filter paging attempts and is NOT included in RRC Paging message.

Observation 2: there is benefit in indicating slicing information in the Paging message.

The next question is of course which slicing information?

The slicing information that should be included to help the NG-RAN node to filter should be the same that NG-RAN would use to filter at the next step of RRC connection establishment and therefore depends on the decision option 1 vs option 2 described in the previous paragraph. 
Observation 3: slicing information to be provided in paging message should be aligned with decision on which information is in RRC connection establishment for service request (option 1 vs option 2 above).
Consequently, we make the following additional proposals:

Proposal 2: agree the TP below to add the Allowed NSSAI in the paging message.

Proposal 3: agree the LS in [4] and reply to SA2 accordingly.

2   Conclusion and proposals
This paper has analysed SA2 request for guidance and makes the following observations and proposals:

Proposal 1: reply that also for Service Request, admission at connection establishment should be based on Allowed NSSAI of the UE and not on the particular S-NSSAI of the particular service that is being requested.

Observation 2: there is benefit in indicating slicing information in the Paging message.

Observation 3: slicing information to be provided in paging message should be aligned with decision on which information is in RRC connection establishment for service request (option 1 vs option 2 above).

Proposal 2: agree the TP below to add the Allowed NSSAI in the paging message.

Proposal 3: agree the LS in [4] and reply to SA2 accordingly.
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Text Proposal for TS 38.413
8.5.1
Paging

8.5.1.1
General

The purpose of the Paging procedure is to enable the AMF to page a UE in the specific NG-RAN node.
8.5.1.2
Successful Operation
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Figure 8.5.1.2-1: Paging 
The AMF initiates the paging procedure by sending the PAGING message to the NG-RAN node.

At the reception of the PAGING message, the NG-RAN node shall perform paging of the UE in cells which belong to tracking areas as indicated in the List of TAIs IE.

The Paging DRX IE may be included in the PAGING message, and if present the NG-RAN node shall use it according to TS 38.304 [12].

For each cell that belongs to any of the tracking areas indicated in the List of TAIs IE, the NG-RAN node shall generate one page on the radio interface.

The Paging Priority IE may be included in the PAGING message, and if present the NG-RAN node may use it according to TS 23.501 [9].

If the UE Radio Capability for Paging IE is included in the PAGING message, the NG-RAN node may use it to apply specific paging schemes.

If the Assistance Data for Recommended Cells IE is included in the Assistance Data for Paging IE it may be used, together with the Paging Attempt Information IE if also present according to TS 38.300 [8].

If the Next Paging Area Scope IE is included in the Paging Attempt Information IE it may be used for paging the UE according to TS 38.300 [8].

If the Paging Origin IE is included in the PAGING message, the NG-RAN node shall transfer it to the UE according to TS 38.331 [18].
If the Allowed NSSAI IE is included in the PAGING message, the NG-RAN node may use it to prioritize the paging in case of NG-RAN overload for some slices.
Next Change
9.2.4.1
PAGING

This message is sent by the AMF and is used to page a UE in one or several tracking areas.
Direction: AMF ( gNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	UE Identity Index Value
	M
	
	INTEGER (0..63)
	This IE may need to be refined
	YES
	ignore

	UE Paging Identity
	M
	
	9.3.3.18
	
	YES
	ignore

	Paging DRX
	O
	
	INTEGER (0..63)
	This IE may need to be refined
	YES
	ignore

	List of TAIs
	
	1
	
	
	YES
	ignore

	>TAI List Item
	
	1..<maxnoofTAIs>
	
	
	EACH
	ignore

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	Paging Priority
	O
	
	9.3.1.78
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Assistance Data for Paging
	O
	
	9.3.1.69
	
	YES
	ignore

	Paging Origin
	O
	
	9.3.3.22
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.3.22
	Indicates the S-NSSAIs permitted by the network for this UE.
	YES
	ignore


	Range bound
	Explanation

	maxnoofTAIs
	Maximum no. of TAIs. Value is 16.


Next Change
-- **************************************************************

--

-- PAGING

--

-- **************************************************************

Paging ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PagingIEs} },


...

}

PagingIEs NGAP-PROTOCOL-IES ::= {


{ ID id-UEIdentityIndexValue


CRITICALITY ignore
TYPE UEIdentityIndexValue


PRESENCE mandatory
}|


{ ID id-UEPagingIdentity



CRITICALITY ignore
TYPE UEPagingIdentity



PRESENCE mandatory
}|


{ ID id-PagingDRX





CRITICALITY ignore
TYPE PagingDRX





PRESENCE optional

}|


{ ID id-TAIList






CRITICALITY ignore
TYPE TAIList





PRESENCE mandatory
}|


{ ID id-PagingPriority




CRITICALITY ignore
TYPE PagingPriority




PRESENCE optional

}|


{ ID id-UERadioCapabilityForPaging

CRITICALITY ignore
TYPE UERadioCapabilityForPaging

PRESENCE optional

}|


{ ID id-PagingOrigin




CRITICALITY ignore
TYPE PagingOrigin




PRESENCE optional

}|


{ ID id-AssistanceDataForPaging


CRITICALITY ignore
TYPE AssistanceDataForPaging

PRESENCE optional

}|


{ ID id-AllowedNSSAI



CRITICALITY ignore
TYPE AllowedNSSAI

PRESENCE optional,


...

}

TAIList ::= SEQUENCE (SIZE(1..maxnoofTAIs)) OF ProtocolIE-SingleContainer { {TAIItemIEs} }

TAIItemIEs 
NGAP-PROTOCOL-IES ::= {


{ ID id-TAIItem






CRITICALITY ignore
TYPE TAIItem





PRESENCE mandatory
},


...

}

TAIItem ::= SEQUENCE {


tAI 



TAI,


iE-Extensions

ProtocolExtensionContainer { {TAIItem-ExtIEs} }
OPTIONAL,


...

}

TAIItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************
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