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1	Introduction
This paper discusses the handover preparation procedure and the handover required IE structure.
2	Discussion
2.1	The current structure of HANDOVER REQUIRED
In the current NGAP, there below two IEs are not clear:
· the Handover Required Transfer is a SMF IE, defined as Octet String, and have the same structure as PDU Session Resource Setup Request Transfer IE; 
· the PDU Session Resource Subject to Handover IE “may need to be refined”, as at the moment it is only defined as Octet String. It was introduced to “indicates whether PDU Session shall be handed over to target node.”
The assumption is that the PDU Session Resource Subject to Handover IE is not a SMF IE which is transparent to AMF. Rather it should provide some information to AMF when needed, due to the AMF and SMF separation.
9.2.3.1	HANDOVER REQUIRED
This message is sent by the source NG-RAN node to the AMF to request the preparation of resources at the target.
Direction: NG-RAN node  AMF.
IE/Group Name
Presence
Range
IE type and reference
Semantics description
Criticality
Assigned Criticality
Message Type
M

9.3.1.1

YES
reject
AMF UE NGAP ID
M

9.3.3.1

YES
reject
RAN UE NGAP ID
M

9.3.3.2

YES
reject
Handover Type
M

9.3.1.22

YES
reject
Cause
M

9.3.1.2

YES
ignore
Target ID
M

9.3.1.25

YES
reject
Direct Forwarding Path Availability
O

9.3.1.64

YES
ignore
PDU Session Resource List

1


YES
reject
>PDU Session Resource Item IEs

1..<maxnoofPDUSessions>


EACH
reject
>>PDU Session ID
M

9.3.1.50

-

>>S-NSSAI 
M

9.3.1.24

-

>>Handover Required Transfer
M

OCTET STRING
Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
-

>>PDU Session Resource Subject to Handover
M

OCTET STRING
This IE may need to be refined
-

Source to Target Transparent Container
M

9.3.1.20

YES
reject

Range bound
Explanation
maxnoofPDUSessions
Maximum no. of PDU sessions allowed towards one UE. Value is 256.



[bookmark: _Toc481568481][bookmark: _Toc483414705][bookmark: _Toc483415383][bookmark: _Toc483418902][bookmark: _Toc491324814][bookmark: _Toc512195021][bookmark: _Toc515287587][bookmark: _Toc515288618][bookmark: _Toc515863304]2.2	The information flow 
When Source RAN sends Handover Required, it includes: Target ID, Source to Target transparent container, SM N2 info list, PDU Session IDs, intra system handover indication, etc.
The Source to Target transparent container includes information created by S-RAN to be used by T-RAN, depends on the handover type. It also contains for each PDU session the corresponding User Plane Security Enforcement information.
Stage 2 has specified that all PDU Sessions handled by S-RAN (i.e. all existing PDU Sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU Session(s) are requested by S-RAN to handover. 
The SM N2 info also includes Direct Forwarding Path Availability, and may include which QoS Flows are subject to data forwarding if direct data forwarding is not available.
For each PDU Session indicated by S-RAN as an N2 Handover candidate based on the PDU Session IDs, the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request per PDU Session to the associated SMF.

[bookmark: _Toc512195172][bookmark: _Toc515287775][bookmark: _Toc515288806][bookmark: _Toc515863493]9.3.4.1	PDU Session Resource Setup Request Transfer
This IE is transparent to the AMF.
IE/Group Name
Presence
Range
IE type and reference
Semantics description
PDU Session Aggregate Maximum Bit Rate
M

Bit Rate
9.3.1.4

UL NG-U UP TNL Information
M

UP Transport Layer Information
9.3.2.2
UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
Additional UL NG-U UP TNL Information 
O

UP Transport Layer Information
9.3.2.2
UPF endpoint of the additional NG-U transport bearer, for delivery of UL PDUs.
Data Forwarding Not Possible
O

9.3.1.63

PDU Session Type
M

9.3.1.52

Security Indication
O

9.3.1.27

QoS Flow Setup Request List

1


>QoS Flow Setup Request Item IEs

1..<maxnoofQoSFlows>


>>QoS Flow Indicator
M

9.3.1.51

>>QoS Flow Level QoS Parameters
M

9.3.1.12

>>E-RAB ID
O

9.3.2.3


Range bound
Explanation
maxnoofQoSFlows
Maximum no. of QoS flows allowed within one PDU session. Value is 64.




Observation 1: it is meaningful that the PDU session resource setup request and the Handover Request uses the same PDU Session Resource Setup Request Transfer” IE structure IE. However we need to discuss the case of handover required.
From the above “PDU Session Resource Setup Request Transfer” IE structure, if the “Handover Required Transfer” is going to reuse the same IE structure definition, at least the below IEs need to be discussed.
The below IEs have no meaning to be sent from the source RAN node to SMF during handover preparation:
· Mandatory present: PDU Session Aggregate Maximum Bit Rate
· Mandatory Present: UL NG-U UP TNL Information, it is the “UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs”
· Optional Present: Additional UL NG-U UP TNL Information
We propose that the above IEs should not be included in the “Handover Required Transfer”
The below Optional IEs:
· Data Forwarding Not Possible, this is an indication used by 5GC, not needed.
· Security Indication, from the SA2 specification, the UP Security should be included in “the Source to Target transparent container”, which is more appropriate. 
On the other hand, the Direct Forwarding Path Availability should be in the Handover Required Transfer as it is only used by SMF.



2.3	Correction to the structure of HANDOVER REQUIRED
From the above discussion, we propose a separate Handover Required Transfer with the below IE structure:
9.3.X.Y	Handover Required Transfer
This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PDU Session Type
	M
	
	9.3.1.52
	

	Direct Forwarding Path Availability
	O
	
	9.3.1.64
	

	QoS Flow Setup Request List
	
	0..1
	
	

	>QoS Flow Setup Request Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	

	>>E-RAB ID
	O
	
	9.3.2.3
	



	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.



Proposal 1	RAN3 to agree to introduce a separate Handover Required Transfer IE as proposed.

2.4	Security Indication in source to target transparent container
Stage 2 says that in handover required, the Source to Target transparent container includes information created by S-RAN to be used by T-RAN, depends on the handover type. It also contains for each PDU session the corresponding User Plane Security Enforcement information.
Currently the Security Indication is included in the SMF IE transparent container, which is sent by NG-RAN node to CN. 
In the handover request, the Security Indication is further sent by CN to NG-RAN node. This step is corrent as the SMF may update the Security Indication towards the target RAN. As the Security Indication is originated from CN, it does not need to be conveyed to CN at the handover preparation phase.
[bookmark: _GoBack]On the other hand, it is more logical to be sent from S-RAN to T-RAN, even it could be updated later.
Proposal 2	RAN3 to agree to introduce the Security Indication in the source ng-RAN node to target ng-RAN node transparent container.


3	Conclusion
Observation 1: it is meaningful that the PDU session resource setup request and the Handover Request uses the same PDU Session Resource Setup Request Transfer” IE structure IE. However we need to discuss the case of handover required.
Proposal 1	RAN3 to agree to introduce a separate Handover Required Transfer IE as proposed.
Proposal 2	RAN3 to agree to introduce the Security Indication in the source ng-RAN node to target ng-RAN node transparent container.

