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1   Introduction
Last RAN3 meeting discussed allowed NSSAI over NG interface, and made the following agreements 
· Only add NGAP signaling (Mandatory IE) for allowed NSSAI in Rel-15

· No further changes related to allowed NSSAI shall be introduced in Rel-15 in RAN3
Also in [1], SA2 sent a LS response on the inter-frequency cell reselection as follows. 
· The HPLMN may set the RFSP Index taking into account the Subscribed S-NSSAIs.

· The AMF chooses the RFSP Index in use based also on the Allowed NSSAI. 

· The AMF provides the Allowed NSSAI to the RAN.

· The RFSP Index is mapped by the RAN to locally defined configuration in order to apply specific RRM strategies, taking into account any available information in RAN (which includes the Allowed NSSAI).
The decision made at last RAN3 meeting clearly states that no further changes to allowed NSSAI shall be introduced in RAN3. In this paper we would like to discuss whether it would be agreeable to also propagate allowed NSSAI during mobility to make sure that this is also available to be used together with RFSP as indicated by the above statement in SA2. And when doing this, we try to follow the principles of the previous decision, but here we suggest to use conditional when RFSP is present, i.e. not optional with descriptive text.
2   Discussion
Currently the allowed NSSAI together with the RFSP (RAT/Frequency Selection Priority) were carried in the Initial Context Setup Request during the Registration procedure and Service Request procedure. This implies that only the NG-RAN node by which the UE performs idle to connected transition could be aware of these two information. But when the UE becomes connected and performs handover procedure, the target node should be aware of the UE supported allowed NSSAI as well. Below analyses the Xn based and NG based handover respectively. 
2.1   Xn based handover

In 38.423, the RFSP is carried in the Handover Request message from the source node to the target node. It makes sense that the allowed NSSAI should be signalled as well, which aligns with the SA LS that both RFSP and allowed NSAI are used to apply slice RRM strategies at the target node. 
One may argue that the allowed NSSAI may not be valid for the inter-RA handover cases as allowed NSSAIs are only valid in the UE old registration area. But for this inter-RA case, the target node would receive the allowed NSSAI which may contain unknown S-NSSAI but at least one known S-NSSAI. Further, the UE will perform registration update procedure, during which the AMF could provide the updated allowed NSSAI to the target node in the NGAP DL NAS Transport message. Then the target node could replace and update its allowed NSSAI. As the DL NAS transport could be used for other purposes, the allowed NSSAI wherein could be set optional.  
Based on the above analysis, the following proposals are made. 
Proposal 1: The allowed NSSAI is conditionally carried in the XnAP Handover Request message together with RFSP for Xn based handover. 
Proposal 2:  The allowed NSSAI is conditionally carried in the NGAP DL NAS Transport message.
2.2   NG based handover
For the NG based handover, similar to the analysis above, the allowed NSSAI should be carried in the NGAP Handover Required message. As currently the RFSP is included in the transparent container from the source NG-RAN node to target node, the allowed NSSAI should be included there. 
In addition, when the UE performs registration update procedure, the allowed NSSAI is carried in the NGAP DL NAS transport message and the target RAN node could replace the existing one.   
Proposal 3: The allowed NSSAI is conditionally carried in the NGAP Handover Request message together with the RFSP for NG based handover.
3   Conclusion
Based on the discussion in this paper, we propose to signal the allowed NSSAI for Xn based and NG based handover. The detailed proposals are:

Proposal 4: The allowed NSSAI is conditionally carried in the XnAP Handover Request message together with RFSP for Xn based handover. 

Proposal 5:  The allowed NSSAI is conditionally carried in the NGAP DL NAS Transport message.

Proposal 6: The allowed NSSAI is carried conditionally carried in the NGAP Handover Request message together with the RFSP for NG based handover.

The TP to 38.423 is provided in the Annex, and the TP to 38.413 is provided in another tdoc. 
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--------------------------------------------------Change Start---------------------------------------------
9.1.1.1
HANDOVER REQUEST
This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.

Direction: source NG-RAN node ( target NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	Source NG-RAN node UE XnAP ID reference
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	9.2.3.2
	
	YES
	reject

	Target Cell Global ID
	M
	
	9.2.3.25
	Includes either an E-UTRA CGI or an NR CGI
	YES
	reject

	GUAMI
	M
	
	9.2.3.24
	
	YES
	reject

	UE Context Information
	M
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	AMF UE NGAP ID

9.2.3.26
	Allocated at the AMF on the source NG-C connection.
	–
	

	>Signalling TNL association address at source NG-C side
	M
	
	CP Transport Layer Information

9.2.3.31
	This IE indicates the AMF’s IP address of the SCTP association used at the source NG-C interface instance.
	–
	

	>UE Security Capabilities
	M
	
	9.2.3.49
	
	
	

	>AS Security Information
	M
	
	9.2.3.50
	
	–
	

	>Index to RAT/Frequency Selection Priority
	O
	
	9.2.3.23
	
	–
	

	>Allowed NSSAI
	C-ifRFSPPresent
	
	9.3.1.31
	
	YES
	ignore

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.3.17
	
	–
	

	>PDU Session Resources To Be Setup List
	
	1
	9.2.1.1
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition, the source side QoS flow ( DRB mapping
	–
	

	>RRC Context
	M
	
	OCTET STRING
	Either includes the HandoverPreparationInformation message as defined in subclause 10.2.2. of TS 36.331 [14], if the target NG-RAN node is an ng-eNB,

or the HandoverPreparationInformation message as defined in subclause 11.2.2 of TS 38.331 [10], if the target NG-RAN node is a gNB.
	–
	

	>Location Reporting Information
	O
	
	9.2.3.47
	Includes the necessary parameters for location reporting.
	–
	

	>Mobility Restriction List
	O
	
	9.2.3.53
	
	–
	

	Trace Activation
	O
	
	9.2.3.55
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.32
	
	YES
	ignore

	Condition
	Explanation

	C-ifRFSPPresent
	This IE shall be present if the Index to RAT/Frequency Selection Priority IE is present.


--------------------------------------------------Next Change---------------------------------------------
9.2.3.56
Allowed NSSAI

This IE contains the allowed NSSAI.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Allowed S-NSSAI List
	
	1
	
	

	>Allowed S-NSSAI Item IEs
	
	1..<maxnoofAllowedS-NSSAIs>
	
	

	>>S-NSSAI
	M
	
	9.2.3.21
	


	Range bound
	Explanation

	maxnoofAllowedS-NSSAIs
	Maximum no. of allowed S-NSSAI. Value is 8.


--------------------------------------------------Next Change---------------------------------------------
9.3.4
PDU Definitions

-- **************************************************************

--

-- PDU definitions for XnAP.

--

-- **************************************************************

( unchanged text omitted (
IMPORTS


ActivationIDforCellActivation,


ActivationIDforCellActivation, 

AllowedNSSAI,

AMF-Pool-Information,


AMF-UE-NGAP-ID,


AS-SecurityInformation,


AssistanceDataForRANPaging,


Cause,


CellAssistanceInfo-NR,

( unchanged text omitted (
-- **************************************************************

--

-- HANDOVER REQUEST
--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container
{{HandoverRequest-IEs}},


...

}

HandoverRequest-IEs XNAP-PROTOCOL-IES ::= {


{ ID id-sourceNG-RANnodeUEXnAPID


CRITICALITY reject
TYPE NG-RANnodeUEXnAPID






PRESENCE mandatory}|


{ ID id-Cause







CRITICALITY reject
TYPE Cause









PRESENCE mandatory}|


{ ID id-targetCellGlobalID




CRITICALITY reject
TYPE Target-CGI








PRESENCE mandatory}|


{ ID id-GUAMI







CRITICALITY reject
TYPE GUAMI









PRESENCE mandatory}|


{ ID id-UEContextInfoHORequest



CRITICALITY reject
TYPE UEContextInfoHORequest





PRESENCE mandatory}|


{ ID id-TraceActivation





CRITICALITY ignore
TYPE TraceActivation






PRESENCE optional }|


{ ID id-MaskedIMEISV





CRITICALITY ignore
TYPE MaskedIMEISV







PRESENCE optional },


...

}
UEContextInfoHORequest ::= SEQUENCE {


ng-c-UE-reference





AMF-UE-NGAP-ID,


cp-TNL-info-source





CPTransportLayerInformation,


ueSecurityCapabilities




UESecurityCapabilities,

securityInformation





AS-SecurityInformation,


indexToRatFrequencySelectionPriority
RFSP-Index














OPTIONAL,


allowedNSSAI







AllowedNSSAI












OPTIONAL,

ue-AMBR








UEAggregateMaximumBitRate,


pduSessionResourcesToBeSetup-List

PDUSessionResourcesToBeSetup-List,


rrc-Context







OCTET STRING,


locationReportingInformation


LocationReportingInformation









OPTIONAL,


hlr









MobilityRestrictionList











OPTIONAL,


iE-Extensions






ProtocolExtensionContainer { {UEContextInfoHORequest-ExtIEs} }
OPTIONAL,


...

}
--------------------------------------------------Next Change---------------------------------------------
9.3.5
Information Element definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

( unchanged text omitted (
-- A

ActivationIDforCellActivation
::= INTEGER (0..255)

AllocationandRetentionPriority ::= SEQUENCE {


priorityLevel




INTEGER (0..15,...),


pre-emption-capability


ENUMERATED {shall-not-trigger-preemptdatDion, may-trigger-preemption, ...},


pre-emption-vulnerability

ENUMERATED {not-preemptable, preemptable, ...},


iE-Extensions




ProtocolExtensionContainer { {AllocationandRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationandRetentionPriority-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}
AllowedNSSAI ::= SEQUENCE (SIZE(1..maxnoofAllowedS-NSSAIs)) OF AllowedNSSAI-Item

AllowedNSSAI-Item ::= SEQUENCE {


s-NSSAI



S-NSSAI,


iE-Extensions

ProtocolExtensionContainer { {AllowedNSSAI-Item-ExtIEs} } OPTIONAL,


...

}

AllowedNSSAI-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}
AMF-Pool-Information ::= OCTET STRING -- This IE may need to be refined.
--------------------------------------------------Change End---------------------------------------------
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