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1. Introduction
In [1], AMF overload control for avoiding and handling overload situation is described. In this contribution, we focus on overload control in NG interface and provide our view on it.
2. Discussion
In section 5.19.5.2 [1], AMF overload control for avoiding and handling overload situation is described as below.

	5.19.5.2
AMF Overload Control

Under unusual circumstances, if AMF has reached overload situation, the AMF activates NAS level congestion control as specified in Clause 5.19.7 and AMF restricts the load that the 5G-AN node(s) are generating, if the 5G-AN is configured to support overload control. N2 overload control can be achieved by the AMF invoking the N2 overload procedure (see TS 38.300 [27] and TS 38.413 [34]) to all or to a proportion of the 5G-AN nodes with which the AMF has N2 connections. The AMF may include the S-NSSAI(s) in N2 overload control message sent to 5G-AN node(s) to indicate the congestion of the Network Slice(s) at the CN part. To reflect the amount of load that the AMF wishes to reduce, the AMF can adjust the proportion of 5G-AN nodes which are sent NGAP OVERLOAD START message, and the content of the overload start procedure.


According to highlighted in yellow, the AMF triggers NGAP overload procedure to control NG interface overload and sends to the NG-RAN node the NGAP OVERLOAD START message. When to transmit this message, the AMF may include the S-NSSAI(s) to indicate the congestion of the network slice(s) at the CN part.
Observation 1: For NG overload control, the AMF can send the NGAP message which includes the congested S-NSSAI(s) to the NG-RAN node(s) with which it has NG connection.

Using the NGAP Overload Start procedure, the AMF can request the NG-RAN node as follows [1]:
	-
reject 5G-AN signaling connection (RRC Connection over 3GPP access or UE-N3IWF connection over N3GPP access) requests that are for non-emergency and non-high priority mobile originated services; or

-
reject new 5G-AN signaling connection requests for uplink NAS signalling transmission to that AMF;

-
release 5G-AN signalling connection where the Requested NSSAI at AS layer only includes the indicated S-NSSAI(s).

-
only permit 5G-AN signaling connection requests for emergency sessions and mobile terminated services for that AMF; or

-
only permit 5G-AN signaling connection requests for high priority sessions and mobile terminated services for that AMF;


Above operations of NG-RAN node are distinguished depending on RRC establishment cause. Until now, the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signaling, mo-Data, mo-VoiceCall [2]. However, the LTE cause delayTolerantAccess will not be supported in this release as below [3].
	SA2 understands the Access Category “Delay Tolerant” is planned to be supported for Unified Access Control in Rel-15. SA1 has determined that “configured for delay tolerant service” is similar to “configured for EAB” in LS S1-174623. In EPS a UE that is configured for EAB shall also be configured for low access priority which is specified in 23.401. SA2 decided that the configuration for “low access priority” and the corresponding signalling will not be supported in 5GS in Rel-15.


Observation 2: Considering RRC establishment causes except delayTolerantAccess, the AMF indicates which signaling traffic is subject to rejection by the NG-RAN node in its overload situation.
In section 5.19.5.2 [1], the followings are denoted as below.
	The AMF can provide percentage value that indicates how much amount of signalling traffic to be rejected in the overload start message, and the 5G-AN node may consider this value for congestion control.

…
When the AMF is recovering, the AMF can either:

-
trigger overload start procedure with new percentage value that permit more signalling traffic to be carried, or

-
the AMF trigger overload stop procedure.

to some or all of the 5G-AN node(s).


As mentioned above, using the OVERLOAD START message, the AMF is able to provide the NG-RAN node with percentage value that indicates how much amount of signaling traffic to be rejected. Also, when overload situation at the AMF has ended, the NGAP Overload Stop procedure is triggered.
Observation 3: The AMF can send to the NG-RAN node the OVERLOAD START message including percentage value that indicates how much amount of signaling traffic to be rejected.
Observation 4: When overload situation has ended, the AMF triggers NGAP Overload Stop procedure toward the NG-RAN node.

Based on above observations, the following proposals are suggested:

Proposal 1: Introduce the NGAP Overload Start and NGAP Overload Stop procedures.
Proposal 2: Introduce the congested N-SSSAI(s) and the value that indicates amount of signaling traffic to be rejected in Overload Start procedure.
3. Conclusion
In this contribution, we focused on overload control in NG interface and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: Introduce the NGAP Overload Start and NGAP Overload Stop procedures.

Proposal 2: Introduce the congested N-SSSAI(s) and the value that indicates amount of signaling traffic to be rejected in Overload Start procedure.
Proposal 3: It is proposed to agree the TP for TS 38.413.
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5. Annex (TP for TS 38.413)
<<<<<<<<<<<<<<<<<<<< Start of Change >>>>>>>>>>>>>>>>>>>>
8.7.x
Overload Start

8.7.x.1
General

The purpose of the Overload Start procedure is to inform the NG-RAN node to reduce the signalling load towards the concerned AMF. This procedure uses non-UE associated signalling.
Editor’s Note:
Further details are FFS.

8.7.x.2
Successful Operation
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Figure 8.7.x.2-1: Overload Start procedure
The NG-RAN node receiving the OVERLOAD START message shall assume the AMF from which it receives the message as being in an overloaded state.

If the Overload Action IE in the Overload Response IE within the OVERLOAD START message is set to
-
"reject RRC connection establishments for non-emergency mobile originated data transfer" (i.e., reject traffic corresponding to RRC cause "mo-data" and "mo-VoiceCall" in TS 38.331 [18]), or

-
"reject RRC connection establishments for signalling" (i.e., reject traffic corresponding to RRC cause "mo-data", "mo-signalling" and "mo-VoiceCall" in TS 38.331 [18]), or

-
"only permit RRC connection establishments for emergency sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "emergency" and "mt-Access" in TS 38.331 [18]), or

-
"only permit RRC connection establishments for high priority sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "highPriorityAccess" and "mt-Access" in TS 38.331 [18]),

the NG-RAN node shall:

-
if the Traffic Load Reduction Indication IE is included in the OVERLOAD START message and, if supported, reduce the signalling traffic indicated as to be rejected by the indicated percentage,

-
otherwise ensure that only the signalling traffic not indicated as to be rejected/not accepted is sent to the AMF.

If the Congested S-NSSAI List IE is present, the NG-RAN node shall use this information to identify to which RRC connections shall be released.

If an overload action is ongoing and the NG-RAN node receives a further OVERLOAD START message, the NG-RAN node shall replace the ongoing overload action with the newly requested one.
Editor’s Note:
Further details are FFS.

8.7.x.3
Unsuccessful Operation
Not applicable.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.7.y
Overload Stop

8.7.y.1
General

The purpose of the Overload Stop procedure is to signal to the NG-RAN node the AMF is connected to that the overload situation at the AMF has ended and normal operation shall resume. This procedure uses non-UE associated signalling.
Editor’s Note:
Further details are FFS.

8.7.y.2
Successful Operation
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Figure 8.7.y.2-1: Overload Stop procedure
The NG-RAN node receiving the OVERLOAD STOP message shall assume that the overload situation at the AMF from which it receives the message has ended and shall resume normal operation for the applicable traffic towards this AMF.

Editor’s Note:
Further details are FFS.

8.7.y.3
Unsuccessful Operation
Not applicable.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.6.x
OVERLOAD START

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF and is used to indicate to the NG-RAN node that the AMF is overloaded.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	Overload Response
	M
	
	9.3.3.x
	
	YES
	reject

	Congested S-NSSAI List
	
	0..1
	
	
	YES
	ignore

	>Congested S-NSSAI Item IEs
	
	1..<maxnoofCongestedS-NSSAIs>
	
	
	EACH
	ignore

	>>S-NSSAI
	M
	
	9.3.1.24
	
	-
	

	Traffic Load Reduction Indication
	O
	
	9.3.3.z
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofCongestedS-NSSAIs
	Maximum no. of congested S-NSSAI. Value is FFS.


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.6.y
OVERLOAD STOP

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF and is used to indicate that the AMF is no longer overloaded.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.3.x
Overload Response

The Overload Response IE indicates the required behaviour of the NG-RAN node in an overload situation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Overload Response
	M
	
	
	

	>Overload Action
	
	
	
	

	>>Overload Action
	M
	
	9.3.3.y
	


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.3.y
Overload Action

Editor’s Note:
It is FFS whether other RRC cause value is added or not, pending to RAN2 progress.
The Overload Action IE indicates which signalling traffic is subject to rejection by the NG-RAN node in an AMF overload situation as defined in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED

(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only, Permit High Priority Sessions and mobile terminated services only,…)
	


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.3.z
Traffic Load Reduction Indication

The Traffic Load Reduction Indication IE indicates the percentage of the type of traffic relative to the instantaneous incoming rate at the NG-RAN node, as indicated in the Overload Action IE, to be rejected.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Traffic Load Reduction Indication
	M
	
	INTEGER (1..99)
	


<<<<<<<<<<<<<<<<<<<< End of Change >>>>>>>>>>>>>>>>>>>>
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