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1
Introduction
At RAN3#98, it was agreed to support flexible length gNB ID and to encode it as a variable-length BIT STRING (22-32 bits). In this paper, we discuss the impacts to the following functionality:

1)
TNL address discovery of candidate neighbour gNB via NG
2)
NG handover

2
Discussion
LTE supports TNL address discovery via the S1 interface through use of the eNB Configuration Transfer function. This function enables the request and transfer of RAN configuration information (e.g. TNL address) between two eNBs via the EPC, with S1 messages routed by the EPC based on Target eNB ID (composed of Global eNB ID and TAI). The eNB initiating TNL address discovery determines the Global eNB ID and TAI of the target from UE measurement reports containing information (ECGI, TAC, and all PLMN IDs) related to the newly detected E-UTRA cell.

In 5G, similar functionality would be desirable to enable dynamic configuration of the Xn interface. Figure 1 illustrates what TNL address discovery would look like if LTE was used as the baseline.
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Figure 1: TNL address discovery using RAN Configuration Transfer
A potential issue exists in step 1, where gNB1 sends the UPLINK RAN CONFIGURATION TRANSFER message towards gNB2. At this point, gNB1 only knows the information (NCGI, TAC, and all PLMN IDs) reported by the UE concerning the newly detected NR cell. Then, what is contained in the Target gNB ID used in the UPLINK RAN CONFIGURATION TRANSFER message of step 1?

There are several possible solutions for the Target gNB ID:
Solution 1: Target gNB ID is Global gNB ID + TAI; gNB ID length is known by gNB1 via configuration
-
This is the assumption in LTE for flexible eNB ID introduced in Rel-14. 

Solution 2: Target gNB ID is Global gNB ID + TAI; gNB ID length is known by gNB1 via UE measurement report [1]
-
UE reports not only the NCGI, TAC, and all PLMN IDs (as in LTE) but also the gNB ID Length which is broadcast by gNBs in SIB1 together with the NCGI.
-
This would be a fully standardized solution that impacts the UE.
Solution 3: Target gNB ID is NCGI + TAI; AMF determines Global gNB ID from NCGI [2]

-
The gNB sends NCGI and TAI of the target (rather than Global gNB ID and TAI) to the AMF, which determines the target Global gNB ID by e.g. comparing the leftmost bits of the NCGI with Global gNB IDs of existing NG connections, or by table look-up, etc.

-
The TAI is used to ensure that the UPLINK RAN CONFIGURATION TRANSFER message is first routed to the appropriate AMF pool that serves the target gNB. 
-
It is assumed that the operator does not assign a Global gNB ID that is within the “numbering space” of another assigned (shorter) Global gNB ID, as this would jeopardize uniqueness of NCGI.

-
This would be a fully standardized solution that introduces a new function to the AMF (not present in the MME).

Solution 4: Target gNB ID is CHOICE of Global gNB ID + TAI or NCGI + TAI
-
The gNB sends Target gNB ID if known; otherwise, it sends NCGI.

In practice, it can be expected that a given PLMN will use just a small number of gNB ID lengths (e.g. one or two), so it seems reasonable for the gNB ID length to be known by gNB1 via operator specific means. For example, an operator’s private NCGI encoding scheme may explicitly indicate the gNB ID length, or the gNB ID length may be the same within a TAI, or known from the PCI range, etc.
Therefore, it should be possible for the NG-RAN node initiating TNL address discovery to always address the request using Global gNB ID + TAI (i.e. Solution 1).
Proposal 1:
In the UPLINK RAN CONFIGURATION TRANSFER message (used for TNL address discovery), the initiating NG-RAN node includes the Global gNB ID and TAI of the target (i.e. same as LTE).

For NG handover, the same logic should also be true. 

Proposal 2:
In the HANDOVER REQUIRED message, the source gNB includes the Global gNB ID and TAI of the target (i.e. same as LTE).
Note that these proposals do not preclude adding Solution 3 in a future release, if needed. 

3
Conclusions
The following is proposed:
Proposal 1:
In the UPLINK RAN CONFIGURATION TRANSFER message (used for TNL address discovery), the initiating NG-RAN node includes the Global gNB ID and TAI of the target (i.e. same as LTE).

Proposal 2:
In the HANDOVER REQUIRED message, the source gNB includes the Global gNB ID and TAI of the target (i.e. same as LTE).

A TP for the above proposals is provided in the Appendix.
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Appendix:

Text Proposal for TS 38.413 V0.5.0

Start of Text Proposal for TS 38.413
9.2.3.1
HANDOVER REQUIRED

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the source NG-RAN node to the AMF to request the preparation of resources at the target.

Direction: NG-RAN node ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.33
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Target ID
	M
	
	9.3.1.x
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	<ref>
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.31
	
	YES
	reject


Next Change
9.3.1.x
Target ID

This IE identifies the target for the handover.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Target ID
	M
	
	
	

	>NG-RAN
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	

	>>Selected TAI
	M
	
	<ref>
	


Next Change
9.3.3.6
SON Configuration Transfer

This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the NG-RAN node identifier of the destination of this configuration information and the NG-RAN node identifier of the source of this information.
Editor’s Note:
The structure of this IE is based on TS 36.413. Whether this is applicable for NGAP is FFS. Further details FFS.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	SON Configuration Transfer
	
	
	
	
	
	

	>Target RAN Node ID
	M
	
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	
	
	

	>>Selected TAI
	M
	
	<ref>
	
	
	

	>Source RAN Node ID
	M
	
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	
	
	

	>>Selected TAI
	M
	
	<ref>
	
	
	

	>SON Information
	M
	
	9.3.3.7
	
	
	

	>Xn TNL Configuration Info
	C-ifSONInformationRequest
	
	9.3.3.9
	Source NG-RAN node Xn TNL Configuration Info. This IE is FFS
	YES
	ignore


	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to “Xn TNL Configuration Info”


End of Text Proposal for TS 38.413
_1571484362.vsd
gNB2


MME


gNB1


1. NGAP: UPLINK RAN CONFIGURATION TRANSFER
(Source gNB ID, Target gNB ID, SON Information Reply)


2. NGAP: DOWNLINK RAN CONFIGURATION TRANSFER
(Source gNB ID, Target gNB ID, SON Information Request)


1. NGAP: UPLINK RAN CONFIGURATION TRANSFER
(Source gNB ID, Target gNB ID, SON Information Request)


4. NGAP: DOWNLINK RAN CONFIGURATION TRANSFER
(Source gNB ID, Target gNB ID, SON Information Reply)



