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1
Introduction

During RAN3#68 the problem of how to ensure that a RN connects to the appropriate MME was discussed.  Two solutions seem to be possible: 

1) Based on RN configuration, where the GUMMEI of an MME is preconfigured at the RN and provided to the serving DeNB during RRC connection establishment and where the DeNB selects the MME based on such GUMMEI; 

2) Allowing the RN to inform the DeNB about its RN identity during RRC connection establishment. This would allow the DeNB to select one of the available MMEs supporting RNs (provided that the DeNB has been previously configured with MMEs supporting RNs).

In this paper a detailed mechanism for RN pre-configuration for the first solution is presented, which does not require changes to the current specifications and that allows a flexible choice of the MME the RN will connect to. 
2
Problem Description and Proposal
The two solutions described in the introduction have both advantages and drawbacks.  

The first solution based on RN pre-configuration has the advantage of avoiding any impact to the current standards.  The GUMMEI can already be optionally provided by a UE to its serving eNB during RRC connection establishment procedures. Equivalently the RN can provide such pre-configured parameter to the DeNB (but rather than optionally this should happen mandatorily), which in turn proceeds with selecting the right MME.  
Exactly how the GUMMEI of the RN’s MME is preconfigured is yet to be specified in the first solution. However, if the GUMMEI preconfigured in the RN points to a MME that happens to be not available or overloaded, the serving DeNB does not have any other chance to re-select a MME Therefore, it is desirable to have a mechanism to ensure the preconfigured RN’s MME is valid and not loaded/unavailable when the RN initiates the Attach procedure.
The second solution listed is based on dynamic selection of a MME by the DeNB NNSF, after having received an RRC notification informing the DeNB about the RN identity. Despite this solution enables a flexible selection of the RN serving MME, it requires changes to the RRC protocol. Moreover, it requires the RN to connect to the designated serving DeNB straight away, which might not be the case in a scenario where the DeNB is deployed at the border between two macro cells.  
An ideal solution could combine the concept of configuring the GUMMEI with the idea of doing such configuration dynamically and to allow the RN to connect to the first available eNB before being fully configured and ready to attach to the designated DeNB. 
The RN could therefore connect to the first and most suitable eNB available in the neighbourhood.  Note that this eNB might not be the designated DeNB but just a normal eNB.  Such eNB will be called configuring eNB hereafter. 

Via connection to the configuring eNB the RN (acting like a UE) can perform RRC connection establishment and can be allocated a RAB (after NAS request). Once the RAB is established and DHCP procedures for RN IP address allocation have been completed the RN-UE can carry on connecting to the OAM system via the configuring eNB. 
When connecting to the OAM system the RN-UE will have to undergo authentication and security procedures, just like any other network element connecting to the OAM system. These procedures are based on the exchange of certificates generated by the operator’s Certification Authority (CA) and on the presence at the RN of an operator’s trust anchor (or root certificate). The authentication procedures will confirm that the connecting node is a RN and will allow the OAM system to provide the appropriate configuration for such node. Communication with the OAM system is also secured via (optional) IPSec or (mandatory) TLS connections. 
The OAM system can provide to the RN configuration details about the designated DeNB to which it has to connect. 
This could be done by providing the ECGI of the DeNB to the RN.  If the RN realises that the configuring eNB is different from the designated DeNB it will disconnect from the configuring eNB and reconnect to the appropriate DeNB.

The OAM configuration can also provide the GUMMEI of the MME to which the RN has to connect once attached to the designated DeNB.  Given that the GUMMEI is provided to the RN right before it connects to the designated DeNB, chances of the MME not being available are considerably lower. 
The figure below describes the process of connection to the configuring eNB followed by connection to the designated DeNB and selection of the appropriate MME.  Note that if the eNB to which the RN connects first happens to be the designated DeNB there is no need for the RN to disconnect from the configuring eNB and reconnect to the designated DeNB.
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Figure 1: RN attachment to first available eNB and configuration via OAM system

The Procedure described in Figure 1 guarantees the three most desired features for RN initial connection and MME selection, namely:

1) RN is free to initially connect to the first available eNB even if this is not the designated DeNB

2) There is no need to modify RRC in order to allow for RN configuration because the RN can be configured by the OAM system while attached to any eNB

3) Being the OAM configuration carried out right before the RN connects to the designated DeNB the configured GUMMEI will point to a MME that is available and not overloaded at that point in time. As a consequence the chances of the designated MME not being available at RN connection are very low.
Proposal 1: It is proposed to allow the RN to connect to the first available eNB and to be dynamically configured via OAM with a designated DeNB ECGI and GUMMEI parameters allowing selection of the appropriate DeNB and MME for the RN
Proposal 2: It is proposed to inform RAN2 about the availability of a solution for RN MME assignment that does not require new RRC signalling
Conclusion
In this paper a solution was presented for allowing a RN to connect to the first available eNB and to be configured in a way that a) it can reselect the appropriate DeNB; and b) the appropriate MME for the RN can be selected by the DeNB.

The solution aims to avoid any impact to current RRC protocol and to enable flexible RN configuration.

It is suggested to agree to the following proposal:

Proposal: It is proposed to allow the RN to connect to the first available eNB and to be dynamically configured via OAM with a designated DeNB ECGI and GUMMEI parameters allowing selection of the appropriate DeNB and MME for the RN
Proposal 2: It is proposed to inform RAN2 about the availability of a solution for RN MME assignment that does not require new RRC signalling

















































































