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1. 
Introduction

In the last RAN3#68 meeting, mobility enhancement between HeNBs was discussed. The three possible solutions were identified together with a list of open issues as possible criteria to select the solution.

This paper addresses the open issues and provides technical analysis of the candidate solutions. Based on the analysis, we propose to adopt the direct X2 based solution for the HeNB-to-HeNB mobility enhancement.  

2
Analysis
The following three candidate solutions are on the table.
1. S1 HO termination at GW
2. X2-GW-based

3. Direct X2

2.1
S1 HO termination at GW for HeNB-to-HeNB mobility enhancement

The first option (S1 HO termination at GW) has a fundamental flaw. During inter-eNB S1 HO, the MME shall provide the target eNB with a new security context (NH and NCC) for the UE that is used to generate a new KeNB at the target eNB. The GW does not have the UE’s security context (NH and NCC) as the generation of NH and NCC is only performed in the MME and the UE. The GW cannot provide the new security context to the target eNB if the S1 HO signalling is terminated at the GW. 
Note that such an issue does not occur during the X1 HO, because the source eNB directly provides KeNB* and NCC to the target eNB.

Proposal 1: The option of S1 HO termination at GW should be removed from the candidates, as it has a fundamental problem related to security context handling during handover.
2.2
X2-GW for HeNB-to-HeNB mobility enhancement

The HeNB GW was introduced mainly to reduce the number of SCTP connections at the MME with deployment of a large number of HeNBs.
Possible motivations to introduce an X2 GW are:
· Reduce the number of SCTP connections

· Reduce the number of X2 messages exchanged for the non-UE-dedicated procedures.

· Reduce the amount of required inter-operability test (IOT) cases by hiding HeNBs from different vendors under the GW.

While the above features may be considered for the X2 interface between a HeNB and a macro eNB, they are not very useful for HeNB-to-HeNB interfaces because: 

· The number of neighbours for a HeNB is not large.

· Reduction on the number of the exchanges for the non-UE-dedicated procedures is not large since the number of neighbours for a HeNB is not large. Additionally, most of the global X2 procedures such as Load Indication procedure, Resource Status Reporting procedure and Radio Link Failure Indication need to be forwarded to the HeNB. 
· In the enterprise scenario, the HeNBs will most likely be provided by a small number of vendors, and this will limit the IOT cases.
· The X2-GW is likely to be deployed in the operator’s network (behind the security gateway) which means the control plane goes through the operator’s network from the enterprise network of the HeNB. Direct X2 is the most optimal routing and improvement of HO latency for enterprise HeNBs as the signalling remain in the enterprise network and does not need to be routed through operator nodes.
Proposal 2: Adopt the direct X2 interface solution for the HeNB-to-HeNB mobility enhancement.
3
Open issues
The following technical open issues were identified in the last RAN3 #68 meeting.
- Whether the solution should cover inter-CSG?

Although it was missing in the WID, we believe that the common understanding has been that the mobility enhancement work item is limited to the intra CSG case, in order to keep the access control principle agreed in Rel-9. However, it would be useful to keep in mind that some of non-UE dedicated X2 procedures would be useful between HeNB with different CSGs, e.g. Load Indication procedure for the interference coordination. 

Proposal 3: The HeNB-to-HeNB mobility enhancement is only for intra CSG. Some non-UE dedicated X2 procedures would be useful between HeNB with different CSGs, but it is not in the scope of the current WI.

- Need to consider the fact that IP address maybe dynamically configured
IP address change would result in reestablishment of X2 interfaces as well as S1 interfaces. The dynamic change of IP address assigned to HeNB should be minimized. Considering the number of X2 interfaces an HeNB would need to maintain is small, the benefit of introducing X2 GW is quite limited to handle dynamic change of the HeNB IP address.  
- Need to consider scalability of the solution
Scalability of the direct X2 based solution is not an issue in the HeNB-to-HeNB scenario due to a small number of neighbouring HeNBs.
- May need to consider some security requirements
When a direct X2 interface is used between HeNBs, they can either use a local IP address for X2, or they can use the IP address assigned by the security GW. In the former case, the X2 interface uses a direct transport network and secure transport should be provided within the enterprise network if needed. For the latter case, the HeNBs uses the IPSec tunnel towards the security GW to secure the X2 interface. In this case, note that if the IP address assigned by the security GW is routable only within the security GW, then the HeNBs need to be connected to the same security GW which should not be a problem as it can be configured by OAM for the enterprise.

4.
Conclusions

In this paper, we analyzed the three candidate solutions and the open issues for the HeNB-to-HeNB mobility enhancement. Based on the analysis, we propose the followings.
Proposal 1: The option of S1 HO termination at GW should be removed from the candidates, as it has a fundamental problem related to security context handling during handover.
Proposal 2: Adopt the direct X2 interface solution for the HeNB-to-HeNB mobility enhancement.

Proposal 3: The HeNB-to-HeNB mobility enhancement is only for intra CSG. Some non-UE dedicated X2 procedures would be useful between HeNB with different CSGs, but it is not in the scope of the current WI.
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