3GPP TSG RAN WG3 Meeting #Ad hoc
R3-101921
Beijing, China, 29th June – 1st July 2010
Agenda Item:
6.1
Source: 
NEC, Kineto Wireless Inc
Title: 
U-RNTI management over the Iuh interface
Document for:

Discussion
1. Introduction 
The U-RNTI is used as a UE identifier for the first cell access (at cell change) when a RRC connection exists for the UE and for UTRAN originated paging including associated response messages.

The 32-bit U-RNTI is composed of:

-
RNC-ID (typically a 12-bit value)

-
S-RNTI (typically a 20-bit value)

In a typical, macro UTRAN network, the RNC allocates U-RNTI values so that a unique U-RNTI is assigned to each UE with an active RRC connection.

However for a HNB network, there is a need to coordinate the U-RNTI allocation among the HNBs that connect to a given HNB-GW, especially to handle scenarios where the UE can move between HNBs (e.g. in an enterprise environment). This contribution discusses the U-RNTI coordination aspects within HNB network.
2. Discussion
2.1 HNB System

An example of a HNB System is illustrated in Figure 1.
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Figure 1: HNB System

The User Equipment (UE) device may move between Home Node B (HNB) systems that are part of a HNB Group (i.e., HNB-1a, HNB-1b and HNB-1c).

The HNBs are connected to a HNB Gateway (HNB-GW) which provides the interface to the core network elements via standard Iu interfaces; i.e., the Iu-cs interface to the MSC/VLR and the Iu-ps interface to the SGSN/GGSN.

If the UE is in the RRC Connected state, the HNB is assumed to assign a U-RNTI value to the UE during the RRC connection establishment process, which typically occurs before the HNB contacts the HNB-GW in association with the session.
2.2 Problem Description:
If the HNBs share the RNC-ID that is assigned to the HNB-GW and the assigned U-RNTI value must be unique to the UE, there is a need to coordinate the U-RNTI allocation among the HNBs that connect to a given HNB-GW.

Static partitioning of the S-RNTI space introduces a management burden and restricts the scale of the HNB-GW/HNB system. For example, the 20-bit S-RNTI space could be divided among 65535 HNBs (16 bits), each allocated 16 S-RNTI values (4 bits).

An additional problem is that the UE uses the U-RNTI value that it has been assigned when it re-selects to a new cell and performs the Cell Update procedure in the RRC Connected state. In order for the new HNB to identify the UE context, preferably is to use the permanent identity (i.e. IMSI).  However, if the new HNB (or HNB-GW) is not aware of the IMSI associated with the U-RNTI, it will be required to request the permanent identity during the Cell Update procedure, i.e. to use the NAS: IDENTITY REQUEST message to fetch the IMSI. The problem of this method is that, since after the Cell Update procedure, transferring of the NAS: IDENTITY REQUEST message is to use DCCH which may be integrity (and Cipher) protected, it is not possible for the new HNB to know the Integrity key and Ciphering key therefore it is not possible for the new HNB to generate the DCCH towards this UE. 
Note that these issues (and especially the Cell Update issue) are of particular relevance in an Enterprise HNB system, but may also apply for non-enterprise (e.g., residential) HNB applications where there is a need to ensure that the U-RNTI allocated to each UE is unique and a UE may move from one HNB to another, where both HNBs are served by the same HNB-GW.

2.3 Solutions Description:
In order to solve the problem described above, one of the following mechanisms may be utilized to provide U-RNTI coordination over the Iuh interface.
Mechanism 1: U-RNTI conflict detection and reallocation by the HNB-GW
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Figure 2: U-RNTI Management Method (mechanism 1)
1.
HNB-1 and HNB-2 are registered on the HNB-GW. UE-1 is registered on HNB-GW via HNB-1. UE-2 is registered on HNB-GW via HNB-2.
2.
The user of UE-1 initiates a mobile-originated call (for example).

3-5.
The RRC connection establishment procedure is executed. In step 4, HNB-1 allocates a U-RNTI to the UE consisting of the RNC-ID associated with the HNB-GW (provided to HNB-1 during HNB registration on the HNB-GW) and a randomly-assigned S-RNTI value.

6.
UE-1 sends the Initial Direct Transfer message to HNB-1 including the CM Service Request message.

7.
HNB-1 sends a RUA CONNECT message to the HNB-GW and includes the allocated U-RNTI value and the CM Service Request message received from the UE.

8.
The HNB-GW verifies that the allocated U-RNTI value is not otherwise in use, stores the U-RNTI value with the associated UE context ID and the call continues per normal.

9.
Sometime later, the user of UE-2 initiates a mobile-originated call (for example).

10-14.
Same as steps 3-6 above.

15.
The HNB-GW determines that the allocated U-RNTI value is already in use.

16.
The HNB-GW selects an unused U-RNTI value and sends the New U-RNTI value to HNB-2 in the HNBAP UTRAN MOBILITY INFO message.

17.
HNB-2 sends the New U-RNTI value to UE-2 in the UTRAN Mobility Info message.

18.
UE-2 stores the new U-RNTI value and sends a confirmation message to HNB-2.

19.
HNB-2 confirms the new U-RNTI assignment to the HNB-GW.

20.
The HNB-GW stores the U-RNTI value with the associated UE context ID and the call continues per normal.

Mechanism 2: U-RNTI conflict detection by the HNB-GW and reallocation by the HNB
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Figure 3: U-RNTI Management Method (mechanism 2)
1.
HNB-1 and HNB-2 are registered on the HNB-GW. UE-1 is registered on HNB-GW via HNB-1. UE-2 is registered on HNB-GW via HNB-2.
2.
The user of UE-1 initiates a mobile-originated call (for example).

3-5.
The RRC connection establishment procedure is executed. In step 4, HNB-1 allocates a U-RNTI to the UE consisting of the RNC-ID associated with the HNB-GW (provided to HNB-1 during HNB registration on the HNB-GW) and a randomly-assigned S-RNTI value.

6.
UE-1 sends the Initial Direct Transfer message to HNB-1 including the CM Service Request message.

7.
HNB-1 sends a RUA CONNECT message to the HNB-GW and includes the allocated U-RNTI value and the CM Service Request message received from the UE.

8.
The HNB-GW verifies that the allocated U-RNTI value is not otherwise in use, stores the U-RNTI value with the associated UE context ID and the call continues per normal.

9.
Sometime later, the user of UE-2 initiates a mobile-originated call (for example).

10-14.
Same as steps 3-6 above.

15.
The HNB-GW determines that the allocated U-RNTI value is already in use.

16.
The HNB-GW sends a RUA DISCONNECT message indicating a cause of “U-RNTI Collision”.

17.
Based on the cause in step 16, HNB-2 allocates a New U-RNTI value of the UE-2.

18.
HNB-2 sends the New U-RNTI value to UE-2 in the UTRAN Mobility Info message.

19.
UE-2 stores the new U-RNTI value and sends a confirmation message to HNB-2.

20.
HNB-2 resends RUA CONNECT message to the HNB-GW and includes the allocated New U-RNTI value and the CM Service Request message received from the UE.

21.
The HNB-GW stores the New U-RNTI value with the associated UE context ID and the call continues per normal.

3. Proposal

This contribution described the need to coordinate the U-RNTI allocation among the HNBs that connect to a given HNB-GW, especially to handle scenarios where the UE can move between HNBs (e.g. in an enterprise environment). Furthermore two mechanisms where described for the coordination of the U-RNTI over the Iuh interface. It is to be noted that the mechanism 2 suffers from a key disadvantage of possible back-and-forth signaling between the HNB and HNB-GW for U-RNTI conflict resolution (due to separate locations for detection and reallocation). As such this is less desirable, and hence it is proposed to consider mechanism 1 as the agreed solution.
The source companies provided the necessary CRs for capturing the stage 2 and stage3 aspects for the agreed mechanism.
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