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1 Introduction
In last RAN3 meeting, some issues about RN attachment and release have been listed. In this contribution, we try to discuss those issues and provide some proposals. 
2 Discussion
2.1 How does the CN verify the RN at the initial attachment stage
Relay is important for operator to improve the coverage and capacity of the network. Although deployment of relay should be under the full control of operator, reuse of legacy UE’s initial attach procedure, which is the agreement at present, makes the authentication necessary for RN. If the MME could not distinguish RN and UE, the malicious RN with IMSI of a normal UE could possibly attach the network and pass the authentication easily as a normal UE, while DeNB treats it as a RN.  Therefore, it is necessary for MME to identify whether this is a real UE or a RN using normal UE’s initial attach procedure and confirm this to DeNB, as is agreed in RAN2 #69 meeting.
Furthermore, the precise identification and authentication for RN should be as early as possible, because if we depend on other way, e.g. certification for equipment when IP is done, it may be just waste of time and radio resource for initial access if the RN is malicious. Therefore, the AKA which is also a legacy way should be used for authentication of RN.
Proposal 1: The AKA which is the earliest authentication mechanism in legacy procedure should be used for identification and verification of RN.
Proposal 2: LS should be sent to SA3 with RAN3’s suggestion.

2.2 CN Confirm after Verification of RN Identity

And in RAN2 #69 meeting, it has been agreed that CN needs to confirm to the DeNB that this is an RN accessing just after the successful verification through USIM information. The related procedure could refer to the attach procedure in 36.300 as shown in Figure 1.

However, how to confirm to eNB is an issue which should be further discussed by RAN3. And there are two solutions listed as follows.

· New IE for indicating RN in Initial Context Setup Request
· New ID for indicating RN in Subscriber Profile ID for RAT/Frequency priority
Proposal 3: RAN3 should choose one solution as the confirmation of RN identity from CN to DeNB.
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Figure 1. RN attach procedure
2.3 RN Release Procedure

In many contributions e.g. [1-2], the normadic scenario is mentioned to be supported in release 10. And this could happen in urban hot spot or other emergency case. In Rel-10, mobile RN has lower priority and may not be considered, because it is too complex and require a lot of specification work to do. However, normadic relay, which is mainly for temporary coverage extension or capacity enhancement, could be easily supported since it works as a fixed RN and could only be mobile when it is switched off. In this case, the relay should support the release procedure when it finishes its job and is switched off. 
Proposal 4: The release procedure should be investigated when the relay needs to be switched off.
3 Conclusion
In this contribution, some open issues about further discussion on relay topic in RAN3 have been deeply addressed and our proposals are as follows:
Proposal 1: The AKA which is the earliest authentication mechanism in legacy procedure should be used for identification and verification of RN.
Proposal 2: LS should be sent to SA3 with RAN3’s suggestion.
Proposal 3: RAN3 should choose one solution as the confirmation of RN identity from CN to DeNB.
Proposal 4: The release procedure should be investigated when the relay needs to be switched off.
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