3GPP TSG-RAN WG3 AH


















R3-101864
Beijing, P.R. China,June 29 – July 1, 2010

Agenda item:
6.3
Title: 
Consideration on HeNB-to-HeNB Mobility
Source: 
Huawei
Document for:
Discussion
1   Introduction
In RAN3#68, the solutions for optimized HeNB-to-HeNB mobility were widely discussed and three possible solutions were identified:
· Solution1: S1 HO termination at GW 
· Solution2: X2GW-based
· Solution3: Direct X2 between HeNBs
In this paper it mainly discusses open issues on these solutions and gives the comparison.

2   Discussion
2.1   Analysis on scalability 
The coverage of Femto cell is limited. For each Femto cell the number of neighbor cells including both macro cell and femto cell should be small. The Femto cell has a few neighbor cells relative to the mobility including Femto. So the number of the X2 association for mobility between all HeNB neighbors should be very small. In our opinion, based on these assumptions the scalability should not be an issue for all theses three solutions.  
2.2   Analysis on IP assignment of HeNB 
The dynamic IP configuration is inevitable. This issue may be solved by  reused the S1AP messages of “eNB configuration transfer" and "MME configuration transfer" [2, 7] to retrieve the X2 TNL address of neighbor HeNB. Indeed the HeNB will not change the IP address very often. In addition the signaling load impact on the EPS will be limited. There is no problem on the IP issues for all the solutions either.
2.3   Analysis on the security issue of direct interface
Traditionally before the direct X2 interface setup procedure between Macro eNBs, the nodes shall be authenticated [2]. For HeNB scenario, only the security issues on between HeNB and HeMS/ between HeNB and SeGW, are deeply studied in [3][4]. In this enterprise case, we think the HeNB is trustable when TrE (Trusted Environment) is mature and the enterprise network can also be trusted in a NDS (Enterprise Network Domain Security) due to the security guarantee by the enterprise. The security issue is not a problem in this case. But the specific security requirements for this direct interface should be discussed by SA3.
Expect the security issue for direct interface solution; we are thinking there is also some issue on the solution of S1 handover terminated in the GW. According to present security mechanism during the handover, the MME is in charge of the Key updating, and the HeNB-GW has no such functionality so far. Because HeNB-GW is deployed in the operator’s network and fully trusted, so it is also reasonable to SA3 to evaluate the security for this solution.
2.4   Analysis on the scenario of inter-CSG
For the enterprise deployment scenario, it is possible that there may be several CSG configured e.g. the manager may have a private HNB in his office to guarantee his access. So in our opinion, the handover procedure of inter-CSG should be considered . 
2.5   Comparison on alternative solutions

Expect the open issues discussed above, the following comparison table can be used to evaluate the alternative solutions on the mobility enhancement from HeNB to HeNB.

Table 1

	
	Solution 1

S1 HO termination at GW
	Solution 2

X2GW-based
	Solution 3

Direct X2 between HeNBs

	The signaling load impact on the core network node (e.g. MME) during handover procedure
	Almost no need the interaction between MME and HeNB-GW. It can highly decrease the signalling load.
(
	A little less than current S1 based solution.
(
	The same as solution 2
(

	The signaling delay and data forwarding delay during handover procedure
	Still need via the HNB-GW in the opertator’s network. 
The delay between HeNB-GW and EPC is decreased

(
	Similar with solution 1

(
	The two HeNBs can communicate directly in the enterprise net(

	HeNB updating
	No impact
(
	Need the HeNB updating to supporting more SCTP associations and X2AP

Extra work on IOT between HeNB is needed.

(
	Need the HeNB updating to supporting more SCTP associations and X2AP

Extra work on IOT between HeNB is needed.

(

	HeNB-GW updating
	GW should be updated to some extra working
(
	GW should be updated to support X2GW
(
	No impact
(


From the comparison table above, solution 2 has only introduced one X2 for all neighbor cells but has no significant performance on the handover delay. Solution1 has better performance on the signaling load and no impact on HeNB, but has the big impact on HeNB-GW implementation. And solution 3 has better performance on the handover delay and no impact on HeNB-GW, but has lots of extra work on HeNB. So these three solutions need more investigation before accepting a solution as the way forward. 
3   Conclusion
This contribution analysed the HeNB to HeNB mobility under a HeNB-GW (mostly target the enterprise scenario) with the alternatives; S1 HO termination at GW, X2GW-based and Direct X2 between HeNBs.
In order to still consider the S1 HO termination at the GW as potential alternative, we think it is better to clarify the security aspect with SA3.

Our understanding based of above analyse shows Direct X2 interface has less complexity and some better efficiency. 
We kindly ask to RAN3 to carefully consider the each solution and continue to clarify the requirements, the feasibility, the cost and the efficiency of each solution to have a clear view of the pain vs. gain of theses standard solutions. 
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