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2 Introduction

3 The new Work Item of HNB Mobility Enhancements [1] was agreed in RAN#47 meeting. In last RAN3 meeting, soft handover was proposed to improve the performance of the H2H mobility in enterprise case [2]. This paper provides the discussion on the necessarily and possibility to introduce soft handover and gives some proposals.
4 Discussion
The coverage of HNB is much smaller than macro cell and its overlapping part is quite small i.e. much more hard handover failures happen. HNB to HNB mobility should be frequent in enterprise scenario; otherwise we don’t see the need to deploy such complex feature. Soft handover and macro diversity are significantly reducing the ratio of call drops and improve the communication quality in UMTS network. And it is a great beneficial based on user experience. To optimize H2H mobility in enterprise case, soft handover should be considered.
In order to support soft handover between HNBs, a direct interface between HNBs is necessary. The introduction of direct interface may increase the complexity and cost of HNB and also bring some extra work during implementation, such as Inter Operability Test on the direct interface between HNBs, new function and procedures implement in HNB. Though the cost and the complexity of the HNB will increase, soft handover may improve the handover performance greatly. But if the direct interface is deployed only for enhanced hard handover between HNBs, we don’t see a real benefit, it seems to us not relevant due to the complexity and less performance upgrade. So it is proposed that:
Proposal 1: A direct interface between HNBs should be considered only if the soft handover is applicable in the enterprise case.

 There are two choices to build the direct interface between HNBs: one is via the enterprise intranet, the other one is via the SEGW in the operator’s network. It proposes via intranet instead of via SEGW because via SEGW may introduce extra delay caused by transport network layer and affect benefit of direct interface. Regarding the security issue, we think the HNB is trustable when TrE(Trusted Environment) is mature and the enterprise network can also be trusted (Enterprise Network Domain Security) due to the security guarantee by the enterprise. The security issue is not a problem in this case. But the specific security requirements for this direct interface should be decided by SA3.
Proposal 2: The security requirement of direct interface between HNBs should be considered by SA3.
Following figure 1 shows the basic direct interface model between HNBs.
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Figure 1 Iur-h Model between HNBs
The neighbour cell list is determined in enterprise scenario for each HNB and a HNB can choose to setup the Iur-h interface with other HNBs according to it. Since the number of neighbour HNBs for a HNB in an enterprise is limited, the transport layer resource is not the restricted part for establishment of Iur-h. In order to setup the Iur-h between HNBs, how to get the public IP Address of target HNB is necessary. But there may be dynamic IP configured when a HNB powers on. The HNB-GW may get the IP addresses of the HNBs connecting to itself in HNB registration procedure, so when the HNB powers on, it can get the address of neighbour HNB through HNB-GW. 
HNB can initiate the SCTP setup procedure to the neighbour HNB if it gets the IP address. After the TNL association has become successful, new Iur-h Setup procedure is required to exchange necessary information between HNBs to interoperate correctly on the new interface. HNB identity, CSG ID, cell access mode, RNC-ID etc are exchanged between HNBs in this procedure.

[image: image2.emf] 

Data Link  

Transport   Network   Layer  

Physical Layer  

Transport   User   Network   Plane  

Control Plane  

Transport Network   Control Plane (void)  

Radio   Network   Layer  

IP  

SCTP  

RNSAP    

R S UA    

Data Li nk  

UDP/IP  

User  Plane  

Iur data  Stream(s)  

Transport   User   Network   Plane  


Figure 2 Iur-h Interface Protocol Stack
In traditional Iur interface, SCCP is used to transfer RANAP which is very similar with Iu. So it is proposed to a similar RSUA as RUA to transport RNSAP via SCTP.
Here are the major procedures for RSUA when it is used to transport RNSAP message: 

RSUA Connect is used to establish an UE-associated Signalling Connection and carry a RNSAP message;

RSUA Disconnect is used to terminate an UE-associated Signalling Connection;

RSUA Direct Transfer is used to transport a RASAP message;

RSUA Connectionless Transfer is used to transfer connectionless RNSAP messages;
RSUA Error Indication procedure is also needed here.

Besides these, RSUA can also be used to provide the signalling service between two HNBs for the specific Iuh-r procedure mentioned above: Iur-h Setup procedure and Iur-h Release procedure.
The soft handover procedure between HNBs is similar to it in the macro cell and the Radio Link Addition is showed below:
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Figure 3 Soft Handover between HNBs- Radio Link Addition
5 When the serving HNB (SHNB) decides to setup a radio link via the drift HNB (DHNB) based on UE measurement report, it will initiate the Radio Link Setup procedure to DHNB via Iur-h. When the procedure is finished, SHNB will initiate the active set update procedure to UE. Similarly, SHNB can also use radio link deletion procedure to finish the Radio Link Deletion of soft handover.
6 Conclusion

From the discussion above, it is proposed RAN3 to take the discussion in section 2 into account and agree the following proposals:
Proposal 1:  A direct interface between HNBs should be considered only if the soft handover is applicable in the enterprise case.
7 Proposal 2: The security requirement of direct interface between HNBs should be considered by SA3.
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