
3GPP TSG RAN WG3 AH meeting 














R3-101831
Beijing, P.R.China, June 29-July 1, 2010 
Title: 
S1 HO message routing
Source: 
Motorola 
Agenda item:
7.3
Document for:
Discussion and Decision
1   Introduction
Last RAN3 meeting discussed the routing issue for S1 handover message, but did not have the agreement. This contribution analyses the different options, and propose a way forward. 
2   Introduction 
The issue is how the MME determine the correct DeNB to send the HANDOVER REQUEST. For example, in below figure, eNB3 initiate a S1 HO to RN22. The HANDOVER REQUIRED message contains the eNB ID of RN22, and the ECGI of RN22. How can MME know that the RN22 is under DeNB2, then MME send the HANDOVRE REQUEST message to DeNB2?
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Figure 1 – S1 HO example
3   S1 HO routing
Contribution ([3]) listed two options:
· Option 1: MME maintains a mapping table for (RN’s eNB ID ( DeNB)

In this option, the DeNB informs the MME about the eNB ID of the RN when the RN attaches to it, which means, the MME will know the routing relationship between the RN and the DeNB, thus when the MME receives the RN’s eNB ID as the Target ID in the Handover Required message, it can immediately identify the related DeNB and send the Handover Request message to it. How to inform the MME about the relationship is FFS.
This option requires the MME to know each RN, which breaks the previous agreement that Alt 2 architecture contains a HeNB-GW like functionality in DeNB that hides the RN from the CN. Also, it requires the MME to be upgraded. It was agreed in previous RAN3 meeting that only some MMEs are upgraded to support the RN. 
Pros:

· no restriction on TAI assignment

· no restriction for RN to have the same eNB ID as its DeNB.

Cons:
· may break the architecture agreement.

· require upgrade the MME

· Option 2: Source eNB uses the eNB ID of RN’s DeNB in the HO Required message
In this option, the source eNB includes the eNB ID of the DeNB instead of the eNB ID of the RN as the Target ID in the Handover Required message and sends it to the MME, The MME could then send the Handover Request message to the DeNB indicated by the Target ID. How the eNB obtains the eNB ID of the DeNB is FFS.
In current macro network, the target cell broadcast its ECGI over the air. The source eNB derives the target cell’s eNB ID from the ECGI. In this option, the source eNB needs to know the eNB ID of RN’s DeNB, and include it in the HO Required message. There are two possibilities for source eNB to know the eNB ID of RN’s DeNB.

· Option 2a: RN broadcast its DeNB’s eNB ID over the air, and UE provides it to source eNB. 
This requires change to air interface, and upgrade the source eNB. Also, this does not work for legacy UE.

· Option 2b: Preconfigure the RN’s ECG ( DeNB’s eNB ID mapping in the source eNB. 
This increases the OAM effort, and still need to upgrade the source macro eNB.
Pros:

· No restriction on TAI assignment

· No restriction for RN to have the same eNB ID as its DeNB.

Cons:

· Require upgrade the source eNB.
· Require changes to air interface (For Option 2a)
· Not work for legacy UE  (For Option 2a)
· Increase OAM effort (For Option 2b)
During the last meeting, a question is raised on whether the TAI-based routing for HeNB can be reused for relay. We list it as Option 3. We propose an additional method in Option 4. 
· Option 3: TAI-based routing
This option is similar to the TAI-based routing mechanism used in HeNB. In HeNB, a TAI is assigned for the HeNBs connect to one HeNB-GW. But using this solution for relay requires each DeNB to have a TAI that is different to neighbouring DeNB. The eNB ID is 20-bit. The TAC is just 16-bit. It is possible that relay maybe deployed in many eNBs. So there is no enough TAC to be assigned for each DeNB.
Pros:

· Reuse the TAI-based routing from HeNB. No change to source eNB and MME.

Cons:

· There is no enough TAI for DeNB.
· Option 4: RN’s eNB ID is the same as its DeNB’s eNB ID.

In this method, there is no issue for MME to forward the S1 HO message to DeNB. The only issue is how DeNB can know which RN is the target. Even the DeNB can know the target RN’s ECGI in the Source eNB to Target eNB transparent Container, but the DeNB has no idea on which RN uses this ECGI. During the S1 setup between the DeNB and RN, only eNB ID is exchanged. A possible enhancement is for RN to report its ECGI during the S1 setup with its DeNB.

[image: image2.emf]eNB3 RN22

MME

DeNB2

4.S1 HANDOVER REQUIRED (target ID: 20-bit 

eNB ID, transparent container: 28-bit ECGI of 

RN22)

9.S1 HANDOVER COMMAND

3. eNB3 initiate a S1 HO to RN22

1.S1 SETUP REQ (eNB ID, ECGI)

2.S1 SETUP RSP

5.S1 HANDOVER REQUEST (transparent 

container: 28-bit ECGI of RN22)

6.S1 HANDOVER REQUEST (transparent 

container: 28-bit ECGI of RN22)

7.S1 HANDOVER REQUEST ACK

8.S1 HANDOVER REQUEST ACK


Figure 2 – S1 HO example (using Option 4)
1. RN22 sends S1 SETUP REQUEST to its DeNB. The S1 SETUP REQUEST contains the RN22’s eNB ID which is the same as its DeNB, and its ECGI.
2. DeNB2 replies S1 SETUP RESPONSE to RN22.

3. eNB3 initiates a S1 HO to RN22. eNB3 derives the eNB ID of target based on the RN22’s ECGI. The 20-bit eNB ID points to DeNB2.
4. eNB3 sends S1 HANDOVER REQUIRED message to MME. The message contains the target ID which is the DeNB2’s eNB ID, and the transparent container containing the ECGI of RN22.

5. MME select DeNB2 as the target based on the target ID. MME sends the S1 HANDOVER REQUEST message to DeNB2.

6. DeNB2 checks the ECGI, and finds the target RN. DeNB2 sends the S1 HANDOVER REQUEST message to RN22.
7. RN22 replies with S1 HANDOVER REQUEST ACK

8. DeNB2 sends the S1 HANDOVER REQUEST ACK to MME

9. MEM sends the S1 HANDOVER COMMAND to eNB3.
Pros:

· Reuse existing S1 HO routing mechanism. No change to source eNB and MME.

Cons:

· Restrict the number of RNs under the DeNB.
· Requires S1 changes for DeNB to know the cell id of the RN.

Since the RN’s eNB ID is the same as its DeNB’s eNB ID, the RN just likes the DeNB’s cell. The Maximum no. cells that can be served by an eNB is 256. So this restricts the maximum number of RNs under a DeNB to 256 (considering the DeNB also have some cells, so the actual number is less than 256). 
Note: RAN2 proposed to add an annex section for relay in 36.300. The deployment scenarios section describes:

The focus of Release 10 is stationary, single-hop RNs, i.e. RNs directly connected to a non-RN DeNB, deployed to improve coverage. More than one RN is supported in a DeNB cell, but the exact number is not specified. There could be deployments with e.g. 30-40 RNs per DeNB.

So this restriction may not be an issue for Rel-10. But if further release supports more RNs, a new routing mechanism, e.g. option 1 or 2, may be needed.

4   Comparison
Here is the summary for all options:
· Option 1: MME maintains a mapping table for (RN’s eNB ID ( DeNB)
· Option 2: Source eNB uses the eNB ID of RN’s DeNB in the HO Required message
· Option 3: Reuse the TAI-based routing from HeNB

· Option 4: RN’s eNB ID is the same as its DeNB’s eNB ID.
	
	Option 1
	Option 2
	Option 3
	Option 4

	Impact to relay architecture
	May break the architecture agreement

(
	No
	No
	No

	Impact to air interface
	No 
	Yes (for Option 2a)
(
No (for Option 2b)
	No
	No

	Impact to legacy UE
	No 
	Yes (for Option 2a)

(
No (for Option 2b)
	No
	No

	Impact to source eNB
	No 
	Requires upgrade
(
	No
	No

	Impact to MME, and S1 interface between DeNB and MME
	Requires upgrade (DeNB need to inform the MME about the eNB ID of the RN)
(
	No
	No
	No

	Restriction to TAI assignment
	No
	No
	Yes (this can be a big issue due to limited TAI space)
(((
	No

	Restriction to number of RNs under a DeNB
	No
	No 
	No
	Yes 

(

	Impact to S1 interface between DeNB and RN
	No
	No 
	No
	Yes (The S1 Setup need to include the RN’s ECGI)

(

	Any additional OAM effort
	No
	Yes (for Option 2b)
(
	No
	No

	Overall score
	(
	(
	(
	((


Given the above comparison, the solution is related whether the operator can accept to upgrade the MME or eNB, or the restriction on TAI assignment, or the restriction on maximum number of RNs under a DeNB. 

We would like to propose:
Proposal 1: RAN3 to solicit operator input on whether operator can accept to upgrade the eNB or MME.
If operators does not want to upgrade the eNB or MME, then 
Proposal 2: RAN3 to solicit operator input on whether operator can accept the restriction on TAI assignment, or the restriction on maximum number of DeNBs under a DeNB.
Proposal 3: RAN3 select one of above proposed solution based on operators’ input. 
5   Conclusion
In this contribution, we analyses the different options to support S1 HO message routing. We propose:
Proposal 1: RAN3 to solicit operator input on whether operator can accept to upgrade the eNB or MME.

If operators does not want to upgrade the eNB or MME, then 
Proposal 2: RAN3 to solicit operator input on whether operator can accept the restriction on TAI assignment, or the restriction on maximum number of DeNBs under a DeNB.

Proposal 3: RAN3 select one of above proposed solution based on operators’ input. 
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