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Introduction
This document summarises discussions on the use of the Allowed NSSAI for purposes different from the configuration of frequency priorities at the UE.

The meeting minutes specify the following about the scope of the document:

CB: # 54_UseCasesAllowedNSSAI
-  access control? Prevent misuse from UEs? Other use cases?
- summary of discussion
- agreements / WAs so far
- WF that we can build on for the next meeting

One important piece of information to analyse the applicability of the Allowed NSSAI to the use cases below is the definition of Allowed NSSAI from TS23.501:

Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a Registration procedure, indicating the S-NSSAIs values the UE could use in the Serving PLMN for the current registration area.

Namely, the Allowed NSSAI represents the list of S-NSSAIs the UE can access in the registration area. The S-NSSAIs in the Allowed NSSAI are not necessarily active at AS level or at NAS level, i.e. such S-NSSAIs may not have been activated at all.

The following use cases for utilisation of the Allowed NSSAI at the NG RAN have been presented by some companies:

Use of Allowed NSSAI for Access Control
Some companies stated that the RAN could make a finer decision for access control by knowing the Allowed NSSAI of the UE. For example, the network would be able to prevent connected UEs from initiating a PDU setup request procedure towards a congested S-NSSAI.

Analysis: The Allowed NSSAI includes S-NSSAIs that may not be active at AS level. Performing access control and eventually rejecting a UE on the basis of the fact it is allowed to access an S-NSSAI that is not active at AS level appears to be a wrong access control or rejection action. It is therefore unclear how the Allowed NSSAI can improve access control 

Use of Allowed NSSAI for RAN configuration
Some companies stated that the Allowed NSSAI can be used to configure specific policies at the RAN, aimed at improving management of UE resources in the areas of, for example, measurements, positioning, handovers. For example, for slice types with strict positioning requirements, the measurement related parameters should be configured accordingly. For public safety slice types over the authorized carrier, the measurement configuration over unauthorized frequency band is not needed.

Analysis: Again, the Allowed NSSAI includes S-NSSAIs that may not be active at AS level. For this reason, configuring measurement policies or activating specific mobility policies on the basis of the fact that the UE is allowed to access such slices appears to be incorrect. The policies may condition the UE in active mode to specific behaviours, e.g. taking specific measurements, which are tailored to optimise UE performance while the UE accesses one or more slices at AS level. However, the UE may not be accessing such slices as S-NSSAIs in the Allowed NSSSAI may not be active. It is therefore unclear how the Allowed NSSAI can improve RAN configuration. 

Use of Allowed NSSAI for RAN Validation purposes
It was discussed during RAN3-99bis that the Allowed NSSAI may have a role in validating that the UE can access the slices signalled at Registration over Msg5 in the Requested NSSAI.
Analysis: It was explained during the online discussion that the usefulness of such validation is unclear because the RAN can use the Requested NSSAI for access prioritisation, i.e. to prioritise access of the UE to the RAN. Once such prioritisation is applied, there is no action the RAN can take to un-do it. The RAN cannot apply slice specific policies to control channels because such channels are slice independent, i.e. they are generic and carry signals for all services of all slices. For this reason, there cannot be a slice specific policy for such control channels. It therefore remains unclear how the Allowed NSSAI can be used for validation purposes. It needs to be noted that, according to TS36.300:
“It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice. ” 


Conclusion
From the discussion and analysis above it appears evident that there is ambiguity and uncertainty on the use cases where the Allowed NSSAI can bring benefits when signalled to the NG RAN
Way Forward: There is no consensus in RAN3 on whether signalling the Allowed NSSAI to the NG RAN is beneficial. Further technical discussions are needed to assess whether consensus can be reached on the benefits of signalling the Allowed NSSAI. 
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