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1. Introduction
The CB scope is as follows

CB: # 26_TNL_assoc_clean-up

-  clean-up terminology, remove possibility for ambiguity w.r.t. use of TNL addresses

- check failure case, remove if not needed?
- common discussion on NG, F1, and Xn TNL clean-up

- need non-backwards-compatible change in F1AP?

- Merge from 2275/6/7/8 if agreeable

- use port n.? Merge from 2201/2 if agreeable

- separate CP and UP TNL info to make them extendable in the future? 2 lengths?

(QC)
This document summarizes the result of the offline discussion including some examples of how to organize the IEs.

The intention is that spec rapporteurs can start aligning along these lines.

On the general structure, a remaining open point is whether to adopt the alternative of (IP address, port number). It has been noted that according RFC4960, SCTP endpoints do not share (have the same) IP addresses. On the other hand, the existing structure (using only IP address) does not preclude repetition either. With this, it is useful to revisit the topic, and for now the decision is whether to keep the option, possibly with an editor’s note in each spec, or to leave it out for now.

- keep 
2. Terminology and IE structure
2.1 General principles

A possible way forward for further discussion is as follows

· Create separate IEs for TNL addressing in CP and UP

· Each IE to be expandable to new formats (e.g. through a choice structure)

· Elemental IEs required include the IP address (Transport Layer address), Port number and GTP-TEID. Other applications requiring just an IP address (e.g. SIPTO) can refer directly to this. 

· New applications requiring some form of new structure can create new IE as needed

· Same format of CP and UP IE to be used as far as possible across all specifications

· General clean-up needed to align terminology (e.g. TNL association rather than TNL address, etc)

· Terminology of higher level IEs is completely open, apart from avoiding being too specific (e.g. avoid tunnel or even address if possible)

2.2 Control plane
Terminology:

An interface instance is supported by one or more TNL Associations.

A TNL association is designated in signalling through the use of a CP Transport Layer Information IE. 

The information in the CP Transport Layer Information IE is sufficient to identify the TNL association, but is not necessarily unique (i.e. multiple such IEs could be constructed for the same TNL association.
Taking specific example in a portion of the AMF CONFIGURATION UPDATE (note this also includes terminology fixes referring to TNLA as an example):

	AMF TNL Association To Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association To Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>TNL Association Transport Layer Information
	M
	
	CP Transport Layer Information
9.3.2.X
	Transport Layer Information used to set up this TNL association.
	YES
	ignore

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Association Weight Factor
	M
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore


Then the key IE to be reused elsewhere is:

9.3.2.X
CP Transport Layer Information

This IE is used to provide the NG control plane transport layer information associated with an NG-RAN node – AMF pair.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE CP Transport Layer Information
	
	
	
	

	>Endpoint-IP-address
	
	
	
	

	>> Endpoint IP address
	M
	
	Transport Layer Address 9.3.2.4
	

	>Endpoint-IP-address-and-port
	
	
	
	

	>> Endpoint IP address
	M
	
	Transport Layer Address 9.3.2.4
	

	>> Dynamic Port number
	M
	
	Dynamic Port Number 9.2.3.Z
	


9.3.2.4
Transport Layer Address

This IE consists of an IP address.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	IP Address
	M
	
	BIT STRING (SIZE(1..160, …))
	The Radio Network Layer is not supposed to interpret the address information. It should pass it to the Transport Layer for interpretation.




 9.2.3.Z

Dynamic Port Number
This IE consists of an SCTP dynamic port number.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Dynamic Port Number
	M
	
	INTEGER (49152..65535)
	


2.2 User plane

In NGAP, the structure of the Transport Layer Information IE is already a choice, so the only proposed change there would be to rename this to UP Transport Layer Information IE and align references accordingly. See below for the tabular.
In each spec, apart from introducing an IE like the below, there is also the job of aligning terminology as much as possible e.g. at the moment there are examples of statements like “switching the GTP tunnel”, whereas ideally we should use e.g. “change the DL/UL UP address” (or whatever is needed for each case, as long as it remains neutral), where the IE referred to is of type “UP Transport Layer Information”.
 9.3.2.2
UP Transport Layer Information
Editor’s Note:
The structure of this IE needs further checking and completion. Further details FFS. 

This element is used to provide the GTP-U termination point associated with a PDU session for a NG-RAN node – AMF pair. In this release it corresponds to an IP adress and a GTP Tunnel Endpoint Identifier.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE UP Transport Layer Information
	M
	
	
	

	>GTP tunnel
	
	
	
	

	>>Transport Layer Address
	M
	
	9.3.2.4
	

	>>GTP-TEID
	M
	
	9.3.2.5
	


Annex A: Example for implementation in for control plane TNL (in NG-c)

8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation
The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the NG-RAN node. The NG-RAN node responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data.

If the AMF Slice Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the whole list of supported AMF slices by the new list and use the received values for further network slice selection and AMF selection. 

If the AMF TNL Association To Add List IE is contained in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, use it to establish the TNL association(s) with the AMF. The NG-RAN node shall report to the AMF, in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message, the successful establishment of the TNL association(s) with the AMF as follows:
-
A list of successfully established TNL Associations shall be included in the AMF TNL Association Setup List IE;
-
A list of TNL Associations that failed to be established shall be included in the AMF TNL Failed to Setup List IE.
If the AMF TNL Association To Remove List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, initiate removal of the TNL association(s) indicated by the received AMF Transport Layer Information towards the AMF.
If the AMF Name IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the previously stored AMF name and use it to identify the AMF.
Editor’s Note:
Details on AMF Name are FFS in SA2
If the Served GUAMIs List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the whole list of GUAMIs served by the AMF by the new list and use the received values for further AMF management as defined in TS 23.501 [9]. 

If the Relative AMF Capacity IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node may use it as defined in TS 23.501 [9].
If the AMF TNL Association To Update List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, update the TNL association(s) indicated by the received AMF Transport Layer Information towards the AMF.

If the TNL Usage IE or the TNL Weight Factor IE is included in the AMF TNL Association To Add List IE or the AMF TNL Association To Update List IE, the NG-RAN node shall, if supported, consider it as defined in TS 23.502 ([10]).
Editor’s Note:
Further details are FFS.
>>>>>>    NEXT CHANGE    <<<<<<<<<

8.7.3.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
If the NG-RAN node cannot identify an existing TNL association to modify or delete using the respective transport layer information in the AMF CONFIGURATION UPDATE message, it shall indicate this to the AMF in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message by including the respective information in either the AMF TNL Association To Update List IE, or AMF TNL Association Failed to Remove List IE, with an appropriate cause, e.g. “unknown TNL Association”.
>>>>>>    NEXT CHANGE    <<<<<<<<<

9.2.6.7
AMF CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	PrintableString (SIZE(1..150,…))
	
	YES
	ignore

	Served GUAMIs List
	
	0..1
	
	
	GLOBAL
	reject

	>Served GUAMIs Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	
	

	>>GUAMI
	M
	
	<ref>
	
	-
	

	>>Backup AMF Name
	O
	
	<ref>
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	AMF Slice Support List
	O
	
	Slice Support List

9.3.1.17
	Configured slices in the AMF.
	YES
	ignore

	AMF TNL Association To Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association To Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X

	AMF Transport Layer information used to set up the new TNL Association.
	YES
	ignore

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Association Weight Factor
	M
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore

	AMF TNL Association To Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X

	AMF Transport Layer information used to identify the TNL Association to be removed.
	YES
	ignore

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X

	AMF Transport Layer information used to identify the TNL Association to be updated.
	YES
	ignore

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Association Weight Factor
	O
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum numbers of GUAMIs served by an AMF. Value is FFS.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is FFS.


9.2.6.8
AMF CONFIGURATION UPDATE ACKNOWLEDGE

Editor’s Note:
All procedure and details need further check.

This message is sent by the NG-RAN node to acknowledge the AMF transfer updated information for an NG-C interface instance.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF TNL Association Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X

	Previously received AMF Transport Layer information for the TNL Association.
	YES
	ignore

	AMF TNL Association Failed to Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association Failed to Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X

	Previously received AMF Transport Layer information for the TNL Association.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	AMF TNL Association Failed to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association Failed to Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X
	Previously received AMF Transport Layer information for the TNL Association.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	AMF TNL Association Failed to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association Failed to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Information
	M
	
	CP Transport Layer Information 9.3.2.X
	Previously received AMF Transport Layer information for the TNL Association.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is FFS.


9.3.2.X
CP Transport Layer Information

This IE is used to provide the NG control plane transport layer information associated with an NG-RAN node – AMF pair.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE CP Transport Layer Information
	
	
	
	

	>Endpoint-IP-address
	
	
	
	

	>> Endpoint IP address
	M
	
	Transport Layer Address 9.3.2.4
	

	>Endpoint-IP-address-and-port
	
	
	
	

	>> Endpoint IP address
	M
	
	Transport Layer Address 9.3.2.4
	

	>> Dynamic Port number
	M
	
	Dynamic Port Number 9.2.3.Z
	


 9.2.3.Z

Dynamic Port Number
This IE consists of an SCTP dynamic port number.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Dynamic Port Number
	M
	
	INTEGER (49152..65535)
	


Annex B: Example for implementation in user plane TNL (in Xn-c)

9.2.1.17
Data Forwarding Info from target NG-RAN node
This IE contains TNL information for the establishment of data forwarding tunnels towards the target NG-RAN node. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session level DL data forwarding UP TNL Information
	M
	
	UP Transport Layer Information 9.2.2.28
	To forward NG-U DL data to the target node for which no PDCP SN has been assigned yet.
	–
	

	Data Forwarding Response DRB List
	
	0..1
	
	
	–
	

	>Data Forwarding Response DRB Item IEs
	
	1..<maxnoofDRBs>
	
	
	EACH
	reject

	>>DRB ID
	M
	
	9.2.2.30
	
	–
	

	>>DL Forwarding UP Information
	O
	
	UP Transport Layer Information 9.2.2.28
	
	–
	

	>>UL Forwarding UP Information
	O
	
	UP Transport Layer Information 9.2.2.28
	
	–
	


	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs. Value is 32.


9.2.2.28
UP Transport Layer Information

This element is used to provide the transport layer information associated with NG or Xn user plane transport. In this release it corresponds to an IP adress and a GTP Tunnel Endpoint Identifier.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE UP Transport Layer Information
	M
	
	
	

	>GTP tunnel
	
	
	
	

	>>Transport Layer Address
	M
	
	BIT STRING (1..160, ...)
	For details on the Transport Layer Address, see TS 38.424 [19], TS 38.414 [20]

	>>GTP-TEID
	M
	
	OCTET STRING (4)
	For details and range, see TS 29.281 [18]
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