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Introduction
As illustrated in TR 38.806 [1], during the study item it was agreed to define the following E1 interface management procedures:
· E1 setup: this procedure allows to setup the E1 interface. It includes the exchange of the parameters needed for interface operation.
· E1 reset: this procedure allows to reset the E1 interface. It is used to initialize the peer entity after node setup and after a failure event occurred. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
· E1 error indication: this procedure allows to report detected errors in one incoming message. The E1 interface reset is initiated by either the CU-CP or the CU-UP.
Related to the E1 Setup procedure the following note is capture in TR 38.806 [1]: 
· NOTE: Whether E1 setup should be triggered by CU-CP or CU-UP or both should be solved during normative phase.
In this contribution, we discuss the E1 Setup and we propose that the CU-CP initiates the procedure. We also propose to agree on an initial content for the E1 Setup messages.  
Discussion
We first discuss the initiation of the E1 Setup and then we propose the initial content for the messages. 
E1 Setup procedure 
In TR 38.806, three different deployment scenarios for the CP-UP split architecture are described. 
In Scenario 2, the CU-CP is distributed and the CU-UP is centralized. The CU-UP can be virtualized and it can potentially be co-located with the SGW/UPF. In this case, it is likely that a single physical centralized UP entity (e.g., a data center) implements several logical CU-UPs. 
Therefore, it is reasonable to assume that the CU-UP resources are available first, and then the CU-CPs are deployed gradually in a distributed manner at the network edge. In such scenario, it seems logical that a newly deployed CU-CP initiates the E1 Setup procedure toward the CU-UP. In practice, the CU-CP initiates the procedure toward a physical centralized UP entity (e.g., data center) that then allocates a logical CU-UP entity.
Observation 1: 	In scenario 2, it seems more logical to assume that the CU-CP initiates the E1 Setup.
In Scenario 3, the CU-CP is centralzied and the CU-UP is distributed. In this scenario, it seems more likely that the CU-CP is deployed first, and that the CU-UPs are gradually deployed afterwards. In such scenario, it seems logical that a newly deployed CU-UP initiates the E1 Setup procedure toward the CU-CP.
Observation 2: 	In scenario 3, it seems more logical to assume that the CU-UP initiates the E1 Setup.
On the other hand, supporting two different mechanisms for E1 Setup in the standard may lead to interoperability problems. For example, let’s assume that a newly deployed CU-CP learns that there are CU-UP resources available at a given IP address (e.g., via a separate service discovery function in the O&M). In the same way, also the physical UP entity that hosts CU-UP resources learns that there is a new CU-CP available. It may be possible that both the CU-CP and the CU-UP wait for each-other to initiate the E1 Setup, which then never takes place. 
Observation 3: 	Supporting E1 Setup in both directions may cause interoperability problems.
Internet (and software applications in general) are often based on a client-server architecture. In the client-server architecture, it is always the client that initiates the connection toward the server. In the CP-UP split, the CU-CP is more like a client, while the physical UP entity is more like a server offering CU-UP resources. In practice, the CU-CP decides when an E1 connection to a given CU-UP in a certain location is needed. Accordingly, the CU-CP should initiate the E1 Setup.
Observation 4: 	The CU-CP is more like a client, while the CU-UP is more like a server. In software engineering, the client always initiates the establishment of the connection.
Observation 5: 	The CU-CP decides when an E1 connection to a given CU-UP is needed.
Therefore, we conclude with the following proposal:
Proposal 1: 	The CU-CP initiates the E1 Setup.
E1 Setup messages
The E1 Setup Request messages is used in the direction from CU-CP to CU-UP. We propose to agree with the following initial content for the message: 
· Message type;
· CU-CP name: useful for O&M purposes;
The E1 Setup Response messages is used in the direction from CU-UP to CU-CP. We propose to agree with the following initial content for the message: 
· Message type;
· CU-UP name: useful for O&M purposes;
· Supported PLMNs;
· Supported slices: list of S-NSSAIs that are supported by the CU-UP (per-PLMN);
Additional information may need to be exchanged over E1 Setup. For example, in case that the CU-UP does not support all the security algorithms defined for NR, the CU-UP should provide the supported algorithms in the E1 Bearer Setup Response message. However, it needs to be confirmed whether such case is relevant. 
Proposal 2: 	Agree on the initial content for the E1 Setup Request and E1 Setup Response messages proposed above. More information may be added later (if needed).
Conclusion
[bookmark: _In-sequence_SDU_delivery]In this contribution, we discussed the allocations the E1 Setup procedure. 
Proposal 1: 	The CU-CP initiates the E1 Setup.
Proposal 2: 	Agree on the initial content for the E1 Setup Request and E1 Setup Response messages proposed above. More information may be added later (if needed).
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Annex I: TP for 38.463
[bookmark: _Toc502844999][bookmark: _Toc502845102][bookmark: _Toc296692904][bookmark: _Toc480193905]Start of Text Proposal 1 for TS 38.463
[bookmark: _Toc502837163][bookmark: _Toc506057534]8.1	List of E1AP Elementary Procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):
Table 1: Class 1 procedures
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	E1 Setup
	E1 SETUP REQUEST
	E1 SETUP RESPONSE
	E1 SETUP FAILURE



Start of Text Proposal 2 for TS 38.463
[bookmark: _Toc502837175][bookmark: _Toc502835494]8.2.X	E1 Setup 
[bookmark: _Toc502835495][bookmark: _Toc502837176]8.2.X.1	General
[bookmark: _GoBack]The purpose of the E1 Setup procedure is to exchange application level data needed for the CU-CP and the CU-UP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after the first TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc502835496][bookmark: _Toc502837177]8.2.X.2	Successful Operation


Figure 8.2.X.2-1: E1 Setup procedure: Successful Operation.
The CU-CP initiates the procedure by sending a E1 SETUP REQUEST message including the appropriate data to the CU-UP. The CU-UP responds with a E1 SETUP RESPONSE message including the appropriate data.
The exchanged data shall be stored in respective node and used as long as there is an operational TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.
[bookmark: _Toc502835497][bookmark: _Toc502837178]8.2.X.3	Unsuccessful Operation


Figure 8.2.X.3-1: E1 Setup procedure: Unsuccessful Operation.
If the CU-UP cannot accept the setup, it should respond with a E1 SETUP FAILURE and appropriate cause value.
If the E1 SETUP FAILURE message includes the Time to Wait IE, the CU-CP shall wait at least for the indicated time before reinitiating the E1 setup towards the same CU-UP.
[bookmark: _Toc502835498][bookmark: _Toc502837179]8.2.X.4	Abnormal Conditions
Not applicable.
Start of Text Proposal 3 for TS 38.463
[bookmark: _Toc502835550][bookmark: _Toc502837231]9.2.1.X	E1 SETUP REQUEST
This message is sent by the CU-CP to transfer information for a TNL association.
Direction: CU-CP  CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	CU-CP Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore



[bookmark: _Toc502835551][bookmark: _Toc502837232]9.2.1.Y	E1 SETUP RESPONSE
This message is sent by the CU-UP to transfer information for a TNL association.
Direction: CU-UP  CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	CU-UP Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported PLMN List
	
	1
	
	PLMNs supported by the CU-UP.
	YES
	reject

	>Supported PLMN Item IEs
	
	1..<maxnoofSPLMNs>
	
	
	EACH
	reject

	>>PLMN Identity 
	M
	
	9.3.1.Y
	
	-
	-

	>>Slice Support List 
	M
	
	9.3.1.Z
	
	-
	-



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of supported PLMN Ids. Value is 6.

	maxnoofSliceItems
	Maximum no. of supported slice Ids. Value is FFS.



Editor’s note: The encoding of the messages may need further revision. 

Start of Text Proposal 4 for TS 38.463
[bookmark: _Toc502835590][bookmark: _Toc502837271]9.3.1.Y	PLMN Identity
This information element indicates the PLMN Identity.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	OCTET STRING (3)
	- digits 0 to 9, encoded 0000 to 1001,
- 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding digit 2n-1
- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digits MNC) or 
-3 digits from MNC (in case of a 3 digits MNC).



[bookmark: _Toc486776879][bookmark: _Toc491324878][bookmark: _Toc500155864]9.3.1.Z	Slice Support List
This IE indicates the list of supported slices.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Slice Support Item IEs
	
	1..<maxnoofSliceItems>
	
	
	-
	-

	>S-NSSAI
	M
	
	9.3.1.W
	
	-
	



	Range bound
	Explanation

	maxnoofSliceItems
	Maximum no. of signalled slice support items. Value is FFS.



[bookmark: _Toc500155871]9.3.1.W	S-NSSAI
This IE indicates the S-NSSAI.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SST
	M
	
	OCTET STRING (SIZE(1))
	

	SD
	O
	
	OCTET STRING (SIZE(3))
	



End of Text Proposal for TS 38.463
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