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Introduction
A pending issue remains on the topic of network slicing, namely whether the 5GC shall signal to the RAN the Allowed NSSAI. At the last RAN3 meeting this topic was discussed but no conclusion was reached. In the meantime two LSs were produced that are relevant to this topic, one from SA2 in [1] and one from RAN2 in [2].
In particular it is worth noticing that SA2, who included in their specifications the sentence saying that “When a UE is successfully registered, the CN informs the (R)AN by providing the Allowed NSSAI”, had a discussion on whether the Allowed NSSAI is needed at the RAN or not. As specified in [1], SA2 concluded the following:
“SA2 was not able to reach an agreement on removing the statement and decided to ask RAN3 for feedback on this before SA2 takes a decision. 
Therefore, SA2 kindly asks RAN3 if the information on Allowed NSSAI for a given UE is required to be made available by the 5GC to the NG-RAN.”
Therefore, the following can be concluded:
Conclusion 1: the discussion on whether to signal the Allowed NSSAI to the RAN is entirely in RAN3’s hands. SA2 has not converged on any use case for which such information is needed at the RAN

This paper discusses the topic and proposes a way forward.
[bookmark: _Toc491772836]Discussion 
Figure 1 shows a typical case where the slicing information is made available at the RAN for RRM and node selection purposes.



Figure 1: Establishment of PDU Sessions Resources for network slicing

As shown in Figure 1, the RAN may receive the Requested NSSAI from the UE at RRC Connection Setup. As confirmed by the LS from SA2 in [1]:
“The Requested NSSAI sent in RRC is only used to select an appropriate AMF and potentially for congestion control.”
Namely, by receiving the Requested NSSAI the RAN will select an appropriate AMF. Further, the RAN may potentially prioritise UE access in cases of congestion, based on the slices that are requested by the UE.
The latter interpretation is perfectly in line with the text included in TS38.300, which mentions the following:

Validation of the UE rights to access a network slice 
-	It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed of the slice for which resources are being requested.

Namely, the text in TS38.300 and in the LS from SA2 in [1] confirm that the use of the Requested NSSAI is limited to the window “Prior to receiving the Initial Context Setup Request message” and it is relative to selection of an AMF and admission prioritisation in congestion cases. The text from 38.300 also confirms that it is up to the 5GC to validate that the UE has the rights to access a network slice. Namely, validation of the information provided by the UE regarding network slice selection is not in the scope of RAN.
It can therefore be concluded that  
Conclusion 2: The Allowed NSSAI is not needed to validate the Requested NSSAI because there is no use the RAN makes of the requested NSSAI after admission of the UE (i.e. after Msg5) and because it is not in the scope of RAN to validate the rights for a UE to access a network slice.

At the last RAN3 meeting mobility scenarios were also discussed. It was already explained in [3] that the Allowed NSSAI is a list of S-NSSAI that potentially will never be established at AS level. 
In fact, after step 5 in Figure 1, network slices activated at AS level are established and the RAN can manage mobility target selection on the basis of such active PDU Sessions. 
Modification of mobility target selection on the basis of S-NSSAIs not active (and potentially never to be active) at AS level may be harmful and result in suboptimal performance due to second best target radio node selection.
Conclusion 3: Usage of the Allowed NSSAI to tweak active mode mobility target selection may be harmful and deteriorate radio performance
The topic of mobility also included a discussion on Idle mode mobility and frequency priority. This relates to the LS from RAN2 in [2], which quotes the following:

RAN2 discussed UE idle mode mobility control and priority based reselection mechanism considering slicing availability at the network. 
RAN2 agreed to use priority based cell reselection mechanism, similar to LTE, which allows prioritizing frequencies on which the UE camps by dedicated priorities provided from the gNB.

In order to perform the above mechanism, RAN needs to be able to appropriately configure the frequency priorities for a UE. The appropriate frequency priority information based on slicing needs to be available in RAN.

To understand the meaning of LS from RAN2 one needs to look at the agreements in the RAN2’s meeting minutes. These agreements quote:
· Agreements
· 1	Working assumption from RAN2#99 is confirmed ("For needs of slicing, appropriate configuration of the dedicated priorities provided from the gNB can be used to control the frequency on which the UE camps. (i.e. reuse of same mechanism as in LTE). ")
· 2	No additional mechanisms for frequency prioritisation with respect to slicing will be specified for Rel-15
And conclude in the following action:
[bookmark: _Toc507754550]=>	Send LS to SA2/RAN3 in R2-1804005 to tell them that in the case of slicing RAN needs to be able to appropriately configure the frequency priorities for idle mode reselection (i.e. to reuse the same priority based reselection mechanism as defined for LTE), hence appropriate information needs to be available in RAN for this configuration (Nokia, Offline discussion #45)

The essence of the message from RAN2 is that frequency priority policies for cases of network slicing will follow the same mechanisms as for LTE and that nothing will be added to what we have in LTE for this function. 
In LTE, idle mode frequency priority policies are setup by means of the “Subscriber Profile ID for RAT/Frequency Priority”, aka SPID. The SPID is defined in TS36.300 as follows:

[bookmark: _Toc494122675]16.1.8	Subscriber Profile ID for RAT/Frequency Priority
The RRM strategy in E-UTRAN may be based on user specific information.
The Subscriber Profile ID for RAT/Frequency Priority (SPID) parameter received by the eNB via the S1 interface or the X2 interface is an index referring to user information (e.g. mobility profile, service usage profile). The information is UE specific and applies to all its Radio Bearers.
This index is mapped by the eNB to locally defined configuration in order to apply specific RRM strategies (e.g. to define RRC_IDLE mode priorities and control inter-RAT/inter frequency handover in RRC_CONNECTED mode).

The SPID is renamed in 5G as “Index to RAT/Frequency Selection Priority (RFSP)”. The RFSP is defined in 23.501 as follows:

To support radio resource management in RAN the AMF provides the parameter 'Index to RAT/Frequency Selection Priority' (RFSP Index) to RAN across N2. The RFSP Index is mapped by the RAN to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and applies to all the Radio Bearers. Examples of how this parameter may be used by the RAN:
-	to derive UE specific cell reselection priorities to control idle mode camping.
-	to decide on redirecting active mode UEs to different frequency layers or RATs.

It can be seen from the definition above that the SPID/RFSP is the tool of choice for indexing idle mode frequency priority policies and more in general RRM policies to be used by the RAN on the basis of subscriber’s information. The SPID/RFSP is a generic tool that applies to all scenarios, namely to UEs using slicing and to UEs not using slicing. It would be complex and inefficient to design a different mechanism for frequency priority selection, only for the case of network slicing. On the basis of the above the following conclusion and proposal are derived:

Conclusion 4: Idle mode mobility control and priority based reselection mechanism are enabled at the NG RAN by means of the Subscriber Profile ID for RAT/Frequency Priority, aka Index to RAT/Frequency Selection Priority. The Allowed NSSAI is not needed at the RAN to determine Idle mode mobility control and priority based reselections

Proposal: It is proposed to rename the Subscriber Profile ID for RAT/Frequency Priority into RAT/Frequency Selection Priority and to remove the FFS relative to this IE from TS38.413
Conclusion
[bookmark: _Ref484067741][bookmark: _Ref174151459][bookmark: _Ref189809556]In this paper new documents relative to the discussion on Allowed NSSAI are discussed. The document concludes the following:
Conclusion 1: the discussion on whether to signal the Allowed NSSAI to the RAN is entirely in RAN3’s hands. SA2 has not converged on any use case for which such information is needed at the RAN
Conclusion 2: The Allowed NSSAI is not needed to validate the Requested NSSAI because there is no use the RAN makes of the requested NSSAI after admission of the UE (i.e. after Msg5) and because it is not in the scope of RAN to validate the rights for a UE to access a network slice.
Conclusion 3: Usage of the Allowed NSSAI to tweak active mode mobility target selection may be harmful and deteriorate radio performance
Conclusion 3: Idle mode mobility control and priority based reselection mechanism are enabled at the NG RAN by means of the Subscriber Profile ID for RAT/Frequency Priority, aka Index to RAT/Frequency Selection Priority. The Allowed NSSAI is not needed at the RAN to determine Idle mode mobility control and priority based reselections

On the basis of these conclusions the document converges on the following proposal

Proposal: It is proposed to rename the Subscriber Profile ID for RAT/Frequency Priority into Index to RAT/Frequency Selection Priority and to remove the FFS relative to this IE from TS38.413

A TP to mirror the proposal above is presented for agreement below, while a reply LS to SA2 is included in R3-18xxxx
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Annex 1: TP for 38.413
Start of Text Proposal 1 for TS 38.413
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[bookmark: _Toc483414589][bookmark: _Toc483415267][bookmark: _Toc483418771][bookmark: _Toc491324683][bookmark: _Toc508532647]8.3.1.1	General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including PDU session context, the Security Key, Handover Restriction List, UE Radio Capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.
Editor’s Note:	Further details are FFS.
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Figure 8.3.1.2-1: Initial context setup: successful operation
In case of the establishment of a PDU session the 5GC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection PrioritySubscriber Profile ID for RAT/Frequency Priority IE, if available in the AMF. [FFS pending RAN2]
If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-	attempt to execute the requested PDU session configuration;
-	store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE; [FFS]
-	store the received Handover Restriction List in the UE context;
-	store the received UE Radio Capability in the UE context;
-	store the received Index to RAT/Frequency Selection PrioritySubscriber Profile ID for RAT/Frequency Priority in the UE context and use it as defined in TS 38.300 [8]; [FFS pending RAN2]
-	store the received UE Security Capabilities in the UE context;
-	store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context. [FFS pending SA3]
If the PDU Session Resource Setup List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as the one defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the result for all the requested PDU sessions. When the NG-RAN node reports the unsuccessful establishment of a PDU Session, the cause value should be precise enough to enable the AMF to know the reason for the unsuccessful establishment.
The NG-RAN node shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to
-	determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;
-	select a proper SCG during dual connectivity operation.
If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:
-	one of the setup PDU sessions includes a particular ARP value (TS 23.501 [9]). [FFS, need to align with PDU Session Management]
If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. In particular, the NG-RAN node shall, if supported: [FFS pending RAN2 and SA5]
-	if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [11];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [11];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [11] and the NG-RAN node shall ignore the Interfaces To Trace IE and Trace Depth IE;
-	if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;
-	if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the NG-RAN node may use it to propagate the MDT Configuration as described in TS 37.320 [12].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.501 [13] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE. [FFS pending SA3]
If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11]. [FFS pending RAN2 and SA5]
If the RRC Inactive Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].
If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 
After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the NG-RAN node.

<Skip unchanged text>
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[bookmark: _Toc483414603][bookmark: _Toc483415281][bookmark: _Toc483418785][bookmark: _Toc491324697][bookmark: _Toc508532661]8.3.4.1	General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g. [FFS for the example]. The procedure uses UE-associated signalling.
Editor’s Note:	Further details are FFS.
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Figure 8.3.3.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS xx.xxx [xx]. [FFS pending SA3]
-	store the UE Security Capabilities IE and take them into use together with the received keys according to TS xx.xxx [xx]. 
-	store the Index to RAT/Frequency Selection Priority Subscriber Profile ID for RAT/Frequency Priority IE and use it as defined in TS yy.yyy [yy]. [FFS pending RAN2]
If the Priority Level IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall [FFS]
-	replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;
-	use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
If the RRC Inactive Assistance Information IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8].
The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.
If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions.
After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the NG-RAN node.
Editor’s Note:	Further details are FFS.
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Figure 8.3.3.2-1: UE context modification: unsuccessful operation
In case the UE context update cannot be performed successfully, the NG-RAN node shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 
Editor’s Note:	Further details are FFS.
[bookmark: _Toc483414606][bookmark: _Toc483415284][bookmark: _Toc483418788][bookmark: _Toc491324700][bookmark: _Toc508532664]8.3.4.4	Abnormal Conditions
Editor’s Note:	Further details are FFS.

<Skip unchanged text>
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Editor’s Note:	Further details are FFS.
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Figure 8.6.2.2-1: Downlink NAS transport
If the AMF only needs to send a NAS message transparently via the NG-RAN node to the UE and a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message, the AMF shall send a DOWNLINK NAS TRANSPORT message to the NG-RAN node including the NAS message as a NAS-PDU IE. If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message; by receiving the AMF UE NGAP ID IE in the DOWNLINK NAS TRANSPORT message, the NG-RAN node establishes the UE-associated logical NG-connection.
If the Priority Level IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
The NAS-PDU IE contains an AMF – UE message that is transferred without interpretation in the NG-RAN node.
If the Handover Restriction List IE is contained in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall store this information in the UE context. The NG-RAN node shall use the information in the Handover Restriction List IE if present in the DOWNLINK NAS TRANSPORT message to:
-	determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;
-	select a proper SCG during dual connectivity operation.
If the Handover Restriction List IE is not contained in the DOWNLINK NAS TRANSPORT message and there is no previously stored handover restriction information, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE.
If the Index to RAT/Frequency Selection Priority Subscriber Profile ID for RAT/Frequency Priority IE is included in the DOWNLINK NAS TRANSPORT message, the NG-RAN node shall, if supported, use it as defined in TS 38.300 [8]. [FFS pending on decision on SPID]
Editor’s Note:	Further details are FFS.
[bookmark: _Toc483418832][bookmark: _Toc491324744][bookmark: _Toc508532708]8.6.2.3	Abnormal Conditions
Editor’s Note:	Further details are FFS.


End of Text Proposal 1  for TS 38.413
Start of Text Proposal 2 for TS 38.413
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Editor’s Note:	Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to request the setup of a UE context.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	M
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	<ref>
	
	YES
	reject

	PDU Session Resource Setup List
	O
	
	<ref>
	[FFS align with PDU Session management]
	YES
	reject

	UE Security Capabilities
	O [FFS]
	
	<ref>
	
	YES
	reject

	Security Key
	O [FFS]
	
	<ref>
	
	YES
	reject

	Trace Activation
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<ref>
	
	YES
	ignore

	Index to RAT/Frequency Selection PrioritySubscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	Management Based MDT Allowed
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	<ref>
	[FFS pending RAN2 and SA5]
	YES
	ignore

	Masked IMEISV
	O
	
	<ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	[FFS]
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject



End of Text Proposal 2  for TS 38.413
Start of Text Proposal 3 for TS 38.413
[bookmark: _Toc478169814][bookmark: _Toc483414701][bookmark: _Toc483415379][bookmark: _Toc483418898][bookmark: _Toc491324810][bookmark: _Toc508532805]9.2.2.7	UE CONTEXT MODIFICATION REQUEST
Editor’s Note:	Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Priority Level
	O 
	
	9.3.3.15
	
	YES
	reject

	Security Key
	O
	
	<ref>
	[FFS]
	YES
	reject

	Index to RAT/Frequency Selection PrioritySubscriber Profile ID for RAT/Frequency Priority
	O
	
	<ref>
	[FFS]
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	<ref>
	
	YES
	ignore

	UE Security Capabilities
	O
	
	<ref>
	
	YES
	reject

	RRC Inactive Assistance Information
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject


End of Text Proposal 3  for TS 38.413
Start of Text Proposal 4 for TS 38.413
[bookmark: _Toc483418919][bookmark: _Toc491324831][bookmark: _Toc508532826]9.2.5.2	DOWNLINK NAS TRANSPORT
Editor’s Note:	Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF and is used for carrying NAS information over the NG interface.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Priority Level
	O 
	
	9.3.3.15
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	Handover Restriction List
	O
	
	<ref>
	
	YES
	ignore

	Index to RAT/Frequency Selection PrioritySubscriber
	O
	
	<ref>
	FFS
	YES
	ignore


End of Text Proposal 4  for TS 38.413
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Introduction


 


A pending issue remains on 


the topic of network slicing, namely whether the 5GC shall signal to the RAN the 


Allowed NSSAI. At the last


 


RAN3 meeting this topic was discussed but no conclusion was reached. In the 


meantime two LSs were produced that are relevant to this topic, one from 


SA2 in [1] and one from RAN2 in 


[2].


 


In particular it is worth noticing that SA2, who included in their specifications the sentence saying that “


When 


a UE is successfully registered, the CN informs the (R)AN by providing the Allowed NSSAI


”, had a discussio


n 


on whether the Allowed NSSAI is needed at the RAN or not. As specified in [1], SA2 concluded the following:


 


“


SA2 was not able to reach an agreement on removing the statement and decided to ask 


RAN3 for feedback on this before SA2 takes a decision. 


 


There


fore, SA2 kindly asks RAN3 if the information on Allowed NSSAI for a given UE is 


required to be made available by the 5GC to the NG


-


RAN.


”


 


Therefore, the following can be concluded:


 


Conclusion 1: the discussion on whether to signal the Allowed NSSAI to the 


RAN is entirely in RAN3’s 


hands. SA2 has not converged on any use case for which such information is needed at the RAN


 


 


This paper discusses the topic and proposes a way forward.


 


2


 


Discussion 


 


Figure 


1 shows a typical case where the slicing information is 


made available at the RAN for RRM and node 


selection purposes.
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