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1. Introduction

During the last RAN3 meeting a discussion took place on the signalling of a list of supported slices per TAI, from the AMF to the NG RAN, as part of the NG Setup and AMF Configuration Update procedures. 
The main scenario discussed was one where the AMF could enable a set of slices per TAI at the NG RAN node. However, no consensus was found on this use case.

When analysing the topic another aspect strictly related to the proposals made at the last RAN3 meeting was found. In particular, it was identified that it is currently not possible to understand to which PLMN ID the slices supported by an AMF belong. 
In addition to the discussion taken at the last RAN3 meeting a new decision was taken by SA2 to update 23.501. The new text in 23.501 quotes:
The AMF learns the S-NSSAIs supported per TA by the NG-RAN when the NG-RAN nodes establish or update the N2 connection with the AMF (see TS 38.413 [34]) and TS 38.300 [27]). One or all AMF per AMF Set provides and updates the NSSF with the S-NSSAIs support per TA. The NG-RAN learns the S-NSSAIs per PLMN ID the AMFs it connects to support when the NG-RAN nodes establishes the N2 connection with the AMF or when the AMF updates the N2 connection with the NG-RAN (see TS 38.413 [34] and TS 38.300 [27]).
According to the text highlighted above, 38.413 needs to be updated accordingly to enable an AMF to signal its supported S-NSSAI per PLMN to the RAN. This paper looks into these aspects and proposes related changes.
2. Interpretation of signalled lists of S-NSSAI
TS23.501 states the following with regards to the relation between slices and PLMNs:

5.18.5
Network Sharing and Network Slicing

As defined in clause 5.15.1, a Network Slice is defined within a PLMN. Network sharing is performed among different PLMNs. In case of network sharing, each PLMN sharing the NG-RAN defines and supports its PLMN-specific set of slices that are supported by the common NG-RAN.

From the above it can be understood that a network slice, addressed by an S-NSSAI, can be only uniquely identified within a PLMN. The latter is especially true for non standardised values of the S-NSSAI. 
As an example, S-NSSAI X may correspond to one network slice service in PLMN1 and to a different network slice service in PLMN2.
However, while the NG SETUP REQUEST message from NG RAN to AMF includes a TAI Slice Support List IE, which provides information of the PLMN to which the supported S-NSSAI belong, the NG SETUP RESPONSE does not provide the same level of information and only provides an AMF Slice Support List IE, i.e. a list of S-NSSAIs. 

Therefore, information received by the NG RAN from the AMF do not allow to identify a network slice uniquely within a PLMN. 

Observation 1: The AMF Slice Support List IE in NG SETUP REQPONSE and AMF CONFIGURATION UPDATE does not allow unique identification of a network slice within a PLMN

An obvious solution to this problem would be to signal a list of S-NSSAI per supported PLMN IDs by the AMF in the NG Setup Response and AMF Configuration Update. The use of this information at the NG RAN would primarily be to uniquely understand which slices the AMF supports per PLMN. 

Proposal 1: It is proposed to enable signalling of a “PLMN Slice Support List” in the NG Setup Response and AMF Configuration Update

4
Conclusions
In this contribution it is explained that knowledge of per PLMN slice support at the AMF is useful to unequivocally understand which slices the AMF supports. 

The following was observed and proposed:

Observation 1: The AMF Slice Support List IE in NG SETUP REQPONSE and AMF CONFIGURATION UPDATE does not allow unique identification of a network slice within a PLMN
Proposal 1: It is proposed to enable signalling of a “PLMN Slice Support List” in the NG Setup Response and AMF Configuration Update

It is also proposed to agree to the TP for 38.413 below. 
5
TP to TS 38.413 v0.7.0.
---------------------First Change---------------------
8.7
Interface Management Procedures
8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
Editor’s Note:
Further details are FFS.
8.7.1.2
Successful Operation
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Figure 8.7.1.2-1: NG setup: successful operation
The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.

If the AMF Name IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, store the AMF name and use it to identify the AMF.
If the TAI Slice Support List IE is included in the NG SETUP REQUEST message, the AMF shall, if supported, store the received values and use them for registration area management of the UE. 

If the Slice Support List IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, store the values received per PLMN Identity and use them for further network slice selection and AMF selection. 
Editor’s Note:
Further details are FFS.
8.7.1.3
Unsuccessful Operation
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Figure 8.7.1.3-1: NG setup: unsuccessful operation
If the AMF cannot accept the setup, it should respond with an NG SETUP FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.1.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.7.2
RAN Configuration Update

8.7.2.1
General

The purpose of the RAN Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.2.2
Successful Operation
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Figure 8.7.2.2-1: RAN configuration update: successful operation
The NG-RAN node initiates the procedure by sending a RAN CONFIGURATION UPDATE message to the AMF including an appropriate set of updated configuration data that it has just taken into operational use. The AMF responds with a RAN CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 
If the TAI Slice Support List IE is included in the RAN CONFIGURATION UPDATE message, the AMF shall, if supported, store the received values and use them for subsequent registration area management of the UE.
Editor’s Note:
Further details are FFS.
8.7.2.3
Unsuccessful Operation
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Figure 8.7.2.3-1: RAN configuration update: unsuccessful operation
If the AMF cannot accept the update, it shall respond with a RAN CONFIGURATION UPDATE FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.2.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation
The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the NG-RAN node. The NG-RAN node responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data.

If the Slice Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the list of supported AMF slices for the PLMN Identity affected by the new list and use the received values for further network slice selection and AMF selection. 

If the AMF Transport Layer Address To Add List IE is contained in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, use it to establish the TNL association(s) with the AMF. The NG-RAN node shall report to the AMF, in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message, the successful establishment of the TNL association(s) with the AMF as follows:
-
A list of TNL address(es) with which the NG-RAN node successfully established the TNL association shall be included in the AMF TNL Setup List IE;
-
A list of TNL address(es) with which the NG-RAN node failed to establish the TNL association shall be included in the AMF TNL Failed to Setup List IE.
If the AMF Transport Layer Address To Remove List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, initiate removal of the TNL association(s) indicated by the received AMF Transport Layer Address towards the AMF.
If the AMF Name IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the previously stored AMF name and use it to identify the AMF.
Editor’s Note:
Details on AMF Name are FFS in SA2
If the Served GUAMIs List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the whole list of GUAMIs served by the AMF by the new list and use the received values for further AMF management as defined in TS 23.501 [9]. 

If the Relative AMF Capacity IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node may use it as defined in TS 23.501 [9].
If the AMF Transport Layer Address To Update List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, update the TNL association(s) indicated by the received AMF Transport Layer Address towards the AMF.

If the TNL Usage IE or the TNL Weight Factor IE is included in the AMF Transport Layer Address To Add List IE or the AMF Transport Layer Address To Update List IE, the NG-RAN node shall, if supported, consider it as defined in TS 23.502 ([10]).
Editor’s Note:
Further details are FFS.
8.7.3.3
Unsuccessful Operation
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Figure 8.7.3.3-1: AMF configuration update: unsuccessful operation
If the NG-RAN node cannot accept the update, it shall respond with an AMF CONFIGURATION UPDATE FAILURE message and appropriate cause value.
Editor’s Note:
Further details are FFS.
8.7.3.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
---------------------Second Change---------------------
9.2.6
Interface Management Messages

9.2.6.1
NG SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150,…))
	FFS
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the NG-RAN node.
	GLOBAL
	reject

	>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>>PLMN Identity
	M
	
	9.3.3.1
	
	
	

	>>TAI Slice Support List
	O
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA. FFS if temporarily unavailable status of S-NSSAI need to be considered.
	YES
	ignore

	Default Paging DRX
	M
	
	<ref>
	eNote: assumption that this is common for NR and E-UTRA. (to be verified with RAN2 and is FFS)
	YES
	ignore


	Range bound
	Explanation

	
	


9.2.6.2
NG SETUP RESPONSE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	PrintableString
(SIZE(1..150,…)) [FFS pending SA2]
	FFS
	YES
	ignore

	Served GUAMIs List
	
	1
	
	
	GLOBAL
	reject

	>Served GUAMIs Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	
	

	>>GUAMI
	M
	
	<ref>
	
	-
	

	>>Backup AMF Name
	O
	
	<ref>
	
	-
	

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	
	
	
	

	
	
	

	PLMN Support List
	
	1..<maxnoofPLMNs>
	
	
	GLOBAL
	reject

	>PLMN Identity
	M
	
	9.3.3.1
	
	
	

	>Slice Support List
	O
	
	9.3.1.28
	Supported S-NSSAIs per PLMN
	
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum numbers of GUAMIs served by an AMF. Value is FFS.


9.2.6.3
NG SETUP FAILURE

Editor’s Note:
Further details FFS.
9.2.6.4
RAN CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150,…))
	FFS
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the NG-RAN node.
	GLOBAL
	reject

	>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>TAI Slice Support List
	O
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA. FFS if temporarily unavailable status of S-NSSAI need to be considered.
	YES
	ignore


9.2.6.5
RAN CONFIGURATION UPDATE ACKNOWLEDGE

Editor’s Note:
Further details FFS.
9.2.6.6
RAN CONFIGURATION UPDATE FAILURE

Editor’s Note:
Further details FFS.
9.2.6.7
AMF CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	PrintableString (SIZE(1..150,…))
	
	YES
	ignore

	Served GUAMIs List
	
	0..1
	
	
	GLOBAL
	reject

	>Served GUAMIs Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	
	

	>>GUAMI
	M
	
	<ref>
	
	-
	

	>>Backup AMF Name
	O
	
	<ref>
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	
	
	
	

	
	
	

	PLMN Support List
	
	1..<maxnoofPLMNs>
	
	
	GLOBAL
	reject

	>PLMN Identity
	M
	
	9.3.3.1
	
	
	

	>Slice Support List
	O
	
	9.3.1.28
	Supported S-NSSAIs per PLMN
	
	

	AMF Transport Layer Address To Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF Transport Layer Address To Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Transport Layer Address of the AMF.
	YES
	ignore

	>>TNL Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Weight Factor
	M
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore

	AMF Transport Layer Address To Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF Transport Layer Address To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Transport Layer Address of the AMF.
	YES
	ignore

	AMF TNL to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Transport Layer Address of the AMF.
	YES
	ignore

	>>TNL Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Weight Factor
	O
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum numbers of GUAMIs served by an AMF. Value is FFS.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is FFS.
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