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1 Introduction

In [1], we address E1 interface management procedures, E1 Setup and CU-UP Configuration Update and the following proposals:

Proposal 1: Agree the gNB-CU-UP initiated the E1 Setup.

Proposal 2: Agree the contents for E1 Setup Request and E1 Setup Response messages.

                     - E1 Setup Request message: CU-UP ID, CU-UP Name, Serving PLMN(s), Security Capabilities

                     - E1 Setup Response message: CU-CP ID, CU-CP Name

Proposal 3: Agree introducing CU-UP Configuration Update procedure.

Proposal 4: Agree the contents for CU-UP Configuration Update message.

                     - CU-UP Configuration Update message: Serving PLMN(s)

To reflect it, TP for TS 38.463 is provided below.
2 Text Proposal for TS38.463 
---------------------------- Start of TP – 1st change ---------------------------
8.1
List of E1AP Elementary Procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1 procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	E1 Reset
	RESET
	RESET ACKNOWLEDGE
	

	E1 Setup
	E1 SETUP REQUEST
	E1 SETUP RESPONSE
	E1 SETUP FAILURE

	CU-UP Configuration Update
	CU-UP CONFIGURATION UPDATE REQUEST
	CU-UP CONFIGURATION UPDATE ACKNOWLEDGE
	CU-UP CONFIGURATION UPDATE FAILURE

	Bearer Context Setup
	BEARER CONTEXT SETUP REQUEST
	BEARER CONTEXT SETUP RESPONSE
	BEARER CONTEXT SETUP FAILURE

	Bearer Context Modification (CU-CP initiated)
	BEARER MODIFICATION REQUEST
	BEARER CONTEXT MODIFICATION RESPONSE
	BEARER CONTEXT MODIFICATION FAILURE

	Bearer Context Modification Required (CU-UP initiated)
	BEARER CONTEXT MODIFICATION REQUIRED
	BEARER CONTEXT MODIFICATION CONFIRM
	

	Bearer Context Release (CU-CP initiated)
	BEARER CONTEXT RELEASE COMMAND
	BEARER CONTEXT RELEASE COMPLETE
	


Table 2: Class 2 procedures

	Elementary Procedure
	Message

	E1 Error Indication
	ERROR INDICATION

	Bearer Context Release Request (CU-UP initiated)
	BEARER CONTEXT RELEASE REQUEST


---------------------------- End of TP – 1st change ---------------------------
---------------------------- Start of TP - 2nd change---------------------------
8.2
Interface Management procedures

Editor’s note: this sub-clause describes the Interface Management procedures. 
8.2.1
E1 Reset 

8.2.1.1
General
The purpose of the Reset procedure is to initialise or re-initialise the E1AP UE-related contexts, in the event of a failure in the CU-CP or CU-UP. This procedure does not affect the application level configuration data exchanged during, e.g., the E1 Setup procedure.

The procedure uses non-UE associated signalling.

8.2.1.2
Successful Operation
8.2.1.2.1
Reset Procedure Initiated from the CU-CP
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Figure 8.2.1.2.1-1: Reset procedure initiated from the CU-CP. Successful operation

In the event of a failure at the CU-CP, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the CU-UP.

At reception of the RESET message the CU-UP shall release all allocated resources on E1 related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the E1AP ID for the indicated UE associations.

After the CU-UP has released all assigned E1 resources and the UE E1AP IDs for all indicated UE associations which can be used for new UE-associated logical E1-connections over the E1 interface, the CU-UP shall respond with the RESET ACKNOWLEDGE message. The CU-UP does not need to wait for the release of bearer resources to be completed before returning the RESET ACKNOWLEDGE message.
8.2.1.2.2
Reset Procedure Initiated from the CU-UP
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Figure 8.2.1.2.1-1: Reset procedure initiated from the CU-UP. Successful operation
In the event of a failure at the CU-UP, which has resulted in the loss of some or all transaction reference information, a RESET message shall be sent to the CU-CP.

At reception of the RESET message the CU-CP shall release all allocated resources on E1 and radio resources related to the UE association(s) indicated explicitly or implicitly in the RESET message and remove the indicated UE contexts including E1AP ID.

After the CU-CP has released all assigned E1 resources and the UE E1AP IDs for all indicated UE associations which can be used for new UE-associated logical E1-connections over the E1 interface, the CU-CP shall respond with the RESET ACKNOWLEDGE message. 

8.2.1.3
Abnormal Conditions
Not applicable.
8.2.2
E1 Error Indication 

8.2.2.1
General
The Error Indication procedure is initiated in order to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising UE associated signalling, then the Error Indication procedure uses UE associated signalling. Otherwise the procedure uses non-UE associated signalling.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: Error Indication procedure, CU-CP originated. Successful operation
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Figure 8.2.2.2-2: Error Indication procedure, CU-UP originated. Successful operation

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

8.2.2.3
Abnormal Conditions

Not applicable.
8.2.3
E1 Setup 

8.2.3.1
General

The purpose of the E1 Setup procedure is to exchange application level data needed for the CU-CP and the CU-UP to correctly interoperate on the E1 interface. This procedure shall be the first E1AP procedure triggered after a TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 

8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: E1 Setup procedure: Successful Operation.

The CU-UP initiates the procedure by sending a E1 SETUP REQUEST message including the appropriate data to the CU-CP. The CU-CP responds with a E1 SETUP RESPONSE message including the appropriate data.
The CU-UP includes the Serving PLMN list and the security capabilities supported by the CU-UP. 

The exchanged data shall be stored in respective node and used as long as there is an operational TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.

8.2.3.3
Unsuccessful Operation
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Figure 8.2.3.3-1: E1 Setup procedure: Unsuccessful Operation.

If the CU-CP cannot accept the setup, it should respond with a E1 SETUP FAILURE and appropriate cause value.

If the E1 SETUP FAILURE message includes the Time To Wait IE, the CU-UP shall wait at least for the indicated time before reinitiating the E1 setup towards the CU-CP.
8.2.3.4
Abnormal Conditions

Not applicable.

8.2.4
CU-UP Configuration Update 

8.2.4.1
General

The purpose of the CU-UP Configuration Update procedure is to update application level configuration data needed for the CU-UP and the CU-CP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: CU-UP Configuration Update procedure: Successful Operation.

The CU-UP initiates the procedure by sending a CU-UP CONFIGURATION UPDATE message to the CU-CP including an appropriate set of updated configuration data that it has just taken into operational use. The CU-CP responds with CU-UP CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. 

The CU-UP may initiate a further CU-UP Configuration Update procedure only after a previous CU-UP Configuration Update procedure has been completed.

8.2.4.3
Unsuccessful Operation


[image: image8.emf] 

CU - CP   CU - UP  

CU - UP CONFIGURATION UPDATE  FAILURE  

CU - UP CONFIGURATION UPDATE  REQUEST    


Figure 8.2.4.3-1: CU-UP Configuration Update procedure: Unsuccessful Operation.

If the CU-CP cannot accept the update, it shall respond with a CU-UP CONFIGURATION UPDATE FAILURE message and appropriate cause value. 

If the CU-UP CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the CU-UP shall wait at least for the indicated time before reinitiating the CU-UP CONFIGURATION UPDATE message towards the CU-CP.

8.2.4.4
Abnormal Conditions

---------------------------- End of TP – 2nd change ---------------------------
---------------------------- Start of TP  - 3rd change---------------------------
9.2.1
Interface Management messages
9.2.1.1 
RESET
This message is sent by both the CU-CP and the CU-UP and is used to request that the E1 interface, or parts of the E1 interface, to be reset.

Direction: CU-CP ( CU-UP and CU-UP ( CU-CP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	Cause
	M
	
	9.3.1.a
	
	YES
	ignore

	CHOICE Reset Type
	M
	
	
	
	YES
	reject

	>E1 interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all,…)
	
	-
	

	>Part of E1 interface
	
	
	
	
	
	

	>>UE-associated logical E1-connection list
	
	1
	
	
	-
	

	>>>UE-associated logical E1-connection Item
	
	1 .. <maxnoofIndividualE1ConnectionsToReset>
	
	
	EACH
	reject

	>>>> CU-CP UE E1AP ID
	O
	
	9.3.1.Y
	
	-
	

	>>>> CU-UP UE E1AP ID
	O
	
	9.3.1.Z
	
	-
	


	Range bound
	Explanation

	maxnoofIndividualE1ConnectionsToReset
	Maximum no. of UE-associated logical E1-connections allowed to reset in one message. Value is 256.


9.2.1.2 
RESET ACKNOWLEDGE
This message is sent by both the CU-CP and the CU-UP as a response to a RESET message.

Direction: CU-UP ( CU-CP and CU-CP ( CU-UP.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type

	M
	
	9.3.1.X
	
	YES
	reject

	UE-associated logical E1-connection list
	
	0..1
	
	
	YES
	ignore

	>UE-associated logical E1-connection Item
	
	1 .. <maxnoofIndividualE1ConnectionsToReset>
	
	
	EACH
	ignore

	>>CU-CP UE E1AP ID
	O
	
	9.3.1.Y
	
	-
	

	>>CU-UP UE E1AP ID
	O
	
	9.3.1.Z
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.b
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofIndividualE1ConnectionsToReset
	Maximum no. of UE-associated logical E1-connections allowed to reset in one message. Value is 256.


9.2.1.3 
ERROR INDICATION
This message is sent by both the CU-CP and the CU-UP and is used to indicate that some error has been detected in the node.

Direction: CU-CP ( CU-UP and CU-UP ( CU-CP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	ignore

	CU-CP UE E1AP ID
	O
	
	9.3.1.Y
	
	YES
	ignore

	CU-UP UE E1AP ID
	O
	
	9.3.1.Z
	
	YES
	ignore

	Cause
	O
	
	9.3.1.a
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.b
	
	YES
	ignore


9.2.1.4 
E1 SETUP REQEUST
This message is sent by the CU-UP to transfer information for a TNL association and the CU-UP information.

Direction: CU-UP ( CU-CP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	CU-UP ID
	M
	
	9.3.1.c
	
	YES
	reject

	CU-UP Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Serving PLMNs
	
	1
	
	
	YES
	reject

	>Serving PLMNs
	M
	
	9.3.1.d
	
	-
	-

	Security Capabilities
	M
	
	9.3.1.e
	
	
	


9.2.1.5
E1 SETUP RESPONSE

This message is sent by the CU-CP to transfer information for a TNL association.

Direction: CU-CP ( CU-UP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	gNB-CU-CP ID
	M
	
	9.3.1.f
	
	YES
	reject

	gNB-CU-CP Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore


9.2.1.6 
E1 SETUP FAILURE
This message is sent by the CU-CP to indicate E1 Setup failure.

Direction: CU-CP ( CU-UP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.a
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.g
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.b
	
	YES
	ignore


9.2.1.7 
CU-UP CONFIGURATION UPDATE RUQUEST
This message is sent by the CU-UP to transfer updated information.

Direction: CU-UP ( CU-CP 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	Serving PLMNs
	
	0..1
	
	
	YES
	reject

	>Serving PLMNs
	M
	
	9.3.1,d
	
	-
	-

	Security Capabilities
	M
	
	9.3.1.e
	
	
	


9.2.1.8
CU-UP CONFIGURATION UPDATE ACKNOWLEDGE
This message is sent by the CU-CP to the CU-UP to acknowledge update of information.

Direction: CU-CP ( CU-UP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.b
	
	YES
	ignore


9.2.1.9 
CU-UP CONFIGURATION UPDATE FAILURE
This message is sent by the CU-CP to indicate CU-UP Configuration Update failure.

Direction: CU-CP ( CU-UP

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.X
	
	YES
	reject

	Cause
	M
	
	9.3.1.a
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.g
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.b
	
	YES
	ignore


---------------------------- End of TP – 3rd change ---------------------------
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