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Introduction

Access control mechanism is an essential function in NR. During last RAN3 meeting, there have been some discussion for the Barring parameters. In this contribution, we provide our understanding for the Barring parameters over F1 interface.

Discussion


There have been extensive discussion for the System Information management of the F1 interface. During previous RAN3 meetings, the encoding of the system information (SI) in the CU-DU split architecture was discussed. The following agreements were captured: 
MIB is encoded in DU;

RMSI is encoded in DU;

Other SIBs are encoded in CU.

Observation 1：RMSI is encoded in the gNB-DU.
As part of the System Information, the Barring parameters configuration needs to be further discussed. According to the requirement for unified access control in [1], 16 different Access Identities and 64 different Access Categories are specified for 5G NR system. For an access attempt, one or more Access Identities and only one Access Category are selected and tested. As shown in Table 1, the 64 different Access Categories are captured as follows:

Table 1: Access Categories (Table 6.22.2.3-1 in [2])
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification


The 16 different Access Identities for 5G NR can be found in Table 2 in Annex.

During last RAN3 meeting, some company suggested that the Barring parameters should be included in RMSI [2], which indicates that the Barring parameters could be configured by gNB-DU. It is claimed that if the Barring parameters are included in Other SI, the UE may need to request the on-demand Other SI and only then observe that the cell is barred. If the Barring parameters are included in RMSI, these Barring parameters will be always broadcasted and such mechanism could work with high efficiency. 

However, if all the Barring parameters are included in RMSI, the signaling overhead could be a problem. According to the combination of Access Identities and Access Categories, we may have up to 1024 sets of access control criteria. For each criterion, the barring configuration could be a barring factor and a barring time, or a barring bitmap.  In LTE, we have 16 values for the barring factors and 8 values for the barring time, which requires 4+3=7 bits when configuring a combination of barring factor and barring time. Therefore, all the access control criteria require a maximum of 7168 bits. Considering the ongoing discussion, the max PLMN number for RAN sharing should be increased to 16. Since the barring configuration should be per PLMN and separate barring parameters should be configured per RRC state (the unified access control framework is applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt), it requires at maximum 7168*16*3=344064 bits in system information to broadcast the entire access barring configuration.

Since RMSI uses valuable public control resources, it seems that we do not have enough space to include the entire access barring configuration in RMSI. One reasonable solution is to include selected access identities and access categories in RMSI, while providing the others in other SI. 
Observation 2: It seems that we do not have enough space to include the entire access barring configuration in RMSI. One reasonable solution is to include selected access identities and access categories in RMSI, while providing the others in other SI. 
In practical deployment, the Core network could encounter traffic congestion due to different reasons. Such situations should also be taken into account in the design of Barring parameters configuration for NR system. For example, when the Core network congestion is detected by the gNB-CU, some of the Barring factor and Barring time for certain access categories in RMSI can be updated accordingly. If the network congestion is eliminated, the previous Barring parameter configuration could be resumed. 

From Table 1, we know that many Access Categories are closely related to the traffic status of the Core network, which is connected to the gNB-CU. For example, Category No.3 and No.7 are designed to prevent the UE from sending new access attempt in case the Core network encounters traffic congestion. The Core network will send an overload indication to the gNB-CU if the traffic is congested. Thus gNB-CU should be empowered to update the Barring parameters in RMSI via F1 interface. Currently the standard does not provide any means for exchanging Barring parameters over the F1 interface between gNB-CU and gNB-DU. According to the latest version of [3], one reasonable choice for gNB-CU to update the Barring parameters via the “GNB-CU CONFIGURATION UPDATE” message by providing an additional “Barring Information” IE.

Proposal: RAN3 is kindly suggested that the gNB-CU should be to empowered to update the Barring parameters in RMSI. One reasonable choice is to update the Barring parameters via the “GNB-CU CONFIGURATION UPDATE” message by providing an additional “Barring Information” IE.
Conclusion
The following observations and proposals are provided:

Observation 1：RMSI is encoded in the gNB-DU.
Observation 2: It seems that we do not have enough space to include the entire access barring configuration in RMSI. One reasonable solution is to include selected access identities and access categories in RMSI, while providing the others in other SI. 
Proposal: RAN3 is kindly suggested that the gNB-CU should be to empowered to update the Barring parameters in RMSI. One reasonable choice is to update the Barring parameters via the “GNB-CU CONFIGURATION UPDATE” message by providing an additional “Barring Information” IE.
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Annex I: TP for SA BL CR 38.473
Start of TP for SA BL CR38.473
9.2.1.10
GNB-CU CONFIGURATION UPDATE

This message is sent by the gNB-CU to transfer updated information for a TNL association.

Direction: gNB-CU ( gNB-DU
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cells to be Activated List
	
	0..1
	
	List of cells to be activated or modified
	YES
	reject

	>Cells to be Activated List Item
	
	1.. <maxCellingNBDU>
	
	
	EACH
	reject

	>>NCGI
	M
	
	9.3.1.12
	
	-
	-

	>> gNB-CU System Information
	M
	
	9.3.1.x6
	RRC container with system information owned by gNB-CU
	
	

	>>Barring Information
	M
	
	
	RRC container with updated Barring parameters targeting RMSI.
	
	


End of TP for SA BL CR38.473

Annex 2: Access Identities for NR

Table 2: Access Identities (Table 6.22.2.2-1 in [1])
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
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