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1. Introduction
Considering high priority access or emergency call in case of the gNB-DU overload, the UE Initial Access procedure [1] may not be performed properly. For example, the gNB-CU cannot obtain low layer configuration for the UE from the overloaded gNB-DU even though the UE requests the RRC connection establishment with high priority access or emergency call. In this contribution, we focus on how the gNB-CU gets low layer configuration from the overloaded gNB-DU when the UE requests the RRC connection establishment with high priority access or emergency call and provide our view on it.
2. Discussion
In case of NG-RAN overload, it may be desirable for the NG-RAN to restrict access attempts from some UEs. For this, as denoted in [2], NG-RAN supports overload and access control functionality.

	7.4
Access Control

NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

One unified access barring mechanism for NR addresses all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms: each access attempt is categorized into one of Access Category as specified in 3GPP TS 22.261 [19].

In RRC_IDLE, the UE NAS informs RRC of the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request.


According to LS [3], CT1 has agreed a solution for unified access control though there are some open points such as the necessity for providing AS with the establishment cause when NAS makes a request to AS for access.
Observation 1: NG-RAN supports access control functionality to restrict access attempts from some UEs during its overload situation.
Observation 2: It is FFS whether the establishment cause is used or not when the UE requests the RRC connection establishment to NG-RAN.

In UE Initial Access procedure [1], when to receive the RRC message, if the UE is admitted, the gNB-DU provides the corresponding low layer configuration for the UE to the gNB-CU using the Initial UL RRC Message Transfer message. Also, in [4], for this operation, the following is denoted as highlighted in yellow.
	8.4.1 
Initial UL RRC Message Transfer

8.4.1.1
General

The purpose of the Initial UL RRC Message Transfer procedure is to transfer the initial RRC message as an UL PDCP-PDU to the gNB-CU.

8.4.1.2
Successful operation
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Figure 8.4.1.2-1: Initial UL RRC Message Transfer procedure.

If the DU to CU RRC Information IE is not included in the INITIAL UL RRC MESSAGE TRANSFER the gNB-CU shall reject the UE under the assumption that the gNB-DU is not able to serve such UE. If the gNB-DU is able to serve the UE, the gNB-DU shall include the DU to CU RRC Information IE.


Considering above highlighted sentence, if the gNB-DU is not able to serve the UE due to its overload situation, it does not provide low layer configuration for the UE to the gNB-CU. So, although the gNB-DU receives the RRC Connection Request message from the UE due to high priority access or emergency call, if it cannot serve the UE, it does not transmit SRB1 configuration to the gNB-CU. It is because the gNB-DU cannot know the RRC connection establishment request with high priority access or emergency call. Therefore, on receiving the forwarded RRC message, although the gNB-CU identifies the purpose for the UE’s access such as high priority case or emergency call, it cannot obtain low layer configuration for the UE from the gNB-DU. Also, the gNB-CU would reject the RRC connection establishment because the Initial UL RRC Message Transfer message does not include the DU to CU RRC Information IE.

Observation 3: For the RRC connection establishment request with high priority access or emergency call, if the gNB-DU is overloaded situation, the gNB-CU cannot obtain the low layer configuration for the UE from the gNB-DU in UE Initial Access procedure.
To solve this problem, there are two possible solutions:
· Solution 1: The gNB-DU decodes the RRC message received from the UE to provide low layer configuration for the UE to the gNB-CU
· Solution 2: The gNB-CU triggers the signalling with the gNB-DU to get low layer configuration for the UE
In Solution 1, because the gNB-DU is able to decode the received RRC message, it can be aware of what purposes the UE tries to access the gNB. If the gNB-DU knows the RRC connection establishment request with the high priority access or emergency call through decoding the RRC message, even though overload situation, it provides the corresponding low layer configuration for the UE to the gNB-CU. However, high priority access and emergency call are special case and these cases rarely occur. So, in order to provide SRB1 configuration to the gNB-CU in these cases, that the gNB-DU is able to decode the RRC message seems to be redundant and may make the implementation of gNB-DU complex.
Observation 4: That the gNB-DU can decode the RRC message seems to be redundant and may make the implementation of gNB-DU complex so that it provides the gNB-CU with low layer configuration for the UE.

In Solution 2, when to receive the Initial UE RRC Message Transfer message without the low layer configuration for the UE, the gNB-CU checks that access attempt from the UE is due to high priority access or emergency call. If it identifies that the purpose of RRC connection establishment request is one of them, the gNB-CU triggers the signalling toward the gNB-DU to obtain low layer configuration for the UE. On receiving the message from the gNB-CU, even if overload situation, the gNB-DU should provide the requested configuration to the gNB-CU. In this solution, before the gNB-CU sends the DL RRC Message Transfer message to the gNB-DU, the additional signalling between the gNB-CU and gNB-DU is necessary. However, since high priority access or emergency call rarely occurs, this signalling over F1 does not happen often. So, there is little signalling burden.
Observation 5: The signalling between gNB-CU and gNB-DU for getting low layer configuration is necessary but there is little signalling burden because this signalling rarely occurs.

Based on observation 4 and 5, the following proposal is suggested:

Proposal 1: Considering high priority access or emergency call, the F1 signalling to obtain low layer configuration should be introduced in UE Initial Access procedure.
3. Conclusion
In this contribution, we focused on how the gNB-CU gets low layer configuration from the overloaded gNB-DU when the UE requests the RRC connection establishment with high priority access or emergency call and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: Considering high priority access or emergency call, the F1 signalling to obtain low layer configuration should be introduced in UE Initial Access procedure.
Proposal 2: It is proposed to agree the TP for TS 38.401.
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8.1
UE Initial Access
The signalling flow for UE Initial access is shown in Figure 8.1-1.
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Figure 8.1-1: UE Initial Access procedure
1. The UE sends RRC Connection Request message to the gNB-DU. 
2. The gNB-DU includes the RRC message and, if the UE is admitted, the corresponding low layer configuration for the UE in the F1AP INITIAL UL RRC MESSAGE TRANSFER message and transfers to the gNB-CU. The INITIAL UL RRC MESSAGE TRANSFER message includes the C-RNTI allocated by the gNB-DU.
3. The gNB-CU allocates a gNB-CU UE F1AP ID for the UE and sends the LAYER CONFIGURATION SETUP COMMAND message to request the corresponding low layer configuration for the UE to the gNB-DU.
4. The gNB-DU includes the requested low layer configuration for the UE in the LAYER CONFIGURATION SETUP COMPLETE message and transfers to the gNB-CU.
NOTE: step 3 and 4 only exist in case the gNB-CU receives the INITIAL UL RRC MESSAGE TRANSFER message including the RRC Connection Request message with high priority access or emergency call, and not including the corresponding low layer configuration for the UE.
5. The gNB-CU allocates a gNB-CU UE F1AP ID for the UE and generates RRC CONNECTION SETUP message towards UE. The RRC message is encapsulated in -the F1AP DL RRC MESSAGE TRANSFER message. 
6. The gNB-DU sends the RRC CONNECTION SETUP message to the UE.

7. The UE sends the RRC CONNECTION SETUP COMPLETE message to the gNB-DU. 
8. The gNB-DU encapsulates the RRC message in the F1AP UL RRC MESSAGE TRANSFER message and sends it to the gNB-CU. 
9. The gNB-CU sends the INITIAL UE MESSAGE message to the AMF.
10. The AMF sends the INITIAL UE CONTEXT SETUP REQUEST message to the gNB-CU.
11. The gNB-CU sends the UE CONTEXT SETUP REQUEST message to establish the UE context in the gNB-DU. In this message, it may also encapsulate the RRC SECURITY MODE COMMAND message.

12. The gNB-DU sends the RRC SECURITY MODE COMMAND message to the UE.

13. The gNB-DU sends the UE CONTEXT SETUP RESPONSE message to the gNB-CU.

 14. The UE responds with the RRC SECURITY MODE COMPLETE message

 15. The gNB-DU encapsulates the RRC message in the F1AP UL RRC MESSAGE TRANSFER message and sends it to the gNB-CU.

16. The gNB-CU generates the RRC CONNECTION RECONFIGURATION message and encapsulates it in the F1AP DL RRC MESSAGE TRANSFER message 
 17. The gNB-DU sends RRC CONNECTION RECONFIGURATION message to the UE.

 18. The UE sends RRC CONNECTION RECONFIGURATION COMPLETE message to the gNB-DU. 
 19. The gNB-DU encapsulates the RRC message in the F1AP UL RRC MESSAGE TRANSFER message and send it to the gNB-CU.
20. The gNB-CU sends the INITIAL UE CONTEXT SETUP RESPONSE message to the AMF.
<<<<<<<<<<<<<<<<<<<< End of Change >>>>>>>>>>>>>>>>>>>>
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