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Introduction

The E1 interface functions need to be discussed during normative phase. In this paper, we discuss the basic bearer management signalling procedure over E1 interface.  
Discussion
2.1 Basic Bearer Management Procedure
2.1.1 CU-C triggered Bearer Management Procedure

According to TR38.806, Bearer management function allows the CU-CP to setup, modify, and release the data radio bearers (DRBs) in the CU-UP. The Bearer management functions include the following basic procedures: DRB setup, DRB modification, DRB release.

The following messages can be defined for above purpose:

DRB SETUP REQUEST/RESPONSE/FAILURE

DRB MODIFICATION REQUEST/RESPONSE/FAILURE

DRB RELEASE REQUEST/RESPONSE

The information which need to be included in above messages depend on which node perform the Flow to DRB mapping, there are two possible models:

CU-C perform flow to DRB mapping

In this case, CU-C just needs to inform CU-U the to be added/modified DRB lists for a specific UE, which also together with the corresponding QoS flow profiles, the NG UL Transport Layer Address.

CU-U shall reply to CU-C with the successful added/modified DRB list for a specific UE, and the failure DRB list with proper cause.

CU-U perform flow to DRB mapping

In this case, CU-C needs to inform CU-U the to be added/modified QoS flow list for a specific UE, together with the corresponding QoS flow profiles, the NG UL GTP Tunnel Endpoint.

CU-U shall reply to CU-C with the successful added/modified DRB list for a specific UE and flow to DRB mapping, and the failure DRB list with proper cause.

The NG DL GTP Tunnel Endpoint and data forwarding GTP Tunnel Endpoint can be pre-configured in CU-C or provided by CU-U during DRB setup, DRB modification, DRB release procedure.

The security infor also needs to be included in DRB setup and DRB modification procedure, however the details depends on the solution on AS security activation and configuration with RAN2 and SA3 involvement.
2.1.2 CU-U triggered Bearer Management Procedure

Considering that CU-U may experience overload or the QoS can not be guaranteed by CU-U anymore, CU-U is allowed to trigger DRB release/modification procedure.

The following messages can be defined for above purpose:

DRB MODIFICATION REQUIRED/CONFIRM/REFUSE

DRB RELEASE REQUIRED/CONFIRM

The information which need to be included in above messages also depend on which node perform the Flow to DRB mapping.

DRB modification triggered by CU-U includes one or more DRBs for a specific UE which needs to be released with proper cause.

DRB release is triggered by CU-U to request the release of all DRB resources for a specific UE at the CU-U node.
Conclusion
The following observations and proposals are provided:

Proposal1: Both CU-C and CU-U can trigger Bearer Management Procedure over E1 interface.

Proposal3: The following messages are proposed to be used for Bearer Management Procedure:

CU-C triggered:

DRB SETUP REQUEST/RESPONSE/FAILURE

DRB MODIFICATION REQUEST/RESPONSE/FAILURE

DRB RELEASE REQUEST/RESPONSE

CU-U triggered:

DRB MODIFICATION REQUIRED/CONFIRM/REFUSE

DRB RELEASE REQUIRED/CONFIRM
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