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Introduction
In RAN3, it is still FFS whether the AMF needs to provide the whole Allowed S-NSSAI set to the NG-RAN node in Initial Context Setup Request message. In this contribution, we shall provide our consideration and proposals.
Discussion
The main reason why adding Allowed S-NSSAI set to the gNB in Initial Context Setup Request message as FFS is that SA2 has agreed follows:
	TS 23.501 vf.0.0 5.15.2.1
When a UE is successfully registered, the CN informs the (R)AN by providing the Allowed S-NSSAI.
NOTE:	The details of how the RAN uses NSSAI information are described in TS 38.300 [27].



SA2 has made above decision based on the assumption that the NG-RAN needs the Allowed S-NSSAI info at the end of UE Registration procedures. However, RAN3 has not yet explicitly agreed on the need of Allowed S-NSSAI info. If there is no strong reason for AMF to send the Allowed S-NSSAI to NG-RAN in initial Context Setup Request message, RAN3 can still suggest SA2 revert above conclusions.
Observation 1: Whether 5GC needs to inform the NG-(R)AN the Allowed S-NSSAI in the initial Context Setup Request message depends on the requirement of NG-(R)AN, pending to RAN3.

Impacts of allowed S-NSSAI on Early policy in gNB
One of the potential benefits that NG-RAN may need Allowed S-NSSAI is for the validation of UE to access a particular network slice.
	TS 38.300 v f.0.0 Validation of the UE rights to access a network slice 
-	It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed of the slice for which resources are being requested



Based on descriptions above, it is not clear whether the Allowed S-NSSAI info can be utilized for UE access validation. Allowed S-NSSAI seems not needed for UE access validation before NG-RAN node receives the Initial Context Setup Request message. Besides local policies, the UE access validation to particular network slice can also depend on function of overload control. The AMF can notify the gNB to refuse the UE access attempt towards the relevant slice through overload indication message, and the gNB rejects the RRC connection request according to AMF instructions (e.g. Overload start). Therefore, gNB does not necessarily need to know the allowed S-NSSAI information of UE before receiving the Initial Context Setup Request.

Allowed S-NSSAI may also be useless for UE access validation after receiving the Initial Context Setup Request message. After successful Registration, the UE needs not always to carry the S-NSSAI info in RRC message to gNB, because the UE has already got the valid Temp ID after registration procedure.
Observation 2: Allowed S-NSSAI may be useless for UE access validation in NG-RAN node.

Impacts on Mobility
Another impact due to allowed S-NSSAI information is Mobility. Generally, it is not reasonable to select the target gNB according to the allowed S-NSSAI info in candidate gNBs, while overriding the radio conditions.
In case of intra-RA Mobility, the configuration of NW slices are the same, gNB should not use allowed S-NSSAI info for HO decision criteria. In case of inter-RA Mobility, 5GC will anyway re-allocate the allowed S-NSSAI for UE, gNB should not use allowed S-NSSAI for HO decision criteria.
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Figure 1: Relationship of different S-NSSAIs
In addition, allowed S-NSSAI is only part of the network slices that UE can subscribe. As shown in Figure 1 above, UE Allowed S-NSSAI is only subset of the subscribed S-NSSAI with 5GC. The mobility choice based on allowed S-NSSAI is neither optimal, i.e. subscribed S-NSSAI may be even more proper.
Observation 3:  Allowed S-NSSAI seems useless for UE Slice related Mobility.
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Impacts of Allowed S-NSSAI on the elementary features in case of NW slicing[2]
	Feature in case of NW slicing 
	Analysis
	Analysis result

	RAN awareness of slices
	NSSAI received is not associated with this feature.
	No impact

	Selection of RAN part of the network slice

	No impact to this function.
	No impact

	Resource management between slices

	Allowed S-NSSAI only represents the slice that the UE is allowed to access, and is not the slice that have PDU session in it. Therefore, such information can not serve as a basis for allocating resources for the UE by the gNB.
	No impact

	Resource isolation between slices

	No impact to this function.
	No impact

	Slice Availability

	When allocated Allowed S-NSSAI, AMF has taken into account the slice deployment discontinuity.
In addition, the Mobility situation as above has also been analyzed.
	No impact

	Support for UE associating with multiple network slices simultaneously

	No impact to this function.
	No impact

	Granularity of slice awarenes
	No impact to this function.
	No impact

	Validation of the UE rights to access a network slice
	The function analysis as above.
	No impact


Observation 4: Allowed S-NSSAI is useless for other NW slice related elementary features.
Conclusion
In this contribution, we provide following observations and proposal:
[bookmark: _In-sequence_SDU_delivery]Observation 1: Whether 5GC needs to inform the NG-(R)AN the Allowed S-NSSAI in the initial Context Setup Request message depends on the requirement of NG-(R)AN, pending to RAN3.
Observation 2: Allowed S-NSSAI may be useless for UE access validation in NG-RAN node.
Observation 3:  Allowed S-NSSAI seems useless for UE Slice related Mobility.
Observation 4: Allowed S-NSSAI is useless for other NW slice related elementary features.

Proposal: The Allowed S-NSSAI info should not be provided by the AMF in Initial Context Setup Request message.
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