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1. Introduction
This paper discuss the control of SRB3 in EN-DC.
It is not needed for MN to trigger the establishment of SCG SRB
It is not necessary to support SgNB initiated MCG split SRB release procedure
Should the existence of SCG SRB be known by MeNB?
The summary in R3-174140 in last RAN3#97bis meeting.
2. Discussion

One of the motivivation for the MeNB to know the existence of SCG SRB would be that, the MeNB need to give the security key to the SgNB.
However, it will come to a question on which timing the MeNB need to give security key e.g. when the the bearer type is only MCG Split bearer. Note that other than bearer types of SCG bearer and SCG Split bearer, so far there is no need to give the security key to the SgNB.  

However, in order to simplify the procedure, and the last meeting agreement that the MeNB does not trigger the establishment of SCG SRB in SgNB, and there is no other benefit for the MeNB to know the existance of SCG SRB, it is proposed:

Proposal 1: there is no need to MeNB to know the existance of SCG SRB.

Proposal 2: regardless whether SgNB will configure SCG SRB, the MeNB always set the UE Security Capabilities IE and the SgNB Security Key IE in SGNB ADDITION REQUEST message.
3. Conclusion and Proposal
This paper discuss the control of SRB3 in EN-DC.
Proposal 1: there is no need to MeNB to know the existance of SCG SRB.

Proposal 2: regardless whether SgNB will configure SCG SRB, the MeNB always set the SgNB Security Key IE in SGNB ADDITION REQUEST message.
TP to 36.423 baseline CR
9.1.X.1
SGNB ADDITION REQUEST

This message is sent by the MeNB to the SgNB to request the preparation of resources for EN-DC operation for a specific UE
Direction: MeNB ( SgNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	
M
	
	9.2.29
	
	YES
	reject

	SgNB Security Key
	
M
	
	9.2.YY
	The S-KgNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SgNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate 

9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SgNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SgNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SgNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters for the SCG part.
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>SCG Split Bearer
	
	
	
	
	
	

	>>>> E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>> E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 

9.2.9
	Includes the E-RAB Level QoS parameters as received on S1-MME for the E-RAB
	–
	–

	>>>> Maximum admittable E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 

9.2.9
	Includes the E-RAB Level QoS parameters admittable by the MeNB
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of DL PDUs.
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	MeNB to SgNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 38.331 [xx].
Editor’s Note: to be checked with RAN2
	YES
	reject

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	SgNB UE X2AP ID
	O
	
	gNB UE X2AP ID

9.2.XX
	Allocated at the SgNB
	YES
	reject

	SgNB UE X2AP ID Extension
	O
	
	Extended gNB UE X2AP ID

9.2.XY
	Allocated at the SgNB
	YES
	reject

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the MeNB
	YES
	reject

	Requested MCG split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for MCG Split SRB are requested.
	YES
	reject


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofSCG
	Maximum no. of NR SCG. Value is FFS


	
	

	
	


SgNBAdditionRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-MeNB-UE-X2AP-ID






CRITICALITY reject
TYPE UE-X2AP-ID









PRESENCE mandatory}|


{ ID id-UE-SecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory}|




{ ID id-SgNBSecurityKey






CRITICALITY reject
TYPE SgNBSecurityKey







PRESENCE mandatory}|




{ ID id-SgNBUEAggregateMaximumBitRate


CRITICALITY reject
TYPE UEAggregateMaximumBitRate




PRESENCE mandatory}|


{ ID id-ServingPLMN







CRITICALITY ignore
TYPE PLMN-Identity








PRESENCE optional}|

{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList





PRESENCE optional}|


{ ID id-E-RABs-ToBeAdded-SgNBAddReqList


CRITICALITY reject
TYPE E-RABs-ToBeAdded-SgNBAddReqList


PRESENCE mandatory}|


{ ID id-MeNBtoSgNBContainer





CRITICALITY reject
TYPE MeNBtoSgNBContainer






PRESENCE mandatory}|


{ ID id-CSGMembershipStatus





CRITICALITY reject
TYPE CSGMembershipStatus






PRESENCE optional}|


{ ID id-SgNB-UE-X2AP-ID






CRITICALITY reject
TYPE UE-X2AP-ID









PRESENCE optional}|


{ ID id-SgNB-UE-X2AP-ID-Extension



CRITICALITY reject
TYPE UE-X2AP-ID-Extension






PRESENCE optional}|


{ ID id-ExpectedUEBehaviour





CRITICALITY ignore
TYPE ExpectedUEBehaviour






PRESENCE optional}|


{ ID id-MeNB-UE-X2AP-ID-Extension



CRITICALITY reject
TYPE UE-X2AP-ID-Extension






PRESENCE optional}|

{ ID id-RequestedMCGSplitSRBs




CRITICALITY reject
TYPE MCGSplitSRBs








PRESENCE optional},

...

}
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