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Introduction
Taking a look at references for all of the specs to make sure everything is aligned.

The changes needed in 38.401:

1. Spec names for NG-RAN specs in the reference section is not aligned with the spec names in the database. The specs start with “NG-RAN:  xxxxx”, not “NG Radio Access Network (NG-RAN)”
2. NG-AP, F1-AP, and XN-AP are all used and should be NGAP, F1AP and XNAP

2
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6.2
NG-RAN identifiers

Editor Note: This subclause shows those identifiers that are used in NG-RAN.
6.2.1
Principle of handling Application Protocol Identities

An Application Protocol Identity (AP ID) is allocated when a new UE-associated logical connection is created in either an gNB or an AMF. An AP ID shall uniquely identify a logical connection associated to a UE over the NG interface or Xn interface within a node (gNB or AMF). Upon receipt of a message that has a new AP ID from the sending node, the receiving node shall store the AP ID of the sending node for the duration of the logical connection. The receiving node shall assign the AP ID to be used to identify the logical connection associated to the UE and include it as well as the previously received new AP ID from the sending node, in the first returned message to the sending node. In all subsequent messages to and from sending node, both AP IDs of sending node and receiving node shall be included. 

The definitions of AP IDs as used on NG interface or Xn interface or F1 interface are shown below:

gNB UE NGAP ID:

An gNB UE NGAP ID shall be allocated so as to uniquely identify the UE over the NG interface within an gNB. When an AMF receives an gNB UE NGAP ID it shall store it for the duration of the UE-associated logical NG-connection for this UE. Once known to an AMF this is included in all UE associated NGAP signalling. 
The gNB UE NGAP ID shall be unique within the gNB logical node.
AMF UE NGAP ID:

An AMF UE NGAP ID shall be allocated so as to uniquely identify the UE over the NG interface within the AMF. When an gNB receives AMF UE NGAP ID it shall store it for the duration of the UE-associated logical NG-connection for this UE. Once known to an gNB this ID is included in all UE associated NGAP signalling. 
The AMF UE NGAP ID shall be unique within the AMF logical node.
Old gNB UE XnAP ID:

An Old gNB UE XnAP ID shall be allocated so as to uniquely identify the UE over the Xn interface within a source gNB. When a target gNB receives an Old gNB UE XnAP ID it shall store it for the duration of the 
UE-associated logical Xn-connection for this UE. Once known to a target gNB this ID is included in all UE associated XnAP signalling. The Old gNB UE XnAP ID shall be unique within the gNB logical node.
New gNB UE XnAP ID: 

A New gNB UE XnAP ID shall be allocated so as to uniquely identify the UE over the Xn interface within a target gNB. When a source gNB receives a New gNB UE XnAP ID it shall store it for the duration of the 
UE-associated logical Xn-connection for this UE. Once known to source gNB this ID is included in all UE associated XnAP signalling. The New gNB UE XnAP ID shall be unique within the gNB logical node.
MgNB UE XnAP ID:

A MgNB UE XnAP ID shall be allocated so as to uniquely identify the UE over Xn interface within a MgNB for dual connectivity. When a SgNB receives a MgNB UE XnAP ID it shall store it for the duration of the UE-associated logical Xn-connection for this UE. Once known to a SgNB this ID is included in all UE associated XnAP signalling. The MgNB UE XnAP ID shall be unique within the gNB logical node.

SgNB UE XnAP ID:

A SgNB UE XnAP ID shall be allocated so as to uniquely identify the UE over Xn interface within a SgNB for dual connectivity. When a MgNB receives a SgNB UE XnAP ID it shall store it for the duration of the UE-associated logical Xn-connection for this UE. Once known to a MgNB this ID is included in all UE associated XnAP signalling. The SgNB UE XnAP ID shall be unique within the gNB logical node.
gNB-CU UE F1AP ID:
Refer to TS 38.473 [4]
6.2.2
gNB-DU ID
The gNB-DU ID is configured at the gNB-DU and used to uniquely identify the gNB-DU at least within a gNB-CU. The gNB-DU informs the gNB-CU of its gNB-DU ID during F1 Setup procedure. The gNB-DU ID is used only over F1AP procedures.
6.3
Transport addresses

Editor Note: This subclause shows those principle of Transport Address that to be used in NG-RAN.
The transport layer address parameter is transported in the radio network application signalling procedures that result in establishment of transport bearer connections.

The transport layer address parameter shall not be interpreted in the radio network application protocols and reveal the addressing format used in the transport layer.

The formats of the transport layer addresses are further described in 3GPP TS 38.414 [5], 3GPP TS 38.424 [6] and 3GPP TS 38.474 [7].
6.4
UE associations in gNB

Editor Note: This subclause shows those principle of UE Associations in gNB e.g. gNB UE Association, UE Context etc.
There are several types of UE associations needed in the gNB: the "gNB UE context" used to store all information needed for a UE and the associations between the UE and the logical NG and Xn connections used for NG/XnAP UE associated messages. An "gNB UE context" exists for a UE in CM_CONNECTED.
Definitions:

gNB UE context: 
An gNB UE context is a block of information in an gNB associated to one UE. The block of information contains the necessary information required to maintain the NG-RAN services towards the active UE. An gNB UE context is established when the transition to active state for a UE is completed or in target gNB after completion of handover resource allocation during handover preparation, in which case at least UE state information, security information, UE capability information and the identities of the UE-associated logical NG-connection shall be included in the gNB UE context.

For Dual Connectivity an gNB UE context is also established in the SgNB after completion of SgNB Addition Preparation.
UE-associated logical NG-connection/ UE-associated logical Xn-connection / UE-associated logical F1-connection: 

On the logical NG or Xn or F1 connection, control plane messages (NGAP, XnAP, F1AP) associated with the UE are sent. 
This connection is established during the first NG/XnAP/F1AP message exchange between the NG/Xn/F1 peer nodes. 
The connection is maintained as long as UE associated NG/XnAP/F1AP messages need to be exchanged over NG/Xn/F1.  

The UE-associated logical NG-connection uses the identities AMF UE NGAP ID and gNB UE NGAP ID. 

The UE-associated logical Xn-connection uses the identities Old gNB UE XnAP ID and New gNB UE XnAP ID, or MgNB UE XnAP ID and SgNB UE XnAP ID. 

The UE-associated logical F1-connection uses the identities gNB-CU UE F1AP ID. 

When a node (AMF or gNB) receives a UE associated NG/XnAP/F1AP message the node retrieves the associated UE based on the NG/XnAP/F1AP ID.
UE-associated signalling: 

UE-associated signalling is an exchange of NG/XnAP/F1AP messages associated with one UE over the UE-associated logical NG/Xn/F1-connection.

NOTE:
The UE-associated logical NG-connection may exist before the gNB UE context is setup in gNB. 

The UE-associated logical Xn-connection may exist before the gNB UE context is setup in the target gNB.

The UE-associated logical F1-connection may exist before the gNB UE context is setup in the gNB-DU.
Editor Note: the description of UE Context in F1 interface is FFS. 

8
Overall procedures in gNB-CU/gNB-DU Architecture
Editor Note: This clause shows overall procedures including signalling flows in gNB-CU / gNB-DU architecture e.g. initial access from the UE, inter-DU mobility etc. The main focus is on gNB-CU and gNB-CU while also need to show UE and 5GC for understanding the interaction.
8.1
UE Initial Access 
Editor Note: This subclause shows overall procedures for initial access from the UE.
Editor Note: The name of this subclaues is FFS. 
The signalling flow for UE Initial access is shown in Figure 8.1-1.
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Figure 8.1-1: UE Initial Access procedure
Step1: UE sends RRC Connection Request message to the gNB-CU. 
Step 2:The gNB-DU includes the RRC message in a non-UE associated F1AP INITIAL UL RRC MESSAGE TRANSFER message and transfer to the gNB-CU. The INITAIL UL RRC MESSAGE TRANSFER message should include C-RNTI.
Step3: The gNB-CU allocates UE F1AP ID for the UE and generates RRC CONNECTION SETUP message towards UE.The RRC message is encapsulated in  F1AP DL RRC MESSAGE TRANSFER message. 
Editor’s note: Alternative 2 is that gNB-CU initiates UE Context Setup procedure and includes RRC CONNECTION SETUP message in F1AP UE CONTEXT SETUP REQUEST message.
Editor’s note: Alternative 3 is that UE Context Setup procedure is added between step 2 and step 3.
Editor’s note: It is FFS which alternative would be adopted.
Step4: The gNB-DU sends RRC CONNECTION SETUP message to UE.
Step5: UE sends RRC CONNECTION SETUP COMPLETE message to the gNB-CU. 
Step6: The gNB-DU encapsulates the RRC message in F1-AP UL RRC MESSAGE TRANSFER message and send to gNB-CU. 
Step7: The gNB-CU sends the INITIAL UE MESSAGE to the AMF.
Step8: The AMF sends INITIAL UE CONTEXT SETUP REQUEST message to the gNB-CU.
Step9:The gNB-CU sends UE CONTEXT SETUP REQUESTmessage to establish overall initial UE context in the gNB-DU.In this message,it may also encapsulate RRC SECURITY MODE COMMAND message.

Editor’s note: For alternative 2 and alternative 3, the UE context setup procedure in step 9 and step 11 is substituted by UE Context Modification procedure.
Editor’s note:It is FFS whether RRC SECURITY MODE COMMAND message could be sent via UE Context management procedure or use another separate F1AP DL RRC MESSSAGE TRNASFER.
Step10: The gNB-DU sends RRC SECURITY MODE COMMAND message to UE.

Step11:The gNB-DU sends UE CONTEXT SETUP RESPONSE message to gNB-CU.

Step 12:UE responds with RRC SECURITY MODE COMPLETE message

Step 13:The gNB-DU encapsulates the RRC message in F1AP UL RRC MESSAGE TRANSFER message and sends to gNB-CU.

Step14:The gNB-CU generates RRC CONNECTION RECONFIGURATION message and encapsulates it in F1AP DL RRC MESSAGE TRANSFER message 
Step 15: The gNB-DU sends RRC CONNECTION RECONFIGURATION message to UE.

Step 16: UE sends RRC CONNECTION RECONFIGURATION COMPLETE message to the gNB-DU. 
Step 17:The gNB-DU encapsulates the RRC message in F1AP UL RRC MESSAGE TRANSFER message and send to gNB-CU.
Step18: The gNB-CU sends Initial UE Context Setup Response message to the AMF.
Editor’s note: The name of the message is FFS.
Editor Note: Further check may be needed on the procedure.
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